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WENN KI ENTSCHEIDET

Palantir, Enterprise-KI und die stille Verschiebung von Macht

Es ist eine Ironie der Gegenwart, dass ausgerechnet jene Technologien, die mit dem Versprechen gréBerer Rationali-
tat angetreten sind, heute die politische Irrationalitat iberdecken helfen. Kiinstliche Intelligenz, so lautet das géngige
Narrativ, soll Entscheidungen beschleunigen, Komplexitdt beherrschbar machen, Verwaltungen entlasten und Streit
vermeiden. Was dabei oft unterschlagen wird: Wer die Entscheidungsarchitektur kontrolliert, entscheidet nicht selbst
— aber er legt fest, wie entschieden wird. Und genau an diesem Punkt beginnt die eigentliche Machtverschiebung.

Kaum ein Unternehmen steht dafiir so exemplarisch wie
Palantir Technologies. Gegrlindet 2003, lange ein Spezia-
list fiir Datenintegration im Sicherheitsapparat der Verei-
nigten Staaten, hat sich Palantir in den vergangenen flnf
Jahren von einem Analysewerkzeug zu einer Enterprise-
Kl-Infrastruktur entwickelt, die Militar, Industrie und Ver-
waltung gleichermaBen durchdringt. Palantir verkauft
heute nicht mehr primar Software, sondern einen An-
spruch: das Betriebssystem flir Entscheidungen in einer
Welt permanenter Krisen zu sein.

Diese Entwicklung ist kein Geheimnis. Sie ist offentlich
dokumentiert, politisch flankiert — und zunehmend um-
stritten.

Von der Analyse zur Entscheidungsarchitektur
Palantirs Plattformen — Gotham, Foundry und seit 2023
die Al Platform (AIP) — dienen offiziell der Zusammenfih-
rung, Strukturierung und Visualisierung grof3er Daten-
mengen. Das Unternehmen betont stets, keine Entschei-
dungen zu treffen, sondern Menschen zu unterstitzen.
Das ist formal korrekt. Doch diese formale Trennung
greift zu kurz.

Denn moderne Enterprise-Kl wirkt nicht dort, wo der letz-
te Klick erfolgt, sondern dort, wo Optionen entstehen.
Palantir selbst beschreibt seine Systeme als ,Operational
Decision Platforms”. In den technischen Whitepapern
heil3t es, Ziel sei es, ,relevante Handlungsmaoglichkeiten
in Echtzeit sichtbar zu machen” und Entscheidungspro-
zesse ,vorzustrukturieren”.

Diese Vorstrukturierung ist der Kern. Ein ehemaliger For-
ward-Deployed-Engineer von Palantir beschrieb dies
2024 gegeniber Defense One so: ,Am Anfang glauben
Organisationen, sie nutzen ein Tool. Nach einem Jahr

nutzen sie nur noch das, was das Tool ihnen zeigt.” Das
ist keine Verschwoérung, sondern Organisationssoziolo-

gie.

Der militarische Hebel

Die militdrische Durchdringung ist dabei kein Randpha-
nomen, sondern der Ausgangspunkt. Im Marz 2024 er-
hielt Palantir vom US-Verteidigungsministerium einen
Vertrag iber 480 Millionen Dollar fiir das ,Maven Smart
System”, das als zentrales Kl-System fiir Lagebilder und
Zielunterstiitzung in mehreren Combatant Commands
dient. Im Februar 2025 folgte ein 178-Millionen-Dollar-
Vertrag mit der US-Army fiir das TITAN-Programm, das
vom Pentagon selbst als ,erstes Kl-definiertes Gefechts-
fahrzeug” bezeichnet wird.

Parallel dazu erhielt Anduril Industries, gegriindet von
Palmer Luckey und mehreren ehemaligen Palantir-Mit-
arbeitern, im Dezember 2024 einen 100-Millionen-Dol-
lar-Vertrag fiir Edge-Datenintegration im Rahmen des
Pentagon-Programms ,Replicator”, das auf den massen-
haften Einsatz autonomer Systeme zielt.

Im Dezember 2024 gaben Palantir und Anduril offiziell
bekannt, ihre Plattformen in einem gemeinsamen ,Kon-
sortium” zu koppeln. Palantirs AIP und Maven-Systeme
werden dabei mit Andurils Lattice-Plattform und C4-
Hardware verbunden - ,from edge to enterprise”, wie
es in der gemeinsamen Pressemitteilung heif3t.

Die strategische Bedeutung liegt auf der Hand: Senso-
rik, Autonomie, Datenfusion und Entscheidungslogik
verschmelzen zu einer privat betriebenen, durchgangi-
gen Infrastruktur fiir moderne Kriegsfiihrung.
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Politische Riickendeckung - und neue Ndhe zur Macht
Diese technologische Entwicklung fallt nicht zufallig mit
einer politischen zusammen. Wahrend das Silicon Valley
jahrzehntelang als demokratisch gepragt galt, haben sich
zentrale Akteure der Defense-Tech-Szene offen hinter
Donald Trump gestellt. Palantir-CEO Alex Karp verteidig-
te Trumps Wiederwahlkampf 2024 6ffentlich als notwen-
dig fur ,staatliche Handlungsfahigkeit”. Anduril-Griinder
Palmer Luckey erklarte auf X im Mai 2024: ,My big league
support for Donald Trump is no secret.”

Die Nahe ist nicht nur ideologisch, sondern institutio-
nell. Auf dem ,Hill and Valley Forum” in Washington im
Frihjahr 2025 diskutierten Karp und Anduril-CEO Brian
Schimpf mit Senatoren des Armed Services Committee
und dem damaligen Nationalen Sicherheitsberater Mike
Waltz tiber eine Reform der Ristungsbeschaffung. Waltz
erklarte dort, das Weie Haus sei ,absolutely dedicated
to reforming the way we acquire technology” (Politico,
15.04.2025).

Trump unterzeichnete kurz darauf mehrere Executive Or-
ders zur Beschleunigung von DoD-Beschaffungen. Palan-
tir-CTO Shyam Sankar sprach in diesem Zusammenhang
offen von der Notwendigkeit, ,blirokratische Monopso-
nien aufzubrechen” (Defense One, 18.04.2025).

Bemerkenswert ist, wie vorsichtig andere grof3e KI-An-
bieter reagieren. Microsoft, OpenAl, Google und Amazon
kritisieren Palantir kaum direkt — wohl aber das Modell.
Microsoft-CEO Satya Nadella betonte im Financial Times-
Interview vom 23. Mai 2024, KI musse ,human deci-
sion-making augment, not institutional responsibility
replace”. OpenAl schreibt in seinen aktualisierten Enter-
prise-Deployment-Guidelines (April 2025), dass Modelle
,keine autoritative Entscheidungsrolle in Organisationen
Gbernehmen dirfen”.

Google-DeepMind-Chef Demis Hassabis warnte auf dem
World Al Summit 2024 vor der ,Delegation institutionel-
ler Epistemologie an einen einzigen Stack”. AWS wiede-
rum betont in seinen Responsible-Al-Principles (Januar
2025), keine politische oder operative Entscheidungslo-
gik zu embedden.

Diese Abgrenzungen sind kein Zufall. Sie markieren eine
klare Linie: Modelle ja, Governance nein.

Die eigentliche Verschiebung

Der Konflikt dreht sich daher nicht um Rechenleistung
oder Modellgite. Er dreht sich um institutionelle Macht.
Palantir bietet nicht die beste KI - sondern die umfas-
sendste Einbettung. Wer Palantir einfiihrt, standardisiert
Prozesse, Datenbegriffe und Entscheidungswege. Ab-



weichungen missen begriindet werden, Empfehlungen
nicht.

RAND formulierte es in einer Studie vom Februar 2025
nichtern: ,Systems that structure options upstream
constrain discretion without explicit delegation.” Das ist
der Kern des Problems — und der Grund, warum Palantir
zugleich unverzichtbar und umstritten ist.

Palantir ist auch kein neutraler Softwareanbieter mehr.
Das Unternehmen bewegt sich an der Schnittstelle von
Technologie, Politik und Governance - und beansprucht
dort eine Rolle, die bislang staatlichen Institutionen vor-
behalten war.

Die entscheidende Frage lautet nicht, ob diese Systeme
effizient sind. Das sind sie. Die Frage lautet, wer kiinftig
definiert, was als rationale Entscheidung gilt.

In einer Zeit, in der Geschwindigkeit als Tugend gilt und
Verfahren als Last, ist das eine Machtfrage von histori-
scher Tragweite. Und sie wird nicht mit einem Skandal
entschieden, sondern mit Vertragen, Standards und stil-
ler Gewdhnung. Die Politik tate gut daran, diese Verschie-
bung nicht erst zu bemerken, wenn sie abgeschlossen ist.

Unter dem Label der,Hard Tech Verteidiger” ent-
steht derzeit ein geschlossenes Okosystem aus
Unternehmen, Wagniskapital und staatlichen
Innovationsprogrammen, in dem Palantir und An-
duril nur die sichtbarsten Spitzen sind. Fonds wie
Founders Fund und Andreessen Horowitz',Ameri-
can Dynamism” investieren gezielt in Firmen, die
Verteidigung, Energie, Infrastruktur und Industrie
als decisive technologies” fiir einen kommenden
GroBkonflikt definieren und ihre Produkte aus-
driicklich als Beitrag zur Sicherung des Westens
vermarkten. CIA nahe Vehikel wie In Q Tel flankie-
ren diese Strategie, indem sie friihe Prototypen von
Palantir, Anduril und dhnlichen Firmen finanzieren
und so eine direkte Briicke zwischen Geheimdiens-
ten, Pentagon und Hard Tech Start ups schlagen.
NATO und ihre Mitgliedstaaten verstarken diese
Entwicklung, ohne sie bislang politisch einzu-
hegen. Mit ihrer aktualisierten Kl Strategie von
2024 setzt die Allianz zwar Prinzipien ,verantwor-
tungsvoller Nutzung®, fokussiert aber vor allem

auf RechtmaBigkeit, Erklarbarkeit und technische
Zuverlassigkeit von KI Anwendungen - nicht auf
die Frage, wem die entstehenden Entscheidungsin-
frastrukturen gehoren. Gleichzeitig bauen Pro-
gramme wie DIANA und der NATO Innovation Fund
gezielt Briicken zu genau jenen Firmen, die bereits
heute Maven Stacks, autonome Systeme oder Ge-
fechtsfeld OS liefern, womit Palantir und Anduril zu
natirlichen Partnern einer sicherheitspolitischen
Standardisierung werden
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PALANTIR FOUNDRY

Wie KI-Enterprise-Systeme Europas industrielle Wertschopfung neu

vermessen

Die europadische Standortdebatte ist reich an Begriffen und arm an Prazision. Man spricht Gber Energiepreise, Fach-
kraftemangel, Biirokratie, Subventionen. Man streitet tGber Lieferketten, Resilienz und strategische Autonomie. Was
dabei auffdllig selten benannt wird, ist der Ort, an dem diese Fragen langst beantwortet werden - nicht politisch,
sondern operativ: in den Entscheidungsarchitekturen groBer Kl-Enterprise-Systeme, die zunehmend bestimmen, wo

produziert, investiert oder stillgelegt wird.

Die Politik gibt sich entschlossen, doch die Wirklichkeit
zieht mit stoischer Gelassenheit ihre eigenen Linien. Die-
se Linien verlaufen heute nicht mehr entlang nationaler
Industrieprogramme, sondern entlang von Datenmo-
dellen, Szenarienrechnungen und automatisierten Ent-
scheidungsvorschlagen. Wer verstehen will, warum sich
industrielle Wertschépfung in Europa schleichend verla-
gert, muss sich weniger mit Sonntagsreden befassen als
mit der Software, die im Hintergrund {iber Produktions-
realitdten entscheidet.

Im Zentrum dieser Entwicklung stehen Plattformen wie
Palantir Foundry, die sich selbst nicht als klassische KI-An-

wendungen begreifen, sondern als Betriebssysteme fir
Organisationen. Foundry integriert Produktionsdaten,
Lieferketteninformationen, Energiepreise, regulatorische
Risiken, Personalverfligbarkeiten und Finanzkennzahlen
zu einem konsistenten Entscheidungsraum. Das Verspre-
chen lautet Effizienz, Transparenz und Geschwindigkeit.
Tatsachlich entsteht etwas anderes: eine neue Form tech-
nischer Vorentscheidung, die politische und gesellschaft-
liche Abwagungen ersetzt, bevor sie iberhaupt begin-
nen.

Besonders deutlich zeigt sich dies im industriellen Kern
Europas. Automobilhersteller und ihre Zulieferer nutzen
Foundry, um globale Werke zu synchronisieren, Auslas-

It doesn't say much,
but it decides everything.




tungen zu vergleichen und Produktionslinien flexibel
zu verschieben. Chemie- und Pharmakonzerne integrie-
ren Rohstoffpreise, regulatorische Risiken und Energie-
verfligbarkeiten, um Investitionen neu zu priorisieren.
Energie- und Grundstoffunternehmen simulieren Aus-
fallrisiken, Wartungszyklen und geopolitische Schocks,
um Anlagenportfolios laufend anzupassen. All das ist be-
triebswirtschaftlich rational. Doch es ist nicht neutral.

Denn die Logik, die diesen Systemen zugrunde liegt, ist
eine der Risikominimierung und Effizienzmaximierung,
nicht der regionalen Wertschopfung oder industriellen
Kontinuitat. Standorte mit hohen Energiepreisen, kom-
plexen Genehmigungsverfahren und politischer Unsi-
cherheit erscheinen in solchen Modellen systematisch
als Belastung. Investitionen werden nicht mehr grund-
satzlich verworfen, sondern aufgeschoben, verkleinert,
modularisiert. Werke bleiben formell bestehen, verlieren
aber strategische Bedeutung. Wertschopfung erodiert
leise.

Das Neue daran ist nicht die Globalisierung - die ist alt.
Neu ist die Automatisierung der Standortlogik. Entschei-
dungen, die friiher Ergebnis politischer Aushandlung
waren, werden heute als technische Notwendigkeit pra-
sentiert. Wenn ein Vorstand sagt, ,das System zeigt, dass
dieser Standort zu riskant ist”, dann ist das keine ideolo-
gische Aussage mehr, sondern eine scheinbar objektive
Feststellung. Verantwortung diffundiert. Debatte endet.
Diese Entwicklung bleibt nicht auf die Industrie be-
schrankt.

Die gleiche Architektur, die Foundry in Fabriken etabliert,
ist seit Jahren im sicherheitspolitischen Kern westlicher
Staaten im Einsatz. Das Maven Smart System der US-
Streitkrafte dient der Integration von Sensordaten und
der Generierung von Lagebildern und Zielvorschlagen.
Army Vantage wird zur Steuerung von Readiness, Logistik
und Ressourcen eingesetzt. Im NATO-Kontext entstehen
mit NATO-Maven und CJADC2 gemeinsame Daten- und
Entscheidungsraume, die nationale Systeme kompatibel
machen sollen. Auch hier gilt: Die Software entscheidet
nicht — sie strukturiert die Entscheidung so, dass Abwei-
chung zunehmend erklarungsbediirftig wird.

Diese Doppelrolle - Industrie-OS und sicherheitspoliti-
sche Infrastruktur — verleiht Palantir eine Sonderstellung
im Feld der Kl-Enterprise-Anbieter. Wahrend Hyperscaler
wie Microsoft, Google oder AWS modulare Werkzeuge
fur Datenmanagement und KlI-Orchestrierung anbieten,
erhebt Palantir einen weitergehenden Anspruch. Foun-
dry soll nicht unterstiitzen, sondern ordnen. Nicht Werk-
zeuge liefern, sondern Organisationslogik bereitstellen.

Das unterscheidet die Plattform von klassischen ERP-
oder BI-Systemen — und macht sie politisch relevant.

Flir Europa ist diese Konstellation besonders heikel. Ei-
nerseits zogern Regierungen, sich offen in sicherheits-
politische Abhdngigkeiten von US-Anbietern zu bege-

ben. Andererseits ist Palantir-Software langst Realitat
in europdischen Polizeibehdrden, Energieunternehmen
und Industriekonzernen. Die Debatte konzentriert sich
dabei auffillig oft auf Datenschutz und Rechtsfragen.
Beides ist wichtig, greift aber zu kurz. Die eigentliche
Machtverschiebung findet nicht auf der Ebene einzel-
ner Datenpunkte statt, sondern auf der Ebene von Stan-
dards, Schnittstellen und Entscheidungslogiken.

Die NATO tragt zu dieser Verschiebung bei, ohne sie
politisch einzurahmen. lhre aktualisierte Kl-Strategie
betont Erklarbarkeit, RechtmaBigkeit und technische
Zuverldssigkeit, vermeidet jedoch die Frage nach Ei-
gentum und Kontrolle der Entscheidungsinfrastruktur.
Programme wie DIANA und der NATO Innovation Fund
fordern gezielt jene Unternehmen, die bereits heute
operative Kl-Stacks liefern. Palantir und Anduril werden
so zu faktischen Referenzarchitekten westlicher Sicher-
heits- und Industrie-KI.

Der wirtschaftliche Effekt ist absehbar. Wer die Entschei-
dungsarchitektur stellt, pragt Investitionsflisse. Kapital
folgt der Logik der Systeme. Fonds wie Founders Fund
oder Andreessen Horowitz' ,American Dynamism” in-
vestieren gezielt in Unternehmen, die Verteidigung,
Energie und Industrie als geopolitische Schliisselsek-
toren definieren. Sicherheit wird zur Investmentthese.
Effizienz zur moralischen Kategorie. Der Staat tritt nicht
zuriick — er verlagert Verantwortung in privat betriebe-
ne Infrastrukturen.

Fir den europaischen Produktionsstandort bedeutet
das eine stille Verschiebung der Spielregeln. Wohlstand
entsteht hier nicht durch Plattformékonomie, sondern
durch industrielle Tiefe, durch langfristige Investitionen,
durch qualifizierte Arbeit. KI-Enterprise-Systeme be-
riicksichtigen diese Faktoren nur indirekt, wenn Uber-
haupt. Optimiert wird auf Geschwindigkeit und Resi-
lienz, nicht auf Beschaftigung oder regionale Stabilitat.
Der Wohlstand wird zum Nebenprodukt — nicht mehr
zum Ziel.

Das ist kein Pladoyer gegen KI. Im Gegenteil. Europas
Industrie braucht datenbasierte Entscheidungen, Auto-
matisierung und intelligente Planung dringender denn
je. Doch wer diese Systeme nutzt, ohne eigene indus-
trielle Entscheidungsmodelle, eigene Prioritaten und
eigene Governance-Strukturen zu definieren, tberlasst
die Zukunft seiner Wertschopfung fremden Logiken. Di-
gitale Souveranitat erschopft sich nichtim Datenschutz.
Sie beginnt dort, wo entschieden wird, was als rational

gilt.

Europa kann sich den Luxus der Selbstzufriedenheit
nicht mehr leisten. Wer heute tber den Erhalt indust-
rieller Wertschdpfung spricht, muss tber KI-Enterprise-
Systeme sprechen — und dartiber, wer sie kontrolliert,
nach welchen MaRstaben sie optimieren und wessen
Interessen sie langfristig abbilden. Andernfalls wird die



CHATBOTS,
APPS
& IMAGE
3 GENERATORS!

¥ —_—

“That the real enterprise AL Its boring. And it runs everything.”

Standortdebatte weitergefiihrt, wahrend die Entschei-
dungen ldngst gefallen sind.

Was diese Entwicklung fiir Europa besonders folgen-
reich macht, ist nicht die sicherheitspolitische Dimen-
sion allein, sondern die schleichende Industrialisierung
der Entscheidungslogik. Palantirs Kl-Enterprise-Platt-
form Foundry ist langst kein Nischenprodukt mehr fir
Geheimdienste oder Sonderlagen. Sie hat sich in zen-
tralen Sektoren der europdischen Industrie etabliert —
dort, wo Wertschopfung, Beschaftigung und Standort-
entscheidungen zusammenlaufen.

Zu den sichtbarsten Anwendern zahlt Airbus, der Foun-
dry seit Jahren fur Flotten-, Wartungs- und Produktions-
planung einsetzt. Ziel ist es, Ausfallzeiten zu reduzieren,
Lieferketten zu stabilisieren und komplexe Programme
wie die A320- und A350-Produktion datenbasiert zu
steuern. Airbus selbst spricht von einer verbesserten
soperational visibility” Gber Werke und Zulieferer hin-
weg. Ubersetzt heilt das: Entscheidungen iber Ferti-
gungstakte, Lagerbestdnde und Priorisierungen entste-
hen zunehmend im Modellraum der Software — nicht
mehr primdr in den einzelnen Werken oder nationalen
Einheiten.

Ahnlich gelagert ist der Einsatz bei BMW und anderen
Automobilherstellern, die Palantir-Software zur globa-
len Produktions- und Lieferkettensteuerung nutzen.
Hier flieBen Daten zu Halbleiterverfligbarkeit, Logistik-
engpassen, Energiepreisen und regulatorischen Risiken
zusammen. Das System berechnet Szenarien, empfiehlt
Produktionsverlagerungen und priorisiert Investitionen.
In Zeiten fragiler Lieferketten mag das als Fortschritt er-
scheinen. Gleichzeitig bedeutet es, dass Standorte mit
hoheren Kosten oder regulatorischer Unsicherheit sys-

tematisch an den Rand
gedrangt werden -
nicht aus politischer
Absicht, sondern aus
algorithmischer Kon-
sequenz.

Besonders aufschluss-
reich ist der Einsatz in
der Chemie- und Phar-
maindustrie.  Merck
betreibt mit Palantir
die Plattform ,Athinia”,
Uber die Prozess- und
Qualitatsdaten  ent-
lang globaler Liefer-
ketten ausgetauscht
werden. Ziel ist es,
Produktionsausschuss
zu senken, Markt-
einflihrungen zu be-
schleunigen und re-
gulatorische  Risiken
friihzeitig zu erkennen. Das System erzeugt Transparenz
Uber Materialfliisse und Prozessstabilitdat — und etabliert
zugleich eine einheitliche Bewertungslogik dartiber, wel-
che Standorte als robust, effizient oder riskant gelten. In-
vestitionsentscheidungen werden so nicht mehr primar
politisch oder strategisch begriindet, sondern datenlo-
gisch legitimiert.

Auch im Energie- und Versorgungssektor ist Palantir pra-
sent. Europdische Energieunternehmen und Netzbetrei-
ber setzen Foundry ein, um Anlagenzustande zu tiberwa-
chen, Wartungszyklen zu optimieren und geopolitische
Risiken — etwa bei Gas- oder Rohstofflieferungen - zu si-
mulieren. In einer Branche, die politisch hochsensibel ist,
verschiebt sich damit die Entscheidungsgrundlage: Ver-
sorgungssicherheit wird zur Funktion von Modellen, die
Kosten, Risiken und Ausfille gegeneinander abwégen.
Politische Zielkonflikte — etwa zwischen Klimazielen, Ver-
sorgungssicherheit und regionaler Wertschépfung — er-
scheinen in diesen Systemen haufig nur noch als Neben-
bedingungen.

Hinzu kommen Anwendungen im Maschinen- und Anla-
genbau, bei Engineering-Dienstleistern wie Jacobs oder
bei Elektronik- und Batteriefertigern. Panasonic Energy
nutzt Foundry in seinen Gigafactories in den USA, um
Produktionslinien zu steuern, Ausschuss zu reduzieren
und Investitionsentscheidungen zu skalieren. Europai-
sche Wettbewerber beobachten diese Entwicklungen
aufmerksam, da sich hier ein neues Paradigma industriel-
ler Steuerung etabliert: Die Fabrik wird nicht mehr primar
als physischer Ort gedacht, sondern als Datenobjekt in-
nerhalb eines globalen Entscheidungsraums.



All diese Beispiele eint ein Muster: Palantirs KI-Enterpri-
se-Software ersetzt keine Manager, keine Ingenieure und
keine politischen Entscheidungen. Sie strukturiert jedoch
die Bedingungen, unter denen diese Entscheidungen ge-
troffen werden. Wer dem System folgt, bewegt sich im
Rahmen dessen, was als rational, effizient und verant-
wortbar gilt. Wer davon abweicht, muss erklaren, warum
er gegen das Modell entscheidet. Verantwortung bleibt
formal beim Menschen - faktisch aber verschiebt sie sich
in die Architektur.

Flir den europaischen Wohlstand ist das eine stille, aber
tiefgreifende Veranderung. Europas industrielle Starke
beruhte historisch auf langfristigen Investitionen, regio-
naler Tiefe und politisch ausgehandelten Kompromissen
zwischen Effizienz und sozialer Stabilitat. KI-Enterprise-
Systeme wie Foundry optimieren dagegen auf kurzfris-
tige Resilienz, Kosten und Risikominimierung. Beschaf-
tigung, regionale Bindung und industrielle Kontinuitat
erscheinen darin bestenfalls implizit.

Der entscheidende Punkt ist: Diese Systeme sind nicht
neutral, sondern Ausdruck eines bestimmten Ordnungs-
verstandnisses. Sie spiegeln die Prioritdten ihrer Ent-
wickler, ihrer Investoren und ihrer sicherheitspolitischen
Einbettung. Palantir betont offen, Software fiir ,mission-
critical operations” zu bauen - in Militar, Verwaltung und
Industrie. Dass dieselbe Logik nun Produktionsstandorte
in Europa bewertet, ist kein Zufall, sondern Konsequenz.
Damit riickt die Frage nach industrieller Souveranitat in
ein neues Licht.

Es geht nicht mehr nur darum, ob Europa eigene Chips,
Batterien oder Ristungsglter produziert. Es geht darum,
wer die Entscheidungslogik kontrolliert, nach der diese
Produktionen organisiert, verlagert oder beendet wer-
den. Solange europdische Unternehmen und Staaten KI-
Enterprise-Systeme nutzen, deren Mal3stabe anderswo
definiert werden, bleibt der Spielraum begrenzt - selbst
bei bester politischer Absicht.

Die eigentliche Herausforderung liegt daher nicht in der
Nutzung solcher Systeme, sondern in ihrer Governance.
Wer Kl in der Industrie einsetzen will, muss entscheiden,
welche Ziele sie optimieren soll — und welche nicht. Effizi-
enz allein ist kein Wohlstandsmodell. Ohne diese Klarung
droht Europa, seine industrielle Substanz nicht abrupt zu
verlieren, sondern schrittweise zu rationalisieren — bis am
Ende alles effizient ist, nur nicht mehr hier.

Palantir Foundry ist keine klassische Unternehmenssoft-
ware. Weder ein ERP-System noch ein Data Warehou-
se, weder eine KI-Suite noch ein Dashboard-Werkzeug.
Foundry ist eine Integrations- und Entscheidungsplatt-
form, die dort ansetzt, wo grof3e Organisationen an ihre
operative Grenze stol3en: bei der Koordination hetero-
gener Daten, widerspriichlicher Prozesse und verteilter

Verantwortung.

Im Kern ist Foundry ein Betriebssystem fiir Organisa-
tionen, das Daten, Prozesse und Entscheidungen in
eine gemeinsame technische Logik zwingt.

Der technische Kern: Integration statt Modell
Technologisch betrachtet besteht Foundry aus
mehreren Schichten. Die unterste Ebene ist die Da-
tenintegration. Foundry greift auf bestehende IT-
Landschaften zu — ERP-Systeme, Produktionsdaten,
Sensornetzwerke, CRM-Tools, Excel-Dateien, E-Mails,
Lodfiles — und fiihrt sie in einer gemeinsamen Daten-
struktur zusammen. Anders als klassische Data Lakes
werden diese Daten nicht nur gespeichert, sondern
semantisch modelliert: Beziehungen, Abhangigkei-
ten und Zustandigkeiten werden explizit gemacht.
Entscheidend ist dabei: Foundry ersetzt die Quell-
systeme nicht. Es legt sich dariiber. Das macht die
Plattform anschlussfahig — und politisch akzeptabel.
Bestehende Machtverhdltnisse in IT-Abteilungen
bleiben formal unangetastet, wahrend sich die ope-
rative Steuerung faktisch verlagert.

Darauf aufbauend folgt die Modell- und Ontologie-
Ebene. Palantir zwingt Organisationen, ihre Realitat
zu formalisieren: Was ist ein Auftrag? Wann gilt eine
Anlage als verfligbar? Was bedeutet ,Risiko”? Diese
Definitionen werden nicht nur dokumentiert, son-
dern technisch wirksam. In Foundry existiert jede
Kategorie nur, wenn sie eindeutig beschrieben ist.
Ambiguitat, die in Organisationen oft funktional ist,
wird hier zur Stérung.

Vom Datenraum zur Entscheidung

Die eigentliche Macht von Foundry liegt nicht in der
Analyse, sondern in der Operationalisierung. Die
Plattform ist so gebaut, dass Analysen direkt in Hand-
lungen Ubersetzt werden kdnnen. Produktionsplane,
Wartungsintervalle, Bestellmengen, Prioritatenlisten
— alles lasst sich aus demselben Datenraum ableiten.
Foundry stellt damit nicht nur Fragen wie ,Was pas-
siert?”, sondern ,Was sollte jetzt getan werden?”.
Diese Empfehlungen entstehen aus Modellen, Simu-
lationen und - zunehmend - KI-gestitzten Progno-
sen. Offiziell bleibt der Mensch ,in the loop”. Faktisch
verschiebt sich der Entscheidungsspielraum: Abwei-
chungen vom Systemvorschlag muissen begriindet
werden, Systementscheidungen nicht.

Ein Manager eines Industriekonzerns formulierte es
gegeniliber Analysten so: ,Friiher haben wir disku-
tiert, jetzt vergleichen wir Dashboards.” Das ist kein
Kontrollverlust im klassischen Sinn - aber ein Ver-
schieben von Autoritat.



Foundry und KI: Verstarker, nicht Ursprung
Entgegen der offentlichen Wahrnehmung ist Foundry
keine KI-Plattform im engeren Sinn.

Kinstliche Intelligenz ist ein Add-on, kein Fundament.
Machine-Learning-Modelle, Simulationen oder inzwi-
schen auch Large Language Models werden in Foundry
eingebettet, nicht umgekehrt.

Das hat zwei Folgen. Erstens: Foundry ist weitgehend
modellagnostisch. Es kann eigene Modelle nutzen,
Open-Source-Modelle integrieren oder externe Kl-Ser-
vices anbinden. Zweitens: Der eigentliche Wert liegt
nicht im Algorithmus, sondern in der Datenvorbereitung
und Entscheidungsarchitektur. Palantir selbst betont,
dass ,80 Prozent der Arbeit vor dem Modell” stattfinden.

Mit der Einflhrung der Al Platform (AIP) verscharft sich
dieser Ansatz. AIP verbindet Foundry-Datenrdume mit
generativer Kl, etwa um Handlungsempfehlungen in na-
tlrlicher Sprache auszugeben oder Szenarien automati-
siert durchzuspielen. Doch auch hier gilt: Die Kl operiert
innerhalb der zuvor definierten Ontologien. Sie erweitert
den Handlungsspielraum nicht, sondern beschleunigt
und normalisiert ihn.

Einsatz in der Industrie: Effizienz mit Nebenwirkungen
In der Industrie wird Foundry vor allem dort eingesetzt,
wo klassische Steuerungsinstrumente versagen: globale
Lieferketten, volatile Nachfrage, komplexe Produktions-
netzwerke. Automobilhersteller nutzen die Plattform fir
Supply-Chain-Control-Towers, Energieunternehmen fiir
Anlagen- und Netzoptimierung, Pharma- und Chemie-
konzerne fiir Produktions- und Qualitatssteuerung.

Der betriebswirtschaftliche Nutzen ist belegbar: gerin-
gere Ausfallzeiten, niedrigere Lagerbestande, schnellere
Reaktionsfahigkeit. Genau deshalb bleibt die politische
Dimension meist unsichtbar. Foundry erscheint als ra-
tionales Effizienzwerkzeug. Doch strukturell bewirkt die
Plattform mebhr. Sie vereinheitlicht Entscheidungslogiken
Uber Standorte, Abteilungen und Lénder hinweg. Loka-
le Erfahrung, implizites Wissen und situative Abwagung
verlieren an Gewicht gegeniiber zentral modellierten
Szenarien. Entscheidungen werden vergleichbarer - und
damit kontrollierbarer.

Warum Foundry politisch relevant ist

Was Foundry von anderer Enterprise-Software unter-
scheidet, ist sein Anspruch auf Ganzheitlichkeit. ERP-Sys-
teme verwalten Prozesse, Bl-Tools analysieren Daten,
KI-Anwendungen optimieren Teilbereiche. Foundry ver-
bindet all das — und positioniert sich als Ort, an dem Or-
ganisationen sich selbst erklaren.

In sicherheits- und verteidigungspolitischen Kontexten
wird dieser Ansatz brisant. Denn dieselbe Logik, die Lie-
ferketten optimiert, strukturiert auch Bedrohungsbilder,

Zielprioritaten und Ressourceneinsatz. Foundry ist da-
mit anschlussfahig an militarische Systeme wie Maven
oder CJADC2 - nicht technisch allein, sondern konzep-
tionell.

Der Ubergang von Industrie zu Sicherheit ist kein Bruch,
sondern eine Skalierung.

Foundry ist kein neutrales Werkzeug, aber auch kein
autoritares Kontrollinstrument. Es ist etwas Drittes: eine
technische Organisationsform, die Komplexitat be-
herrschbar macht, indem sie Alternativen reduziert.

Fir Unternehmen bedeutet das Effizienz und Klarheit.
Fir Staaten und Allianzen stellt sich eine weitergehende
Frage: Wer definiert die Modelle, nach denen entschie-
den wird? Und wie veranderbar sind sie, wenn sie ein-
mal in Software gegossen sind?

Foundry beantwortet diese Fragen nicht. Aber es sorgt
dafir, dass sie nicht mehr ignoriert werden kdnnen.

Foundry als sicherheits- und verteidigungspolitische
Infrastruktur

Foundry ist langst nicht mehr nur Industrie- und Un-
ternehmensplattform. Die zugrunde liegende Archi-
tektur wird seit Jahren direkt in sicherheits- und ver-
teidigungspolitischen Kontexten eingesetzt — nicht als
Experiment, sondern als operative Infrastruktur.

Im militarischen Bereich bildet Foundry die techno-
logische Grundlage fiir Systeme wie Army Vantage,
NATO-Maven und das Maven Smart System des US-
Verteidigungsministeriums. Diese Plattformen nutzen
dieselbe Logik wie Foundry in der Industrie: heterogene
Datenquellen werden zusammengefiihrt, semantisch
modelliert und in ein gemeinsames Lage- und Entschei-
dungsbild Ubersetzt. Der Unterschied liegt nicht in der
Technik, sondern im Anwendungsfeld.

Army Vantage dient der US-Army als datengetriebene
Steuerungsplattform fir Personal, Logistik, Einsatzbe-
reitschaft und Ressourcenplanung. Maven wiederum
verbindet Sensordaten, Aufkldarung, Zielerfassung und
operative Planung zu einem gemeinsamen Entschei-
dungsraum, der explizit darauf ausgelegt ist, mensch-
liche Entscheidungen zu beschleunigen, zu priorisieren
und zu standardisieren. In NATO-Kontexten wird diese
Architektur zunehmend als Referenzmodell verstan-
den, weil sie Interoperabilitdit zwischen nationalen
Streitkraften ermoglicht — allerdings um den Preis, dass
die zugrunde liegende Entscheidungslogik von einem
privaten Anbieter definiert wird.

Damit ist Foundry nicht nur ,anschlussfahig” an militari-
sche Systeme, sondern bereits Teil sicherheitspolitischer
Grundausstattung westlicher Streitkrafte. Die Trennung
zwischen ziviler Industrieplattform und militarischem
Einsatz ist technisch kaum noch relevant. Dieselbe On-
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tologie, die Lieferketten optimiert, strukturiert auch
Bedrohungsbilder, Prioritaten und Einsatzentschei-
dungen. Genau hier wird Foundry politisch: Es etab-
liert eine gemeinsame Rationalitdt, bevor politische
oder parlamentarische Kontrolle Uberhaupt greifen
kann.

Foundry ist nicht die einzige Plattform mit dem An-
spruch, Daten, Kl und Entscheidungen zu integrieren.
Der Unterschied liegt weniger in der Technologie als
im Ordnungsanspruch, den Palantir formuliert.

Microsoft verfolgt mit Fabric, Dynamics und Copilot
Studio ebenfalls das Ziel, Datenraume, Prozesse und
Kl-Assistenten enger zu verzahnen. Der Ansatz bleibt
jedoch starker in klassischen ERP-, BI- und Office-Lo-
giken verankert. Entscheidungen werden unterstitzt,
nicht strukturell neu gerahmt. Microsoft verkauft
Werkzeuge, Palantir eine Organisationslogik.

Google (mit Vertex Al, Dataplex) und AWS (mit Lake
Formation, SageMaker, Bedrock) bieten leistungsfa-
hige, modulare Bausteine flir Datenintegration und
KI-Orchestrierung. Sie Uberlassen jedoch Architektur,
Modellierung und Entscheidungslogik weitgehend
den Kunden. Ihr Geschaftsmodell ist Infrastruktur-
as-a-Service, nicht die Definition eines gemeinsamen
Entscheidungsraums. Der normative Anspruch bleibt
bewusst begrenzt.

Spezialisierte Anbieter wie C3.ai oder SAS positionie-
ren sich starker anwendungs- und modellzentriert,

filr Organisationen. Es Integriert Daten,
Prozesse und Ent=cheidungen in ging
ainzige, einheilbche Logik.

Optimiert Liefarketten und Predukiion bel Konzemen
wie Adrbus, BRIW wred Misick

Verteidigung: Gleiche Logik, anderos Zied
Bildel die Basis Fir US- & MATO-Sysleme wie Maven
[Ziehunterstiitzung] und Army Vamage.

Industrie: Effizienz durch algorthmische Steusrung

&2 Mtk L

etwa in Energie-, Fertigungs- oder Verteidigungsprojek-
ten. Sie erreichen in einzelnen Branchen eine dhnliche
analytische Tiefe, aber nicht die durchgangige Ontologie-
und Prozessdurchdringung, die Foundry auszeichnet. Vor
allem beanspruchen sie nicht offen, das ,Betriebssystem”
einer Organisation zu sein.

Gerade dieser Anspruch macht Palantirs Plattform be-
sonders. Foundry konkurriert nicht primar tGber Algorith-
men oder Rechenleistung, sondern Uber die Definition
dessen, was als relevante Entscheidung gilt. Wahrend
andere Anbieter Werkzeuge liefern, liefert Palantir eine
Struktur, in der diese Werkzeuge erst sinnvoll eingesetzt
werden kdnnen.

Damit wird Foundry weniger zu einem Produkt als zu ei-
ner stillen Institution: einer technischen Ordnung, die Ef-
fizienz verspricht und dabei festlegt, wie Organisationen
— zivile wie militarische — denken, priorisieren und han-
deln. Die eigentliche Macht dieser Plattform liegt nicht in
der Kl, sondern in der Selbstverstandlichkeit, mit der sie
zur Voraussetzung von Entscheidung wird.
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Die Palantir Kaderschmiede

Wie aus einer Softwarefirma ein Machtfaktor der neuen Industrie-

und Sicherheitsordnung wurde

Wer heute Uber Palantir spricht, spricht selten nur tber Software. Das Unternehmen ist zum Projektionsraum gro-
Berer Fragen geworden: nach Sicherheit und Freiheit, nach staatlicher Handlungsfahigkeit, nach der Rolle privater
Technologieanbieter in einer geopolitisch fragmentierten Welt. Doch jenseits der politischen Aufgeregtheit lohnt ein
nichterner Blick auf einen Aspekt, der im Tagesstreit oft libersehen wird: Palantir ist weniger ein gewohnliches Tech-
nologieunternehmen als eine Kaderschmiede - und damit ein struktureller Machtfaktor.

Der Vergleich mit der ,PayPal-Mafia” liegt nahe und wird
in der Venture-Szene langst offen gezogen. Ehemalige
Palantir-Mitarbeiter haben in den vergangenen zwei
Jahrzehnten mehr als hundert Unternehmen gegriin-
det, Milliarden an Wagniskapital eingesammelt und in
zentralen Branchen Ful3 gefasst: Verteidigung, Sicher-
heit, Finanzinfrastruktur, Gesundheitswesen, Lieferket-
ten, Kiinstliche Intelligenz. Der Begriff ,Palantir-Mafia” ist
dabei kein polemischer Kampfbegriff mehr, sondern ein
gangiges analytisches Etikett — informell, aber treffend.
Was diese Griindergeneration auszeichnet, ist nicht al-
lein technisches Kénnen. Es ist eine bestimmte Art, Pro-
bleme zu sehen und zu |8sen. Palantir hat von Beginn an
auf ein ungewodhnliches Organisationsmodell gesetzt.
Statt klassische Softwareentwickler in abgeschlossenen
Produktteams zu beschéaftigen, schuf das Unternehmen
Rollen wie den ,Forward Deployed Engineer”: hochquali-
fizierte Techniker, die direkt bei Kunden arbeiten, oft bei
Behorden, Militars oder GroRBkonzernen, unter realem
Entscheidungsdruck und mit unmittelbarer Verantwor-
tung.

Diese Ausbildung pragt. Wer jahrelang Systeme baut, die
Terrornetzwerke sichtbar machen, Lieferketten stabili-
sieren oder Finanzbetrug aufdecken sollen, entwickelt
einen spezifischen Blick auf Welt und Ordnung. Kom-
plexitat erscheint nicht als politisches Problem, sondern
als technisches. Langwierige Verfahren gelten nicht als
Ausdruck demokratischer Sorgfalt, sondern als Risiko.
Geschwindigkeit, Integration und Durchgriff werden zu
leitenden Kategorien.

Aus dieser Sozialisierung erklart sich, warum viele Palan-
tir-Alumni dort griinden, wo technische Systeme unmit-
telbar in politische und wirtschaftliche Macht tbersetzt
werden. Anduril Industries ist das prominenteste Bei-
spiel. Das Unternehmen wurde 2017 von Palmer Luckey
gemeinsam mit mehreren ehemaligen Palantir-Mitarbei-
tern gegriindet, darunter Brian Schimpf, Trae Stephens

und Matt Grimm. Anduril Gbertragt die daten- und sys-
temzentrierte Logik Palantirs in die Welt autonomer Waf-
fen, Sensoren und Gefechtsfeld-Netzwerke. Das haus-
eigene Betriebssystem ,Lattice” wird offen als digitales
Nervensystem moderner Kriegsfiihrung beschrieben.
Dass Anduril friih und grof3ziigig von Peter Thiels Foun-
ders Fund finanziert wurde, ist kein Zufall. Thiel, Mitgriin-
der von Palantir, hat wiederholt betont, dass er gezielt in
Lentscheidende Technologien” investiert: Sicherheit, Ver-
teidigung, Energie, Industrie. Es geht nicht um Konsum-
innovationen, sondern um Infrastruktur. In diesem Sinne
bilden Palantir und Anduril keine zuféllige Abfolge von
Start-ups, sondern aufeinander aufbauende Bausteine.
Neu hinzu tritt mit Erebor ein weiterer, bislang weniger
sichtbarer Bestandteil dieses Okosystems. Medienbe-
richten zufolge handelt es sich um ein Bank- bzw. Finanz-
plattform-Projekt, initiiert von Palmer Luckey, Peter Thiel
und Joe Lonsdale, einem weiteren Palantir-Mitgriinder.
Erebor soll gezielt Unternehmen aus den Bereichen Ki,
Krypto, Verteidigung und sicherheitsrelevante Infrastruk-
tur bedienen - also genau jene Firmen, die fiir klassische
Banken regulatorisch heikel oder reputativ riskant sind.
Operativ wird das Projekt mit erfahrenen Bank- und Com-
pliance-Managern besetzt, um den Briickenschlag zur re-
gulierten Finanzwelt zu sichern.

Damit entsteht eine vertikale Architektur: Palantir liefert
Daten- und Entscheidungssoftware, Anduril liefert physi-
sche Durchsetzung, Erebor soll die Finanzierung sichern.
Es ist kein Konzern, keine formale Einheit, aber ein funk-
tionales Okosystem mit klarer Arbeitsteilung. Kapital,
Personal und Narrativ greifen ineinander.

Der Staat spielt in diesem Modell eine zentrale Rolle -
nicht als bloBer Kunde, sondern als Mitarchitekt. In den
Vereinigten Staaten hat sich ein Beschaffungsregime
etabliert, das bewusst auf private Vorfinanzierung setzt.
Venture-finanzierte Unternehmen entwickeln Systeme
auf eigenes Risiko, der Staat kauft spater, wenn sie funk-



tionieren. Instrumente wie ,Other Transaction Authority”
ermoglichen schnelle Prototypen, frihe Einsatze und
Umgehung klassischer Ausschreibungslogiken. Palantir
und Anduril sind nicht Ausnahmen, sondern Musterbei-
spiele dieser industriepolitischen Strategie.

Der Vergleich mit klassischen Ristungsunternehmen
verdeutlicht den Unterschied. Lockheed Martin, Rayt-
heon oder Airbus Defence arbeiten projektbasiert, lang-
sam, stark reguliert und mit klarer politischer Kontrolle.
Die neuen ,Neoprimes” sind softwarezentriert, iterativ,
plattformartig. Sie liefern keine Einzelldsungen, sondern
Entscheidungsarchitekturen. Fiir Regierungen ist das at-
traktiv, gerade in einer Zeit wachsender Bedrohungen
und knapper personeller Ressourcen. Geschwindigkeit
schlagt Kontrolle, Integration schlagt Ausschreibung.

Doch diese Effizienz hat ihren Preis. Sie verschiebt Ver-
antwortung. Wer Systeme einsetzt, die Verdachtige
priorisieren, Risiken berechnen und Handlungsoptionen
vorsortieren, Ubertragt einen Teil politischer Entschei-
dungsmacht in den Code. Formal bleibt die Verantwor-
tung beim Staat, operativ aber wandert sie in technische
Strukturen, die sich dem 6ffentlichen Diskurs weitgehend
entziehen.

Das Hard-Tech-Narrativ wirkt dabei als 6konomischer
Hebel. Sicherheit gilt als existenzielles Gut. Wer sie lie-
fert, entzieht sich dem normalen Marktvergleich. Alter-
nativlosigkeit ersetzt Wettbewerb. Moralische Rahmung
- Schutz des Westens, Verteidigung der Ordnung - senkt
Investitionsrisiken und rechtfertigt langfristige Abhan-
gigkeiten. Es ist ein Geschaftsmodell, das auf Unkiindbar-

Die Architektur der Macht:
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keit zielt. Der VC-Diskurs feiert diese Entwicklung. Beitrdge
Uber die ,Palantir-Mafia” betonen Griinderqualitat, Daten-
kompetenz, hohe Agency. All das ist richtig. Doch aus ord-
nungspolitischer Perspektive stellt sich eine andere Frage:
Was geschieht, wenn Effizienz zum Ersatz flr Politik wird?
Der innere Widerspruch dieses Modells liegt offen zuta-
ge. Viele seiner Protagonisten argumentieren freiheitlich,
marktgldubig, staatskritisch. Gleichzeitig bauen sie Infra-
strukturen, die zentralisieren, automatisieren und politi-
sche Prozesse technisch vorstrukturieren. Nicht aus autori-
tarem Impuls, sondern aus Effizienzdenken. Doch Effizienz
ist kein neutraler Wert. Sie bevorzugt Geschwindigkeit vor
Abwagung, Systemlogik vor Kontext.

Besonders heikel ist die Frage der Reversibilitat. Plattfor-
men, die als sicherheitskritisch gelten, lassen sich nicht
einfach abschalten. Abhdngigkeiten entstehen leise, aber
dauerhaft. Wer sich auf ein Entscheidungs-OS verlasst, ver-
liert mit der Zeit die Fahigkeit, ohne es zu handeln. Der Exit
wird politisch, wirtschaftlich und operativimmer teurer.

Die Palantir-Kaderschmiede ist deshalb mehr als ein be-
merkenswertes Griindernetzwerk. Sie ist Ausdruck einer
Verschiebung, in der Ordnung selbst zum Produkt wird
- verkauft als Software, abgesichert durch autonome Sys-
teme, finanziert durch eigene Infrastrukturen. Diese Ent-
wicklung ist nicht per se illegitim. Sie ist das Ergebnis realer
Bedrohungen und realer staatlicher Bedirfnisse.

Doch sie verlangt politische Einhegung. Technologie kann
Ordnung unterstiitzen, sie kann sie aber nicht ersetzen.
Wer diese Grenze verwischt, riskiert nicht weniger als die
Verwechslung von Handlungsfahigkeit mit Herrschaft.
Effizienz mag Mérkte ordnen. Eine Verfassung ersetzt sie
nicht.

Das Palantir-Okosystem
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DIE NEUE MACHT DER

ENTERPRISE Ki

Wie Palantir, Anduril und das Hard-Tech-Okosystem die Architektur westlicher

Sicherheit verandern

Es gibt Konferenzen, auf denen neue Technologien vorgestellt werden. Und es gibt Konferenzen, auf denen sichtbar
wird, wie sich Macht organisiert. Das ,Hill and Valley Forum” in Washington gehdrte jlingst zur zweiten Kategorie. Als
sich dort im Friihjahr die Chefs von Palantir und Anduril mit Mitgliedern des Senatsausschusses fiir die Streitkrafte und
Vertretern der amerikanischen Regierung austauschten, ging es weniger um einzelne Produkte als um eine grundsatz-
liche Frage: Wer definiert klinftig, wie militarische, industrielle und sicherheitspolitische Entscheidungen vorbereitet

werden?

Als sich Anfang 2025 Fiihrungskréfte von Palantir und
Anduril im Rahmen des ,Hill and Valley Forum” in Wa-
shington mit Mitgliedern des Senats und Vertretern des
Weien Hauses trafen, war dies mehr als ein weiterer
Branchentermin im politischen Kalender der Hauptstadt.
Es war ein sichtbares Zeichen dafiir, dass Enterprise-KI
und Verteidigungssoftware in den Vereinigten Staaten
nicht langer als bloBe Wirtschaftsglter behandelt wer-
den, sondern als strategische Infrastruktur.

Der damalige nationale Sicherheitsberater Mike Waltz
brachte diese Verschiebung ungewdhnlich offen auf
den Punkt. Die Regierung sei, so Waltz auf dem Forum,
»absolutely dedicated to reforming the way we acqui-
re technology” — mit dem Ziel, die Modernisierung der
Streitkraéfte zu beschleunigen (Hill and Valley Forum,
Washington, 2025). Der Satz war weniger Ankiindigung
als Zustandsbeschreibung. Kurz zuvor hatte Prasident
Donald Trump mehrere Executive Orders unterzeichnet,
die Beschaffungsverfahren des Pentagon verkiirzen und
den Zugang fir neue Technologieanbieter erleichtern
sollten.

Im Zentrum dieser Neuordnung stehen Unternehmen
wie Palantir und Anduril, die seit Jahren beklagen, dass
klassische Rustungsprozesse Innovation behinderten.
Palantir-Chef Alex Karp, dessen Unternehmen 2016 er-
folgreich gegen die US-Armee klagte, um Uberhaupt
an Ausschreibungen teilnehmen zu dirfen, beschrieb
die Lage nun mit militdrischer Metaphorik. Zwar sei der
Markt weiterhin schwierig, sagte Karp, doch es mache
einen Unterschied, ,whether you're shooting uphill or
shooting uphill like Mount Everest while they're drop-
ping grenades on you” (Alex Karp, zitiert nach Bericht-
erstattung vom Hill and Valley Forum, 2025).

Dass diese Klagen inzwischen auf offene Ohren stof3en,
zeigt sich nicht nur in der politischen Rhetorik, sondern

auch in der konkreten Vertragslage. Palantir erhielt 2024
einen Auftrag Gber 480 Millionen Dollar fiir das Maven
Smart System, das militdrische Lagebilder, Sensordaten
und Kl-gestiitzte Zielvorschlage zusammenfihrt. Wei-
tere 178 Millionen Dollar flossen in das Army-TITAN-Pro-
gramm, das vom Pentagon selbst als ,first Al-defined
vehicle” bezeichnet wird. Parallel ist Anduril zentraler
Anbieter im Replicator-Programm des Verteidigungsmi-
nisteriums, das den schnellen Aufbau gro3er autonomer
Drohnenschwéarme vorsieht.

Die technologische Logik hinter diesen Programmen ist
dabei bemerkenswert dhnlich. Palantir-CTO Shyam San-
kar beschrieb sie auf dem Forum offen: ,There’s a fun-
damental reality that innovation is messy and chaotic”
(Shyam Sankar, Hill and Valley Forum, 2025). Die Antwort
darauf sei nicht mehr Perfektion, sondern Geschwindig-
keit — ein Gedanke, der aus der Start-up-Welt stammt,
nun aber zur sicherheitspolitischen Leitidee wird.

Diese Haltung pragt auch die industriepolitische Debatte
in Washington. Emil Michael, von Trump als Unterstaats-
sekretar fiir Forschung und Technik im Verteidigungs-
ministerium nominiert, kritisierte auf dem Forum die
Fixierung des Pentagon auf mageschneiderte Sonderl6-
sungen. ,We don't need things that are always bespoke”,
sagte Michael und verwies darauf, dass Zeitverluste in-
zwischen selbst ein strategisches Risiko darstellten (Emil
Michael, Hill and Valley Forum, 2025).

Auffallig ist, wie eng wirtschaftliche Interessen, sicher-
heitspolitische Argumente und moralische Selbstver-
gewisserung dabei miteinander verschmelzen. Anduril-
Chef Brian Schimpf formulierte es niichtern: Ohne grof3e
Abnahmegarantien lohne es sich nicht, neue Systeme zu
entwickeln. ,If you buy things, capital will flow into de-
fense”, sagte Schimpf — und benannte damit offen den
Mechanismus, (ber den staatliche Nachfrage private
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Wertschopfung lenkt (Brian Schimpf, Hill and Valley Fo-
rum, 2025).

Genau hier liegt der Kern der Entwicklung, die das Hill
and Valley Forum sichtbar machte. Enterprise-KI wird in
den USA nicht mehr nur als Effizienzwerkzeug verstan-
den, sondern als ordnungspolitische Ebene. Plattformen
wie Palantirs Foundry oder AIP strukturieren Daten, de-
finieren Entscheidungslogiken und standardisieren Pro-
zesse — in Unternehmen ebenso wie in militdrischen und
behordlichen Kontexten. Wer diese Schicht kontrolliert,
beeinflusst nicht nur einzelne Entscheidungen, sondern
die Art, wie entschieden wird.

Flr Europa und insbesondere fiir Deutschland ist diese
Entwicklung ambivalent. Wahrend hierzulande liber Da-
tenschutz, Vergaberecht und digitale Souveranitdt ge-
stritten wird, entstehen jenseits des Atlantiks faktische
Standards, die Giber NATO-Programme, Industriepartner-
schaften und kommerzielle Enterprise-Plattformen nach
Europa diffundieren. Produziert wird dann weiterhin in
europaischen Fabriken. Die strategische Rendite jedoch
- Lernkurven, Systemwissen, Skaleneffekte - féllt dort
an, wo die Enterprise-KI-Architekturen entworfen und
betrieben werden.

Das Hill and Valley Forum war insofern kein Ausreif3er,
sondern ein Lehrstiick. Es zeigte, wie konsequent die
Vereinigten Staaten Enterprise-KlI als Machtfaktor der
Wertschopfung begreifen - wirtschaftlich, sicherheits-
politisch und industriepolitisch zugleich. Die eigentliche

Frage firr Europa lautet daher nicht, ob man diese Syste-
me nutzen will. Sondern ob man bereit ist, dauerhaft auf
einer Wertschdpfungsschicht zu arbeiten, deren Regeln
andere festlegen.

Die Antwort darauf fallt immer seltener in Parlamenten,
Ministerien oder Generalstaben allein. Sie entsteht in
einem dichten Okosystem aus Hard-Tech-Unternehmen,
Wagniskapital und staatlichen Innovationsprogrammen,
das sich selbst zunehmend als sicherheitspolitischer Ak-
teur begreift. Palantir und Anduril stehen im Zentrum
dieses Geflechts - nicht, weil sie die einzigen Anbieter
waren, sondern weil sie die Logik dieses Systems am kon-
sequentesten verkorpern.

Vom Softwareanbieter zur Entscheidungsinfrastruktur
Palantir beschreibt sich seit Jahren nicht mehr als Daten-
analysefirma, sondern als ,operational Al platform for
decision-making”. Diese Selbstbeschreibung ist keine
Marketingfloskel, sondern ein préziser Hinweis auf die
tatsdchliche Funktion der Software. Mit Plattformen wie
Gotham, Foundry und zuletzt der Artificial Intelligence
Platform (AIP) strukturiert Palantir Entscheidungsraume,
lange bevor eine konkrete Entscheidung fallt. Daten wer-
den nicht nur zusammengefiihrt, sondern in Ontologien
Ubersetzt, priorisiert und in operative Handlungsoptio-
nen Uberfihrt.

Diese Logik hat das Unternehmen zunéachst im Umfeld
von Geheimdiensten und Militér erprobt, bevor sie in
Industrie, Energieversorgung, Logistik und Finanzwe-
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sen ausgerollt wurde. Der entscheidende Schritt besteht
dabei nicht im Einsatz einzelner KI-Modelle - die sind
austauschbar -, sondern in der Standardisierung von
Prozessen, Schnittstellen und Verantwortlichkeiten. Wer
Palantir einflihrt, passt sich unweigerlich der Architektur
an, die das System vorgibt.

Diese Entwicklung lasst sich an den jingsten Grof3vertra-
gen ablesen. Im Marz 2024 erhielt Palantir vom US-Ver-
teidigungsministerium einen Auftrag iber 480 Millionen
Dollar fiir das Maven Smart System, das die Gefechtsfeld-
aufklarung und Zielzuweisung Uber alle militarischen
Kommandos hinweg vereinheitlichen soll. Anfang 2025
folgte ein weiterer Vertrag tber 178 Millionen Dollar fiir
das TITAN-Programm der US-Armee, eine bodengebun-
dene Plattform, die als ,erstes Kl-definiertes Fahrzeug”
beworben wird. In beiden Féllen geht es nicht um punk-
tuelle Unterstlitzung, sondern um die Etablierung eines
durchgdngigen Entscheidungs-Backbones.

Anduril und die physische Seite der Autonomie
Anduril erganzt diese Logik um die hardware-nahe Di-
mension. Das Unternehmen, gegriindet von Palantir-
Alumni und dem Oculus-Mitgriinder Palmer Luckey,
entwickelt autonome Drohnen, Sensorik und Gefechts-
feld-Hardware, die direkt mit Softwareplattformen wie
Lattice operiert. In Programmen wie dem vom Pentagon
initiierten Replicator-Vorhaben, das tausende autonome
Systeme in kurzer Zeit einsatzfahig machen soll, fungiert
Anduril als Experimentierlabor fiir eine neue Form der
Kriegsfihrung, in der Geschwindigkeit, Skalierung und
Automatisierung zentrale strategische Variablen sind.

Dass Anduril Ende 2024 einen Auftrag tGber 100 Millionen
Dollar fiir ,Edge Data Integration Services” erhielt, ist da-
bei weniger bemerkenswert als die systematische Kopp-
lung dieser Fahigkeiten mit Palantirs Entscheidungssoft-
ware. Im Dezember 2024 gaben beide Unternehmen die
Griindung eines gemeinsamen Konsortiums bekannt,
das ausdriicklich darauf abzielt, eine ,from edge to en-
terprise“-Architektur fiir militérische und sicherheitspoli-
tische Anwendungen bereitzustellen. Sensoren, Waffen,
Kommunikationssysteme und Kommandoebenen sollen
in einer durchgangigen Kl-Infrastruktur zusammenge-
fuhrt werden.

Enterprise-Kl als Machtfrage

Diese Entwicklung markiert eine Verschiebung im Ver-
standnis von kiinstlicher Intelligenz. Wahrend andere
Anbieter — von Microsoft Uber Google DeepMind bis
OpenAl - Kl primar als Werkzeug zur Produktivitatsstei-
gerung oder Entscheidungsunterstiitzung positionieren
und auf Governance-Modelle mit klarer menschlicher
Kontrolle verweisen, setzt Palantir auf Integrationstiefe.
Die Software tritt nicht neben bestehende Strukturen,
sondern wird selbst zur Struktur.

Kritik aus der Branche ist entsprechend zurilickhaltend,
aber vorhanden. In Interviews betonen Vertreter ande-

rer Kl-Unternehmen regelméflig, dass Entscheidungs-
verantwortung institutionell verankert bleiben muisse.
Palantir hingegen argumentiert, dass moderne Organi-
sationen ohne eine solche Standardisierung nicht mehr
handlungsfahig seien. Geschwindigkeit wird zum nor-
mativen Argument, Effizienz zur moralischen Kategorie.

Diese Argumentation findet in Washington derzeit ein
offenes Ohr. Die Nahe flihrender Hard-Tech-Unterneh-
mer zur Regierung von Prdsident Donald Trump ist kein
Geheimnis. Trump selbst hat durch mehrere Executive
Orders die Beschaffungsregeln des Verteidigungsminis-
teriums gelockert, um den Zugang fiir technologiege-
triebene Anbieter zu erleichtern. Palantir-Chef Alex Karp,
der 2016 erfolgreich gegen die US-Armee klagte, um
Uberhaupt an Ausschreibungen teilnehmen zu diirfen,
sprach zuletzt davon, dass man zwar weiterhin ,bergauf
schiel3e”, die Rahmenbedingungen sich aber grundle-
gend verandert hatten.

Das Hard-Tech-Narrativ

Unter dem Label der ,Hard-Tech-Verteidiger” formiert
sich dabei ein geschlossenes Narrativ. Wagniskapital-
fonds wie Peter Thiels Founders Fund oder Andreessen
Horowitz mit seinem Programm ,American Dynamism®
investieren gezielt in Unternehmen, die Verteidigung,
Energie, Infrastruktur und Industrie als entscheidende
Technologien eines kommenden geopolitischen Kon-
flikts definieren. CIA-nahe Vehikel wie In-Q-Tel flankieren
diese Entwicklung, indem sie friihe Prototypen finanzie-
ren und so eine direkte Briicke zwischen Start-ups, Ge-
heimdiensten und Pentagon schlagen.

NATO und ihre Mitgliedstaaten verstarken diese Dyna-
mik, ohne sie politisch umfassend einzuhegen. Zwar
betont die 2024 aktualisierte Kl-Strategie der Allianz
Prinzipien wie RechtmaBigkeit und Erklarbarkeit, doch
die Eigentums- und Machtfrage der entstehenden Ent-
scheidungsinfrastrukturen bleibt weitgehend unbehan-
delt. Programme wie DIANA oder der NATO Innovation
Fund o6ffnen gezielt Tliren flir genau jene Unternehmen,
die bereits heute Maven-Stacks, autonome Systeme und
Gefechtsfeld-Software liefern.

Der Hard-Tech-Block: Wer dazugehort — und warum
nicht alle gleich sind

Der gegenwartig beschworene Aufstieg der ,Hard-Tech-
Verteidiger” suggeriert eine homogene Gruppe neuer
sicherheitspolitischer Akteure aus dem Silicon Valley.
Tatsachlich handelt es sich jedoch um ein gestuftes
Machtgefiige, in dem nur wenige Unternehmen eine
systemische Rolle spielen, wahrend andere lediglich
komplementare Funktionen erfillen. Diese Unterschei-
dung ist entscheidend, um die politische Tragweite kor-
rekt einzuordnen.

Palantir und Anduril: Die Systemarchitekten
Palantir und Anduril bilden den Kern des Hard-Tech-
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Blocks, weil sie nicht einzelne Technologien liefern, son-
dern durchgangige Entscheidungs- und Einsatzarchi-
tekturen.

Palantir besetzt den Enterprise- und Command-Layer
moderner Sicherheits- und Militarorganisationen. Mit
Plattformen wie Gotham, Foundry, AIP und dem Ma-
ven Smart System integriert das Unternehmen Daten
aus Geheimdiensten, Militar, Industrie und Verwaltung,
priorisiert sie algorithmisch und Ubersetzt sie in opera-
tive Handlungsvorschlage. Entscheidend ist nicht die
einzelne KI-Funktion, sondern die Institutionalisierung
von Entscheidungslogiken: Palantir strukturiert, was als
relevant gilt, welche Optionen sichtbar werden und wel-
che Handlungen plausibel erscheinen.

Anduril wiederum kontrolliert den physischen und au-
tonomen Edge-Layer. Mit Lattice, autonomen Drohnen,
Sensorik, C4-Hardware und expeditiondaren Rechen-
plattformen liefert das Unternehmen die operative
Autonomie am Rand des Gefechtsfeldes. Anduril ersetzt
klassische Plattformen nicht, sondern beschleunigt und
automatisiert deren Einsatz — mit dem erklarten Ziel,
Entscheidungs- und Zielzyklen drastisch zu verkiirzen.

Erst die Kopplung beider Ebenen - sensorische Erfas-
sung, autonome Ausfiihrung und zentrale Entschei-
dungs-KI - macht die Palantir-Anduril-Allianz politisch
brisant. Hier entsteht erstmals ein privat organisierter,
durchgangiger Sicherheits-Stack, der vom Sensor bis
zum strategischen Kommando reicht und staatliche
Strukturen nicht ersetzt, sondern funktional Uberformt.
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Der erweiterte Kreis: Infrastruktur- und Autonomiean-
bieter

Daneben existiert ein erweiterter Kreis von Unterneh-
men, die oft ebenfalls als ,Hard-Tech-Verteidiger” etiket-
tiert werden, deren Rolle jedoch grundlegend anders ist.
SpaceX und Starlink liefern kritische Kommunikations-
und Konnektivitatsinfrastruktur. Der Einsatz von Starlink
in der Ukraine hat gezeigt, dass moderne Kriegsfiihrung
ohne private Satellitennetze kaum noch denkbar ist.
Gleichwohl bleibt SpaceX ein Transport- und Ubertra-
gungsakteur: Das Unternehmen entscheidet nicht, wel-
che Daten priorisiert, wie sie interpretiert oder in ope-
rative Entscheidungen Ubersetzt werden. SpaceX tragt
Infrastruktur — Palantir strukturiert Bedeutung.

Shield Al entwickelt autonome Steuerungs-KI fiir Flug-
gerdte und unbemannte Systeme. Auch hier geht es um
Geschwindigkeit, Autonomie und Resilienz. Doch die Sys-
teme bleiben plattformgebunden. Sie agieren innerhalb
vorgegebener militarischer Architekturen und ersetzen
keinen lGibergeordneten Entscheidungs- oder Governan-
ce-Layer.

C3.ai, Rebellion Defense und dhnliche Anbieter positio-
nieren sich als militarische Kl-Softwarefirmen, die Simula-
tion, Optimierung oder Entscheidungsunterstiitzung an-
bieten. In der Praxis sind sie haufig komplementar oder
nachgeordnet. lhre Produkte lassen sich austauschen;
sie definieren keine Standards, sondern fligen sich in be-
stehende Okosysteme ein - oft sogar in solche, die von
Palantir orchestriert werden.

Die klassische Riistungsindustrie: Vom Primat zur Platt-
formabhéangigkeit

Lockheed Martin, Raytheon, Northrop Grumman oder
L3Harris bleiben zentrale Akteure - allerdings in veran-
derter Funktion. Sie liefern weiterhin Waffen, Plattformen
und Sensorik. Doch diese Systeme werden zunehmend
software-definiert und datenabhdngig. Kooperationen
mit Palantir zeigen, dass selbst die klassischen Primes ihre
Produkte in Gbergeordnete Daten- und Kl-Architekturen
einbetten mussen.

Damit verschiebt sich das Machtzentrum: Die industrielle
Wertschopfung bleibt, aber die strategische Steuerung
wandert zu jenen Unternehmen, die Datenfliisse, Schnitt-
stellen und Entscheidungslogiken kontrollieren. Die Ris-
tungsindustrie wird zum Hardware-Backend eines digital
orchestrierten Sicherheitsraums.

Warum Palantir und Anduril eine Sonderstellung ein-
nehmen

Viele Firmen liefern Hard Tech. Nur wenige organisieren
das Narrativ und die Architektur. Palantir und Anduril ver-
einen vier Eigenschaften, die sie von allen anderen unter-
scheiden: Sie sind tief in staatliche Entscheidungsprozes-
se eingebunden, verfligen Uber privilegierte Zugdnge zu

Militar- und Geheimdienststrukturen, werden von poli-
tisch einflussreichen Venture-Netzwerken getragen und
inszenieren ihre Tatigkeit offen als geopolitische Mission.
Ihre Produkte sind nicht neutral beschrieben, sondern
moralisch aufgeladen - als notwendige Voraussetzung
fur die ,Verteidigung des Westens” in einer angeblich al-
ternativlosen Systemkonkurrenz.

Die eigentliche Starke von Palantir und Anduril liegt
weniger in einzelnen Vertrdgen als in ihrer Rolle bei der
Definition technischer Referenzarchitekturen. Mit Syste-
men wie Palantirs Maven Smart System oder AIP sowie
Andurils Lattice-Plattform entstehen integrierte Model-
le, die von der Datenerfassung am taktischen Rand bis
zur strategischen Entscheidungsunterstiitzung reichen.
In NATO-Programmen wie Combined Joint All-Domain
Command and Control (CJADC2) fungieren solche Archi-
tekturen faktisch als Blaupausen.

Die NATO hat mit ihrer KI-Strategie von 2024 zwar Prinzi-
pien verantwortungsvoller Nutzung formuliert, doch sie
adressiert vor allem rechtliche und technische Aspekte.
Die Eigentums- und Governance-Frage - also wer die
Entscheidungsinfrastruktur kontrolliert und weiterentwi-
ckelt - bleibt weitgehend offen. Genau hier entsteht ein
struktureller Vorteil fir US-Anbieter, die funktionierende
Systeme liefern, wahrend politische Einhegung noch aus-
steht.

Standardisierung wirkt dabei wie eine stille Form der
Macht: Wer die Schnittstellen, Datenmodelle und Trai-
ningspipelines definiert, pragt nicht nur technische Ab-
laufe, sondern auch Entscheidungslogiken. Palantir und
Anduril werden so nicht formell zu Regelsetzern ernannt,
Ubernehmen diese Rolle aber faktisch durch Marktdurch-
dringung und institutionelle Einbindun

Wer Uber ,Hard-Tech-Verteidiger” schreibt, sollte da-
her nicht alle Akteure gleich behandeln. Die eigentliche
Macht liegt nicht bei jenen, die Sensoren bauen oder
Daten transportieren, sondern bei denen, die festlegen,
wie entschieden wird. Genau dort liegt die sicherheits-
politische und demokratietheoretische Bruchstelle.

Finanzierung, Standards, Souveranitat: Die unsichtba-
re Architektur des Hard-Tech-Blocks

Was den Hard-Tech-Block um Palantir und Anduril letzt-
lich stabilisiert, ist nicht allein technologische Uberle-
genheit, sondern eine eng verzahnte Infrastruktur aus
Kapital, politischer Rahmung und institutioneller Stan-
dardsetzung. Erst in dieser Dreifachbindung wird aus ein-
zelnen Unternehmen ein sicherheitspolitischer Macht-
faktor.

Kapital als strategische Vorleistung

Auffallig ist zunachst die Rolle der Finanzierungsarchitek-
tur. Wagniskapital agiert hier nicht als neutraler Ermog-



licher von Innovation, sondern als politisch gerahmtes
Instrument. Fonds wie Peter Thiels Founders Fund oder
Andreessen Horowitz mit seinem Programm ,American
Dynamism” investieren gezielt in Unternehmen, die Ver-
teidigung, Energie, kritische Infrastruktur und industrielle
Kl als ,entscheidende Technologien” eines kommenden
Systemkonflikts definieren.

Diese Investitionen werden offentlich nicht primar mit
Renditeerwartungen begriindet, sondern mit sicher-
heitspolitischer Notwendigkeit.

Hinzu kommen staatlich flankierte Vehikel wie In-Q-Tel,
der Investmentarm der amerikanischen Nachrichten-
dienste, der Palantir frih finanziert und damit eine di-
rekte Verbindung zwischen Geheimdienstinteressen,
technologischer Entwicklung und privatem Kapital her-
gestellt hat. Auch der NATO Innovation Fund folgt diesem
Muster: Er soll gezielt Technologien férdern, die fiir mili-
tarische und sicherheitspolitische Zwecke skalierbar sind,
ohne jedoch die Eigentums- und Kontrollfragen dieser
Systeme politisch zu adressieren.

Damit entsteht ein Kapitalmarkt, der nicht blof3 Chancen
identifiziert, sondern Prioritaten setzt. Palantir und Andu-
ril sind in diesem Gefiige nicht nur Empfanger von Geld,
sondern Knotenpunkte, an denen sicherheitspolitische
Narrative, Investitionsstrome und technologische Road-
maps zusammenlaufen.

NATO, Standardisierung und die stille Macht der Refe-
renzarchitektur

Die Sonderstellung von Palantir und Anduril wird weiter
dadurch verstarkt, dass sie zunehmend als Referenzan-
bieter in multilateralen Strukturen fungieren. Palantirs
Maven-Stack, der urspriinglich fir das Pentagon entwi-
ckelt wurde, ist langst mehr als ein einzelnes Programm.
Er bildet faktisch eine Blaupause fiir datengetriebene mi-
litarische Entscheidungsarchitekturen, die in NATO-Kon-
texten wiederkehren — etwa im Rahmen von Combined
Joint All-Domain Command and Control (CJADC2).
Ahnliches gilt fiir Anduril. Programme wie Replicator,
mit denen das US-Verteidigungsministerium autonome
Systeme in groBBer Zahl erprobt, schaffen technische und
organisatorische Standards, die lber nationale Grenzen
hinaus wirken. Wer in solchen Programmen friih prasent
ist, definiert nicht nur Produkte, sondern Schnittstellen,
Datenformate und Einsatzlogiken.

Die NATO hat mit ihrer aktualisierten Kl-Strategie zwar
Prinzipien ,verantwortungsvoller Nutzung” formuliert,
konzentriert sich dabei jedoch auf Fragen der Rechtma-
Bigkeit, Erklarbarkeit und technischen Zuverlassigkeit.
Die Frage, wem die entstehenden Entscheidungsinfra-
strukturen gehdren und wer ihre Weiterentwicklung
kontrolliert, bleibt weitgehend ausgeklammert. Genau
hier profitieren Unternehmen wie Palantir und Anduril:
Sie liefern funktionierende Systeme in einem Umfeld, das

auf Geschwindigkeit und Interoperabilitdat drangt — und
werden dadurch zu faktischen Standardsetzern, ohne
formell dazu ernannt zu sein.

Deutschland und die nachgelagerte Debatte

Flr europaische Staaten, insbesondere fiir Deutschland,
ergibt sich daraus ein Spannungsfeld. Wahrend politi-
sche Debatten sich hierzulande vor allem um Daten-
schutz, Rechtsgrundlagen und Einzelfalle drehen, ist die
strukturelle Verschiebung langst im Gange. Palantir-Soft-
ware wird bereits von Polizeibehdrden mehrerer Bundes-
lander genutzt; zugleich beschéftigen sich Gerichte und
Verfassungsrechtler mit der Frage, ob diese Nutzung mit
dem Grundgesetz vereinbar ist.

Diese Auseinandersetzungen sind wichtig — kommen
aber zeitlich nachgelagert. Denn wahrend tber rechtliche
Zulassigkeit gestritten wird, sind technische Abhangig-
keiten, Schnittstellen und Schulungen bereits etabliert.
Die eigentliche Machtfrage verschiebt sich damit von der
offentlichen Arena in Vertrage, Architekturentscheidun-
gen und internationale Standardisierungsprozesse.

Hier schlief3t sich der Kreis zur ,neuen Moral der Technik”,
die Palantir und Anduril propagieren. lhre Systeme wer-
den nicht als politische Instrumente prasentiert, sondern
als notwendige Voraussetzung fiir Handlungsfahigkeit in
einer komplexen Welt. Verantwortung erscheint dabei
weniger als Frage demokratischer Kontrolle, sondern als
Frage technischer Leistungsfahigkeit. Politik reagiert —
Technik strukturiert vor.

Der Hard-Tech-Block ist ein funktionales Bilindnis aus
Kapital, Technologie und sicherheitspolitischer Dring-
lichkeit. Palantir und Anduril stehen im Zentrum, weil sie
nicht nur liefern, sondern ordnen - technisch, organisa-
torisch und zunehmend auch normativ. Fir Demokratien
liegt die Herausforderung weniger in der Existenz dieser
Unternehmen als in der Frage, ob sie bereit sind, Gber
Eigentum, Kontrolle und Alternativen zu sprechen, bevor
sich Standards verfestigen.

Palantir in der Industrie: Nutzung ohne 6ffentliche De-
batte

Abseits von Militar und Polizei ist Palantir langst tief in
der Industrie verankert. Das Unternehmen veroffentlicht
keine vollstandigen Kundenlisten, doch aus Geschafts-
berichten, Medienrecherchen und Fallstudien ergibt sich
ein klares Bild: Vor allem die Plattform Foundry wird als
Daten- und Entscheidungs-Layer eingesetzt.

Industrie- und Energieunternehmen nutzen Foundry zur
Integration von Sensordaten, Produktions- und Lieferket-
teninformationen. Panasonic Energy etwa setzt die Platt-
form in seinen US-Batteriefabriken ein, um Ausschuss zu
senken und Produktionslinien in Echtzeit zu steuern. Der
Chemie- und Pharmakonzern Merck betreibt mit Palantir

19



die Plattform ,Athinia”, Uber die Material- und Prozess-
daten in der Halbleiter- und Pharma-Produktion geteilt
und ausgewertet werden.

Auch in der Luft- und Raumfahrt, im Automobilsektor
und bei Energieversorgern ist Palantir prasent. Medien-
berichte nennen unter anderem Airbus, BMW, BP sowie
weitere internationale Konzerne als Nutzer fiir Wartungs-
planung, Lieferketten- und Risikoanalysen. In diesen An-
wendungen geht es weniger um Uberwachung als um
operative Steuerung unter hoher Komplexitat.

Politisch brisant ist dabei nicht der einzelne Use Case,
sondern die Logik dahinter: Entscheidungen werden zu-
nehmend in Systemen vorbereitet, deren Kriterien tech-
nisch plausibel, aber nicht offentlich verhandelt sind.
Wahrend Palantir in der Industrie als Effizienzwerkzeug
gilt, verschwindet dieselbe Plattform im Sicherheitskon-
text aus dem offentlichen Blick — obwohl sie dort ver-
gleichbare Entscheidungslogiken etabliert. Palantir ist
weder nur Polizeisoftware noch blof3 Militér-Kl, sondern
ein unternehmensibergreifender Entscheidungs-Stack,
der sich von der Fabrikhalle bis zum Gefechtsstand zieht.
In Deutschland wird dariiber bislang fragmentiert disku-
tiert — rechtlich hier, sicherheitspolitisch dort, industrie-
politisch wieder woanders. Die eigentliche Frage jedoch
lautet, ob demokratische Staaten bereit sind, Uber Stan-
dards, Eigentum und Governance zu sprechen, bevor Ef-
fizienz zur politischen Vorentscheidung wird.

Deutschland zwischen Skepsis und Abhangigkeit

Fir Deutschland ist diese Entwicklung ambivalent. Im
Verteidigungsbereich zoégert die Bundesregierung bis-
lang, sich offen von Palantir abhdngig zu machen. Gleich-
zeitig breitet sich die Software im Bereich der inneren
Sicherheit aus. Mehrere Bundeslander nutzen Palantirs
Gotham-Plattform fur polizeiliche Datenanalyse. Verfas-
sungsrechtler und zivilgesellschaftliche Organisationen
warnen vor intransparenten Abhdngigkeiten von einem
US-Anbieter mit engen Verbindungen zu amerikanischen
Sicherheitsbehorden; Verfassungsbeschwerden gegen
entsprechende Landesgesetze sind anhangig.

Die deutsche Debatte tiber digitale Souveranitat wirkt vor
diesem Hintergrund merkwiirdig verkuirzt. Wahrend of-
fentlich Gber Datenschutz und Einzelfalle gestritten wird,
verschiebt sich die eigentliche Machtfrage leise dorthin,
wo Standards, Schnittstellen und Entscheidungslogiken
definiert werden.

Palantir und Anduril ersetzen keine Regierungen. Sie
treffen keine formalen Entscheidungen. Doch sie pra-
gen die Bedingungen, unter denen Entscheidungen als
vernlinftig, schnell und alternativlos erscheinen. In einer
Welt wachsender geopolitischer Spannungen mag die-
se Logik Uberzeugend wirken. Sie ist effizient, skalierbar
und technisch beeindruckend. Gerade deshalb verdient

sie politische Aufmerksamkeit. Denn wer die Architektur
der Enterprise-Kl kontrolliert, kontrolliert nicht Macht im
klassischen Sinn — sondern deren Voraussetzungen. Und
diese Voraussetzungen sind, einmal etabliert, nur schwer
wieder einzufangen.
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PALANTIR UBERNEHMEN SIE

+Wir verwandeln lhre Daten in operative Entscheidungsfahigkeit.”

There's a new aspiration in startup pitch decks: “We're basically Palantir, but for X.” In der Start-up-Szene gilt Palantir
inzwischen als Archetyp fiir operative Datenmacht. Nicht selten heif3t es in Pitch-Decks: Man sei ,im Grunde Palantir
- nur fur Branche X“. Lange galt Palantir als Spezialwerkzeug fiir Geheimdienste, Militdrs und Polizeibehérden - als
Software fir jene Orte, an denen Daten nicht diskutiert, sondern entschieden werden missen. Inzwischen hat sich
das Bild verschoben. Palantir ist weniger Produkt als Referenz geworden. In vielen Beratungsprojekten klingt derselbe
Anspruch niichterner, aber nicht weniger ambitioniert: Daten sollen nicht mehr analysiert, sondern betrieben werden.
Damit steht nicht mehr die Frage im Raum, ob Palantir technisch lberlegen ist. Entscheidend ist, welches Organisa-
tionsmodell sich hinter diesem Versprechen verbirgt — und ob Unternehmen bereit sind, den Preis dafiir zu zahlen:

operative Wirksamkeit gegen strukturelle Abhangigkeit.

Das Briefing der Zentrale an das Palantir-Team vor Ort
konnte so aussehen: lhr Auftrag ist, in einem Maschi-
nenbauer mit rund 1000 Mitarbeitern und Standorten
in funf Landern eine Kl-gestitzte, resiliente Lieferket-
te aufzubauen - nicht als Pilot, sondern als belastbare
Steuerungsfahigkeit: Risiken friih erkennen, Alternativen
bewerten, Entscheidungen nachvollziehbar ableiten und
MafBnahmen kontrolliert ausrollen. Sie und Ihr Team wer-
den gerufen, weil die Organisation trotz funf Jahren KI-
Aktivitat noch keine durchgangige Entscheidungs- und
Datenordnung hat, die liber Werke und Lander hinweg
konsistent wirkt; Palantir kommt ins Spiel, weil die Platt-
form Datenintegration, gemeinsames Lieferketten-Mo-
dell und operative Workflows in einer Architektur biin-
delt und damit aus Analyse verlassliches Handeln macht.
Vorfinden werden Sie heterogene ERP- und Planungssys-
teme, unterschiedliche Datenqualitdaten und abweichen-
de Begriffs- und Verantwortlichkeitslogiken. Ihr Auftrag
ist es eine belastbare Entscheidungsarchitektur flr eine
resiliente Lieferkette zu etablieren.

Der erste Anwendungsfall dient dazu, Datenmodell, Ent-
scheidungslogik, Verantwortlichkeiten und operative
Workflows verbindlich zu machen. Erst wenn diese Ord-
nung steht, beginnt Skalierung.

Die Aufgabe dieses Teams ist nicht, eine weitere Progno-
se zu bauen. Es geht nicht um ,noch ein Modell”, sondern
um ein Betriebsinstrument. In der Palantir-Logik heif3t
das: von Daten zu Entscheidungen, von Entscheidungen
zu Handlungen, von Handlungen zu messbarer Wirkung
- in einem System, das die Organisation am Ende selbst
betreiben kann. Der Grund, weshalb man Sie ruft, ist sel-
ten technischer Natur. Man ruft Sie, weil das Unterneh-
men spurt, dass Kl nicht an Algorithmen scheitert, son-

dern an Semantik, Verantwortung und Prozess: Welche
Quelle gilt? Wer darf andern? Wann wird gehandelt? Wer
haftet? Und wie rollt man zurtick, wenn ein Modell falsch
lag?

Ihr Einsatzteam besteht deshalb nicht aus ,Data Scien-
tists”, sondern aus Rollen, die genau diese Liicke schlie-
Ben. Der Forward-Deployed Engineer ist der Taktgeber:
Er sitzt zwischen Werkleitung, Einkauf, Planung und [T,
Ubersetzt Ziele in Datenlogik und Datenlogik in Anwen-
dungen. Er fihrt die unbequemen Gesprache, die sonst
niemand fiihrt, weil sie politisch sind: Welche Definition
von Lieferfahigkeit gilt weltweit? Was ist ein ,kritischer”
Lieferant? Was zahlt als ,Bestand” — der gebuchte, der
physische, der reservierte? Ohne diese Entscheidungen
bleibt jedes KI-Modell ein Zitat, das keiner unterschreibt.
Der Engineer liefert deshalb nicht nur Software, er liefert
eine neue Verbindlichkeit.

Daneben braucht es den Data Engineer, der die Realitat
ans System bindet. In einem Unternehmen dieser Gro-
Benordnung sind die Daten selten ,schlecht”, aber fast
nie einheitlich. Jedes Werk hat seine Ausnahmen, jede
Region ihre eigene Disziplin, jede Tochter ihre eigene
Interpretation. Der Data Engineer baut die Quellenan-
schlisse, prift die Datenflisse, zieht die Stammdaten
gerade, legt Prifregeln fest und sorgt dafiir, dass die
Plattform nicht zur ndchsten Sammelstelle wird, sondern
zur verbindlichen Grundlage. Er ist nicht der Mann fir
schone Grafiken, sondern fur belastbare Herkunft. Wenn
der Datenfluss reift, reilt die Wahrheit — und damit die
Entscheidungsfahigkeit.

Das dritte Teammitglied ist der Systems Engineer fiir Col-
laboration und Betrieb, ein Typus, den Palantir intern so



beschreibt, als sei er fir die unsichtbaren Nervenbahnen
zustandig: Identitdten, Rechte, Zugdnge, Integrationen,
Arbeitsumgebungen. In einem Familienunternehmen
mit globalen Standorten ist genau das der stille Engpass.
Kl scheitert oft nicht am Modell, sondern am banalsten
Punkt: Wer hat Zugriff auf welche Daten? Wer darf wel-
che Aktion auslosen? Wie wird protokolliert, wie wird
freigegeben, wie wird verhindert, dass ein ,schneller Fix"
in einem Werk den Betrieb im anderen zerstort? Dieser
Engineer sorgt dafir, dass die Plattform nicht nur gebaut,
sondern auch betrieben werden kann - und dass Sicher-
heits- und Auditfragen nicht als nachtragliche Bremse er-
scheinen, sondern als Bestandteil des Systems.

Nach drei Monaten muss das Unternehmen nicht ,KI| ha-
ben”, sondern eine neue Fahigkeit: Stérungen friher er-
kennen, Alternativen sauber bewerten, Entscheidungen
dokumentiert treffen und MaBnahmen konsequent aus-
fuhren. In der Sprache des Betriebs: weniger Expedites,
weniger Uberraschungen, weniger Feuerwehreinsitze.
In der Sprache der Filhrung: weniger Bauchgefiihl, mehr
nachvollziehbare Steuerung. Und in der Sprache der IT:
weniger Schattenprozesse, weniger Exportketten, weni-
ger Parallelwelten. Das klingt nach Technik, ist aber Orga-
nisationsdesign. Denn nach flinf Jahren KI-Projekten liegt
das Problem selten im Modell, sondern im Betriebssys-
tem des Unternehmens. Dieses Betriebssystem besteht
aus Definitionen, Rollen, Freigaben, Eskalationen. Genau

Gezielt eingesetzt wird dieses Team nicht nach dem Mot-
to ,wir machen mal alles”, sondern in einer harten Dra-
maturgie, weil der Auftrag sonst in der Breite versandet.
Die ersten Wochen gehoren dem Lagebild - aber nicht
im Sinne einer Analyse, sondern als Entscheidung Uber
die Wahrheit. Das Team sucht nicht nach Daten, es sucht
nach Konflikten: wo Zahlen widersprechen, wo Prozes-
se brechen, wo Verantwortung fehlt. Es wahlt einen Use
Case, der nicht diskutiert werden muss, weil er teuer ist:
etwa Materialverfligbarkeit fir kritische Teile, Engpass-
Management bei globalen Lieferanten, oder die Priorisie-
rung von Auftradgen bei Stérungen. In diesem Use Case
wird die gesamte Kette sichtbar gemacht: Signal — Ent-
scheidung - Aktion — Ergebnis. Erst wenn dieser Kreislauf
funktioniert, wird skaliert.

dort setzt Ihr Auftrag an. Und genau dort entscheidet
sich auch, ob die Mission erfolgreich endet oder nur eine
weitere ,Transformation” wird, die im Rickspiegel wie
eine gut bezahlte Ubergangsphase aussieht.

Der letzte Teil des Auftrags ist der, den viele Projekte aus-
lassen, weil er unspektakular ist: die Ubergabe der Sou-
veranitat. Das Team muss nicht nur liefern, sondern das
Unternehmen in die Lage versetzen, das Entscheidungs-
modell zu besitzen - praktisch, nicht juristisch. Wer pflegt
die Semantik? Wer verantwortet die Datenqualitat? Wer
andert Regeln, wenn sich Markt, Werk oder Lieferant &an-
dern? Wer kann einen Fehler zurlickrollen, ohne den Her-
steller anzurufen? Wenn diese Fragen beantwortet sind,
wird aus Kl endlich Betrieb. Wenn sie offen bleiben, wird
aus einer Plattform ein Abhdngigkeitsmotor — und aus
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dem Einsatzteam eine Dauerldsung.

Ihr Auftrag ist damit klar: Machen Sie aus flinf Jahren KI-
Anlauf ein Jahr operativer Wirkung. Und sorgen Sie dafiir,
dass Ihr System auch dann weiterlduft, wenn Sie wieder
weg sind.

The Palantirization |
rything

of Eve

Agiel

Der Auftrag aus der Zentrale ist knapp, und er ist bewusst
unaufgeregt formuliert. Sie fahren nicht in ein Unterneh-
men, um dort den nachsten ,Use Case” abzuliefern, und
Sie fahren auch nicht hin, um jemanden zu bekehren. Sie
fahren hin, weil ein Maschinenbauer mit rund tausend
Mitarbeitern und Standorten in fiinf Ldndern nach flinf
Jahren KI-Aktivitdt noch immer nicht iber das verfiigt,
worauf es im Ernstfall ankommt: eine belastbare, wieder-
holbare Steuerungsfahigkeit seiner Lieferkette. Modelle
gibt es, Daten gibt es, Berichte gibt es reichlich. Was fehlt,
ist ein Mechanismus, der aus Signalen Entscheidungen
macht - nachvollziehbar, priifbar, standortiibergreifend.
Wer diesen Auftrag als Technikprojekt missversteht,
wird schnell im Gewohnten landen: in Datensprints, in
Dashboard-Verbesserungen, in neuen Prognosen. Das
ist nicht die Mission. Die Mission ist eine Entscheidungs-
architektur, die sich im Betrieb bewahren muss. Das be-
deutet: ein gemeinsames Lieferkettenmodell, in dem
Datenherkunft, Begriffe, Rechte und Handlungsregeln
so festgelegt sind, dass die Organisation bei Stérungen
nicht in situative Abstimmung zuriickfallt, sondern nach
klaren, dokumentierten Routinen reagiert. Der erste An-
wendungsfall dient dabei nicht dem Selbstzweck, son-
dern als Hartetest, an dem diese Ordnung erzwungen
wird: Welche Zahl gilt? Wer darf eine MalBnahme auslo-
sen? Wann wird eskaliert? Und wie wird kontrolliert zu-
rickgenommen, wenn das System irrt?

Sie werden deshalb nicht als ,KI-Retter” ankommen und
auch keine fehlenden Algorithmen vorfinden. Was Sie
vorfinden, ist eine heterogene Systemlandschaft, die in
jedem Werk anders atmet; abweichende Definitionen
dessen, was ,Bestand”, ,Lieferfahigkeit” oder ,kritisch”
bedeutet; und Entscheidungswege, die Uber Jahre in
Kopfen, Gewohnheiten und Zustandigkeiten gewachsen

sind. Die eigentliche Arbeit beginnt dort, wo man ge-
meinhin glaubt, sie sei bereits erledigt: bei der Seman-
tik. Solange das Unternehmen keine gemeinsame Spra-
che besitzt, ist jede Automatisierung nur eine schnellere
Form des Missverstandnisses. Die Plattform wird in die-
sem Auftrag als Durchsetzungsrahmen verstanden. Sie
soll die Klammer liefern, die in vielen Organisatio-
nen fehlt: Integration der Daten, ein verbindliches
Modell der Beziehungen, und operative Workflows,
die aus Erkenntnis Handlung machen. Damit ist der
Auftrag zugleich prazise und politisch vorsichtig.
Er zielt nicht auf Personen, sondern auf Strukturen.
Er will nicht ,bessere” Entscheidungen behaupten,
sondern Bedingungen schaffen, unter denen Ent-
scheidungen tberhaupt reproduzierbar werden.

Widerstand ist dabei nicht die Ausnahme, sondern
das Messinstrument. Wo niemand widerspricht, be-
rihrt man meist nur die Oberflache. Reibung ent-
steht dort, wo Definitionen Konsequenzen haben,
wo Rechte und Verantwortlichkeiten neu sortiert
werden, wo lokale Optimierung sich mit globaler
Steuerung reibt. Das ist kein Betriebsunfall, sondern
der Punkt, an dem das Projekt von Analyse zu Verbind-
lichkeit wechselt. Wer diesen Widerstand wegmoderiert,
verliert. Wer ihn als Signal liest, findet die Stellen, an de-
nen die Lieferkette bislang nur durch Erfahrung und Im-
provisation stabil gehalten wurde.

Erfolg ist in diesem Auftrag nicht das ,Go-live” einer An-
wendung, sondern die Fahigkeit des Unternehmens,
dieselbe Entscheidung morgen, ndachste Woche und in
einem anderen Werk nach denselben Regeln zu treffen
- unabhédngig von Personen, Tagesform und Hierarchie.
Erst wenn die Organisation die Entscheidungslogik selbst
tragen, pflegen und im Fehlerfall kontrolliert korrigieren
kann, ist die Mission erfullt. Alles andere ist, bei aller Be-
triebsamkeit, nur Fortschritt in Prasentationsform.

Kl und Palantir

In den Vorstandsetagen ist Kiinstliche Intelligenz inzwi-
schen Uberall - nur nicht zwingend dort, wo sie wehtun
dirfte: in den Entscheidungen. Die Zahl der Pilotprojek-
te wachst, die Zahl der hiilbschen Dashboards ebenso.
Was oft ausbleibt, ist der Moment, in dem sich der Be-
trieb sichtbar verandert. Man kdnnte es fir ein deutsches
Phanomen halten, eine dieser vertrauten Geschichten
Uber Zogerlichkeit und Perfektionismus. Doch ausge-
rechnet die gro3en Beratungen, sonst nicht verdachtig,
den eigenen Markt kleinzureden, beschreiben seit dem
Spatherbst 2025 eine ernilichternd globale Realitat: Kl ist
verbreitet, aber selten tief genug verankert, um messbare
Wirkung auf Unternehmensebene zu erzeugen.

McKinsey formuliert das in seiner weltweiten Kl-Erhe-
bung ungewdhnlich deutlich: ,While Al tools are now
commonplace, most organizations have not yet em-
bedded them deeply enough into their workflows and
processes to realize material enterprise-level benefits.”



(McKinsey & Company, The State of Al: Global Survey
2025, 5. November 2025). Der Satz ist deshalb interessant,
weil er die Diskussion vom Modell zuriick in den Betrieb
zieht. Nicht der Algorithmus ist knapp, sondern die Fa-
higkeit, ihn in Arbeit, Verantwortung und Prozesslogik zu
Ubersetzen. Wer sich darin wiedererkennt, hat vermutlich
schon mehrere Runden ,Data Lake”, ,BI-Modernisierung”
und ,KI-Pilot” hinter sich — und weil3, dass Modernisie-
rung der Analyse nicht automatisch Modernisierung der

Entscheidung bedeutet.

BCG gibt dem Befund eine Zahl und damit eine Schar-
fe, die in Prasentationen selten so offen ausgesprochen
wird: ,BCG’s research shows 50% of companies are stag-
nating or just emerging with Al and are failing to show
value and adequately scale the technology.” (BCG, Al
Adoption Puzzle: Why Usage Is Up But Impact Is Not, 8.
Dezember 2025). Wenn die Halfte der Unternehmen im
Stadium des Steckenbleibens verharrt, ist das kein Rand-
problem mehr, sondern ein Strukturmerkmal des gegen-
wartigen Kl-Marktes. Es erklart auch, warum die Debatte
Uber Kl so hdufig zwischen Euphorie und Miidigkeit pen-
delt: Die einen sehen das Potenzial, die anderen sehen
die Projektwirklichkeit.

Deloitte setzt noch einen Punkt dahinter, der nicht tech-
nologisch, sondern organisatorisch ist. In der Ankiindi-
gung zu Tech Trends 2026 heif3t es: ,Winners aren’t laye-
ring onto broken processes; they're rebuilding operations
from the ground up with focused, measurable results.”
(Deloitte, Press Release zu Tech Trends 2026, 10. Dezem-
ber 2025). Und der CTO Bill Briggs ergdnzt im selben Kon-
text: ,Leaders can't afford inertia.” (Bill Briggs, CTO Deloit-
te, Deloitte Press Release, 10. Dezember 2025). Das klingt
nach Motivationsspruch, ist aber inhaltlich eine Kampfan-
sage an die verbreitete Praxis, KI wie ein Add-on auf eine
Organisationsrealitat zu kleben, die schon ohne Kl nicht
sauber funktioniert.

Aus dieser Diagnose ergibt sich eine Konsequenz, die
man im deutschen Mittelstand gern zu spat zieht: Der
Engpass ist nicht die Rechenleistung, sondern die Ent-
scheidungsarchitektur. Viele Unternehmen haben ihre
Oberflaiche modernisiert - Cloud, Datenplattformen, B,
,Data Products”, erste KI-Assistenz — und darunter lebt die
alte Improvisation erstaunlich stabil weiter. Daten wer-
den exportiert, zusammenkopiert, per Hand bereinigt,
als ,Version” herumgereicht und im Meeting zur Wahr-
heit erklart, die am nachsten Tag wieder eine andere ist.
Excel ist nicht verschwunden, es hat nur seine Form ge-
wechselt. Aus ,final_final.xIsx” sind CSV-Exporte, Power-
Query-Flows und Dashboard-Schattenwelten geworden.
Der Data Lake sammelt, aber er entscheidet nicht. Bl vi-
sualisiert, aber sie ordnet nicht. Kl rechnet, aber sie regelt
nicht, wer handeln darf, wann eskaliert wird und wie man
zurlckrollt, wenn das Modell irrt. Genau deshalb bleibt Kl
so oft in der Stagnation: Sie produziert Ergebnisse, die in
der Organisation keinen verldsslichen Adressaten haben.
In diesem Moment, in dem Kl nicht mehr ,Innovation”

ist, sondern als Investition gerechtfertigt werden muss,
taucht eine zweite Bewegung auf: die Plattformisierung
der Beratung. Die grof3en Hduser haben erkannt, dass
man Kl nicht nur empfehlen, sondern in den Betrieb
zwingen muss, wenn man Wirkung verspricht. Und hier
kommt Palantir ins Spiel - selten als erste Wahl, haufig
als Eskalationslsung. Palantir verkauft sich nicht primar
als ,bessere KI“, sondern als Infrastruktur, die heteroge-
ne Datenquellen integriert, in ein verbindliches Modell
Ubersetzt und sie so bereitstellt, dass daraus Handeln
wird. Die Plattform soll nicht nur erkennen, sondern re-
geln: mit Rollen, Freigaben, Workflows, Monitoring. Der
Reiz besteht darin, dass die ,letzte Meile” von der Prog-
nose zur MaBnahme nicht dem Zufall, der Politik oder der
improvisierten Excel-Logik tberlassen wird, sondern in
eine technische Ordnung Ubersetzt wird.

Dass Beratungen diese Ordnung zunehmend als Kern
ihres Transformationsversprechens begreifen, ist eine
logische Antwort auf die von ihnen selbst diagnosti-
zierte Stagnation. Wer heute noch mit Kl-Piloten wirbt,
hat den Ton der Zeit nicht verstanden. Wer dagegen ein
,Betriebssystem” flir Entscheidungen anbietet, spricht
das aus, was Unternehmen in der Praxis fehlt: eine ver-
bindliche Semantik tiber Systemgrenzen hinweg und ein
Regelwerk, das aus Modelloutput operatives Verhalten
macht. Hier liegt der eigentliche Nutzen solcher Plattfor-
men - und zugleich ihr Preis.

Denn die Plattform 16st zwar die Stagnation, indem sie
Kl in Routine tberfiihrt. Aber sie erzeugt dabei Bindung.
Nicht Uber Lizenzkonditionen, sondern Gber Semantik:
Uber das Datenmodell, das festlegt, was im Unterneh-
men als Wahrheit gilt; Gber die Regeln, die entscheiden,
welche Daten zahlen; Gber die Workflows, die Handeln
auslosen. Je tiefer diese Logik in den Betrieb eingebaut
ist, desto teurer wird der Wechsel. Die Entscheidung ,Wir
operationalisieren KI”* wird damit zu einer Entscheidung
Uber Souveranitat: Wer besitzt das Entscheidungsmodell
- nicht juristisch, sondern praktisch? Wer kann es @ndern,
pflegen, auditieren, erklaren? Und wer kann es weiterfih-
ren, wenn der Hersteller oder der Integrator nicht mehr
am Tisch sitzt?

Die grol3en Beratungen haben mit ihren Aussagen seit
November 2025 unfreiwillig die ehrlichste Begriindung
dafiir geliefert, warum Plattformen wie Palantir derzeit so
viel Aufmerksamkeit erhalten: Weil Kl nicht an fehlenden
Ideen scheitert, sondern an fehlender Betriebsform. Wer
aus der Stagnation herauswill, muss daher weniger neue
Use Cases sammeln und mehr alte Fragen beantworten.
Welche Entscheidungen sollen datengetrieben sein, wel-
che bleiben bewusst menschlich? Wer tragt Verantwor-
tung, wenn ein Fehler auftritt? Wie wird gemessen, wie
wird zurlickgerollt, wie wird gelernt? Ohne diese Klarung
ist jede Kl nur ein weiterer Bericht. Mit dieser Klarung
wird KI wirksam — aber dann ist sie keine Spielerei mehr,
sondern ein Teil der Unternehmensverfassung.
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PALANTIR ANTE PORTAS

Was der Mittelstand wissen sollte, wenn es am Werkstor klopft

In deutschen Fabriken herrscht gerade eine merkwiirdige Gleichzeitigkeit: Auf Konferenzen ist Kl langst der neue
Strom, im Alltag vieler Werke bleibt sie ein Testaufbau mit Ablaufdatum. Die Liicke dazwischen hat einen Namen be-
kommen, der aus dem amerikanischen Regierungsgeschaft stammt und nun erstaunlich schnell in deutschen Stellen-
anzeigen, Beratungsfolien und Start-up-Decks auftaucht: ,Forward Deployed Engineer”. Gemeint ist der Ingenieur,
der nicht nur Software liefert, sondern sich beim Kunden einquartiert, Daten, Schnittstellen und Zustandigkeiten zu-
sammenbindet - und im Zweifel so lange bleibt, bis etwas produktiv lduft. Dass die Nachfrage nach solchen Rollen
2025 stark gestiegen ist, beschrieb die Financial Times mit Verweis auf Indeed-Daten: Jobpostings seien um mehr als
800 Prozent gestiegen. Selbst Salesforce schreibt seit Dezember 2025 ,Forward Deployed Engineer” fiir Deutschland
aus und verspricht damit nicht weniger als ,agentic deployments” im Kundeneinsatz.

Die auffdlligste Bewegung am Kl-Arbeitsmarkt des Jah-  sondern sie in Abldufe, Datenhaushalte und Verant-
res 2025 ist nicht der nachste ,Prompt Engineer”-Hy-  wortlichkeiten eines Unternehmens hineinlibersetzt.
pe, sondern eine Rolle, die nach Feldarbeit klingt: For-  Dass ausgerechnet dieser Typus pl6étzlich zur Engpass-
ward-Deployed Engineer (FDE). Gemeint ist ein Hybrid  ressource wird, ist eine Diagnose liber den Zustand der
aus Softwareentwickler, Integrator und kundennahem  Kl-Industrie: Die Forschung liefert, die Umsetzung stot-
Probleml&ser — jemand, der nicht nur Modelle versteht,  tert.

Soll ma ihn rein lasse?




Die Zahlen, mit denen diese Rolle derzeit gehandelt wird,
sind — typisch Tech - dramatisch. Jobanzeigen fiir ,custo-
mer-facing engineering roles” dieser Art seien zwischen
Januar und September 2025 um mehr als 800 Prozent
gestiegen, berichten Economic Times und die Financial
Times unter Verweis auf Daten aus dem Indeed Hiring
Lab. Das ist weniger ein Beleg flir Massenbeschéftigung
als fiir eine Verschiebung im Schwerpunkt: Wer generati-
ve Kl verkaufen will, braucht nicht nur Modelle, sondern
Menschen, die sie ,einschalten” kdnnen - bei Banken,
Industrieunternehmen, Verwaltungen, Uberall dort, wo
Daten verstreut sind und Prozesse nicht auf KI gewartet
haben.

Die Logik dahinter ist nlichtern. Viele Unternehmen wol-
len KI, aber sie besitzen selten die interne Mischung aus
Datenkompetenz, Softwarehandwerk, Domanenwissen
und Verdanderungsfahigkeit, die nétig ist, um ein Mo-
dell in verlassliche Entscheidungen zu Ubersetzen. Ge-
nau dafur werden FDEs eingesetzt: Sie arbeiten nah am
Kunden, passen Workflows an, trainieren Systeme auf
proprietaren Daten, bauen die Brlicke zwischen Produkt
und Realitat — und liefern zugleich Feedback zuriick in
die Produktentwicklung. OpenAl habe ein solches Team
2025 aufgebaut und wolle es ausbauen; Anthropic plane
kréftig in ,Applied Al” zu wachsen - jeweils als Antwort
auf sehr heterogene Kundenanforderungen.

Wer das fur eine Mode halt, Ubersieht die Historie. Das
+Forward-Deployed”-Prinzip ist dlter als der aktuelle Ge-
nAl-Boom; Palantir hat diese Einsatzlogik frih kultiviert,
inklusive einer eigenen internen Rollensprache (,Deltas”).
Die Financial Times beschreibt die Idee als bewussten
Gegenentwurf zur Fernwartung per Ticket: Ingenieure
werden dorthin geschickt, wo die Reibung entsteht — in
Fabriken, Behorden, Logistikzentren. Dass nun OpenAl-,
Anthropic- oder Cohere-Teams in dhnliche Muster inves-
tieren, ist weniger Kopie als Eingestandnis: Der entschei-
dende Wettbewerbsvorteil liegt zunehmend im Imple-
mentieren, nicht im Ankiindigen.

Palantirisierung” ist ein Wort, das in Managerkreisen in-
zwischen wie ein Warnschild und ein Heilsversprechen
zugleich klingt. Gemeint ist damit weniger ein einzelnes
Softwareprodukt als ein Betriebsmodell: Palantir verkauft
nicht blof3 Lizenzen, sondern tritt beim Kunden als Teil
der Maschine auf. Die Ingenieure des Anbieters sitzen,
oft Uber Monate, in der Organisation, lernen den fach-
lichen Kontext, verkniipfen Systeme, bauen spezifische
Arbeitsablaufe auf der Plattform und halten diese an-
schlieBend am Laufen. Weil die Verglitung als Festpreis
und nicht als klassisches ,SKU“-Blindel verstanden wird,
verschiebt sich auch die Verantwortungslogik: Nicht der
Kunde ,kauft” Software und nutzt sie, sondern Palantir
liefert fortlaufend eine betriebsfahige Fahigkeit.

Diese Fahigkeit ist, nach eigener Beschreibung, bewusst
nicht als Werkzeugkasten konzipiert, sondern als integ-
rierte, ,meinungsstarke” Plattform fiir Datenintegration,
Governance und operative Analytik - ndaher an einem

Betriebssystem flir Organisationsdaten als an einem
Set modularer Tools. Der Anspruch lautet, fragmen-
tierte Daten in Entscheidungen mit hoher Sicherheit
zu Ubersetzen, moglichst in Echtzeit, mdglichst nahe
an der operativen Arbeit. Das erklart auch, warum Pa-
lantirisierung regelmaBig in Umfeldern auftaucht, in
denen Fehler teuer sind: Verteidigung, Polizei, Nach-
richtendienste, kritische Infrastruktur. Regulatorische
Komplexitat gilt dort nicht als Stérung, sondern als Ein-
trittskarte.

Okonomisch beschreibt der Begriff schlieBlich eine
Vertriebs- und Erloslogik, die in klassischen IT-Kate-
gorien schlecht zu fassen ist: lange, hoch betreute
Zyklen, mehrjahrige Vertrage, deren Bezahlung sich
an Ergebnissen orientiert, wahrend Software, Services
und laufende Optimierung ineinander tbergehen. In
der Selbstbeschreibung und in jingeren Analysen er-
scheint Palantir deshalb als ,Kategorie fiir sich”: weil es
zugleich Plattformbauer ist, operative Einbettung be-
herrscht und seine Referenzen in missionskritischen
staatlichen Kontexten erworben hat. Die Pointe fir
Manager ist niichtern: Wer ,Palantirisierung” einkauft,
kauft nicht nur Technologie, sondern eine Form von
Abhangigkeit — im Guten wie im Schlechten - und
muss vorher wissen, ob er ein Produkt will oder einen
Mitspieler im eigenen Betrieb.

Vorgehensweise von Palantir

Palantir entsendet ein kleines Team erfahrener Ent-
wickler und Architekten, das flir Wochen oder Monate
im Unternehmen arbeitet — nicht aus der Ferne, son-
dern wie interne Kollegen, mit Zugang zu IT, Fachbe-
reichen und den zustandigen Compliance-Strukturen.
Der Zweck ist weniger die ,Einflihrung einer Software”
als die Ubersetzung einer Plattform in betriebliche Rea-
litat.

Zunachst verschaffen sich die Ingenieure ein prazises
Bild vom fachlichen Kontext: Welche Entscheidungen
werden wo getroffen, welche Datenquellen sind rele-
vant, wo entstehen Engpdsse, an welchen Schnittstel-
len gehen Informationen verloren, welche Verantwort-
lichkeiten sind unklar. Danach beginnt die eigentliche
Integrationsarbeit: Bestehende Systeme - von ERP und
MES Uber Qualitats- und Wartungsdaten bis zu Lager,
Planung, Excel-Bestanden und Sensorik — werden so
verbunden, dass eine konsistente, belastbare Daten-
lage entsteht, statt vieler widerspriichlicher Teilwahr-
heiten.

Auf dieser Grundlage werden konkrete Arbeitsabldufe
gebaut, die im Alltag genutzt werden sollen: Anwen-
dungen, die etwa Materialengpdsse friih erkennen,
Wartungsrisiken sichtbar machen oder Produktions-
plane unter Stérungen neu priorisieren. Palantir spricht
dabei von ,Workflows” — digitalen Prozessketten, die
Entscheidungen nicht nur visualisieren, sondern teils
auch anstol3en oder automatisieren. Technisch lauft
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das in der Industrie typischerweise auf ,Foundry”, in be-
sonders sicherheitskritischen Umgebungen auf ,Got-
ham*; das Prinzip ist dhnlich, die Sicherheitsanforderun-
gen unterscheiden sich.

,Deltas” und ,Echoes” sind dabei interne Bezeichnungen
fir diese vor Ort eingesetzten Rollen. Okonomisch erklart
sich das Modell aus einer niichternen Einsicht: Der Eng-
pass liegt selten in der Software als solcher, sondern in
der operativen Verankerung - in Datenqualitat, Prozess-
disziplin, Rollenklarung und der Fahigkeit, Piloten in Rou-
tinen zu Uberflihren. Palantir verkauft deshalb nicht nur
ein Werkzeug, sondern Umsetzungskapazitat, die so lan-
ge im Betrieb bleibt, bis etwas entsteht, das tatsachlich
taglich genutzt wird.

Fir den deutschen Mittelstand ist diese Bewegung reiz-
voll, weil sie ein unbequemes Eingestandnis in eine
Dienstleistung Ubersetzt: Wir wissen im Moment oft
nicht, wie wir Kl zuverldssig in die Produktion bekommen
— obwohl wir sie wollen. Das ist keine Schande, sondern
eine strukturelle Folge der letzten zwei Jahrzehnte. Vie-
le Betriebe sind in der physischen Wertschopfung Welt-
klasse, in Datenflissen aber historisch gewachsen: ERP,
MES, Qualitatsdaten, Instandhaltung, Lieferantendaten,
Maschinensteuerungen, Excel-Inseln, Schichtbiicher - al-
les vorhanden, wenig integriert, selten mit einem saube-
ren ,Wer darf was warum?”. Dazu kommt, dass ,KI” heute
als Etikett auf alles geklebt wird, was irgendwie rechnen
kann. Der Einkauf soll aus einem Meer von Al-Verspre-
chen das Richtige fischen, wahrend die Fachbereiche
gleichzeitig zu Recht fragen, wer nach dem Pilotprojekt
den Betrieb, die Haftung, die Cyber-Sicherheit und die
Auditfahigkeit Gbernimmt. Dass Bitkom im Friihjahr 2025
meldete, 42 Prozent der Industrieunternehmen setzten
Kl'in der Produktion ein, wahrend weitere in Planung sei-
en, zeigt beides: Bewegung — und eine breite Zone zwi-
schen ,Einsatz” und ,Kénnen”.

Das Versprechen klingt harmlos, fast hygienisch: Daten
sollen endlich ,wirken”. In Wahrheit ist es ein Machtver-
sprechen — nur eben in der Sprache der Betriebsorga-
nisation. Beratung behauptet heute nicht mehr primar,
bessere Folien zu liefern, sondern bessere Steuerung:
Entscheidungen sollen weniger diskutiert, mehr exeku-
tiert werden. ,Operative Entscheidungsfahigkeit” ist da-
bei der Tarnbegriff fir einen Eingriff in das Betriebssys-
tem der Organisation.

Denn wer ,Daten in Wirkung” verwandeln will, muss
drei Dinge verandern, die Unternehmen normalerweise
ungern anfassen: Zustandigkeiten, Prozesse und Wahr-
heitsregime. Erstens: Zustandigkeiten. Die entscheiden-
de Frage lautet nicht, ob ein Modell richtig liegt, sondern
wer den Alarm ernst nehmen muss — und wer die Kosten
tragt, wenn er es nicht tut. Zweitens: Prozesse. Kl entfal-
tet ihren Nutzen nicht auf Dashboards, sondern in Ketten
von Entscheidungen: Bestellen oder nicht, drosseln oder

hochfahren, sperren oder freigeben. Drittens: Wahrheits-
regime. Unternehmen leben von lokalen Wahrheiten -
Vertrieb, Einkauf, Produktion, Qualitdt, Controlling. Das
Beraterversprechen zielt darauf, diese Parallelwelten
durch ein ,Common Operating Picture” zu ersetzen: eine
Sicht, die als verbindlich gilt.

Genau hier wird das Versprechen politisch — auch im
Unternehmen. Denn sobald Daten ,operativ’ werden,
werden sie strittig. Nicht weil sie falsch sind, sondern weil
sie Handlungen auslosen. Wer eine Lieferkette ,resilient”
macht, entscheidet implizit, welche Werke priorisiert
werden, welche Lieferanten austauschbar sind, welche
Risiken akzeptabel sind. Wer ,Predictive Maintenance” in
den Betrieb presst, entscheidet, ob eine Maschine nach
Datenlogik oder nach Meistererfahrung stillsteht. Bera-
tung verkauft also nicht nur Technologie und Change; sie
verkauft eine neue Hierarchie zwischen Erfahrung, Pro-
zess und Algorithmus.

Darum ist der Satz ,Wir machen |hre Daten entschei-
dungsfahig” nur die freundliche Vorderseite. Die Rlck-
seite lautet: Wir definieren mit lhnen, was als Realitat gilt
- und wer nach dieser Realitat handeln muss. Das erklart
auch, warum der ,Palantir, but for X“-Ton inzwischen in
der Beratersprache wiederauftaucht: Nicht das Tool ist
die Pointe, sondern die Fahigkeit, die Organisation so eng
um Daten, Modelle und Verantwortlichkeiten zu bauen,
dass aus Erkenntnis eine Routine wird.

Fur den Mittelstand ist das besonders heikel, weil die
klassischen Puffer kleiner sind: weniger Personal, weniger
parallele Systeme, weniger Toleranz fir Experimentier-
fehler. Dort entscheidet sich das Versprechen schnell an
einer simplen Frage: Erzeugt die neue Steuerungslogik
messbar weniger Reibungskosten — oder erzeugt sie vor
allem neue Abhéangigkeiten, weil ohne externe ,Ritter”
niemand mehr die Maschine am Laufen halt?

Man kann die deutsche Kl-Fahigkeit deshalb nicht da-
ran messen, ob irgendwo ein Modell lduft, sondern ob
eine Organisation in der Lage ist, aus Daten verldsslich
Entscheidungen zu machen - im Takt der Produktion,
nicht im Rhythmus der Folien. Hier hilft ein Blick auf die
Arbeitsrealitat: Das ifo-Institut meldete Anfang Januar
2026, nur jeder fiinfte Beschaftigte nutze KI am Arbeits-
platz regelmafig, obwohl rund 64 Prozent sie bereits ein-
gesetzt hatten. Das ist eine typische Deutschland-Zahl:
ausprobiert wird viel, routiniert wird wenig. In der Fabrik
ist das noch scharfer, weil ,regelmaBig” dort heif3t: pro
Schicht, pro Linie, mit klarer Verantwortung, dokumen-
tiert und auditierbar.

An diesem Punkt kommt die ,Palantirisierung” als Ver-
lockung ins Spiel. Sie verspricht, die innere Unordnung
nach auBlen zu verlagern: Wenn wir die Integrations-,
Governance- und Prozessarbeit nicht schnell genug sel-
ber kdnnen, kaufen wir sie ein — als Einsatzteam. Das ist
kurzfristig rational. Nur beginnt hier das Missverstandnis:



Palantir ist nicht blof3 ,Software plus Beratung". Palantir
ist ein Sonderfall, weil das Vor-Ort-Modell auf einem Uber
Jahre aufgebauten Plattformkorper sitzt; die kunden-
nahen Teams bauen nicht jedes Mal ein Unikat, sondern
setzen wiederverwendbare Bausteine in einer konkreten
Umgebung zusammen. Wer nur den Vor-Ort-Teil kopiert,
kopiert die Pose, nicht die Statik — und landet schnell in
der Dienstleistungslogik.

tionsarbeit. Genau dort steigt aber auch der Druck, Go-
vernance nicht als Nebenfach zu behandeln.

Der EU Al Act ist seit 1. August 2024 in Kraft und wird am
2. August 2026 weitgehend anwendbar; einige Pflichten
gelten schon friiher, etwa Verbote bestimmter Praktiken
und ,Al literacy”. Parallel verscharfen sich Cyber-Anforde-
rungen: Das BSI informierte im Dezember 2025 tiber das

Enterprise-Kl: Europas stille Abhangigkeit

Ein neues, eng vernetztes Okosystem aus US-Technologieunternehmen, angefithrt von Palantir
und Anduril, schafft eine neue Machtebene, die Europas digitale Souverénitat herausfordert.

Der Kern des Systems: Ein neuer Macht-Stack

Die Konsequenz: Europas Wertschopfung wandert ab
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Die Kopplung von Patantir und Anduril

Dass die deutsche Industrie ohnehin immer starker
Dienstleistungen um ihre Produkte herum verkauft, hat
das ifo-Institut gerade erst wieder in Zahlen gegossen:
2024 hatten Industrieunternehmen schatzungsweise 166
Milliarden Euro mit produktbegleitenden Dienstleistun-
gen umgesetzt. Der Witz an der Palantir-Mode ist: Aus-
gerechnet in einem Land, dessen Industrie sich bereits in
Richtung Service erweitert, wird nun ein Modell roman-
tisiert, das bei Nachahmern oft genau in den ,Services
Trap” fuhrt — nur diesmal auf der Kauferseite.

Fiir den Mittelstand ist die entscheidende Frage daher
nicht, ob man ,Palanti-Methoden” nutzt — sondern in
welcher Dosis und mit welchem Riickbauplan. Denn der
Mittelstand hat eine andere 6konomische Geometrie als
Verteidigungsbudgets: Viele Probleme sind wichtig, aber
nicht ,Palantir-wichtig”. Wer eine achtprozentige Effi-
zienzverbesserung in einem Prozess verkauft bekommt,
kann keine monatelange, hochspezialisierte Vor-Ort-Ar-
mee finanzieren, ohne sich in Abhdngigkeiten einzu-
kaufen. Die richtigen Falle fiir einen FDE-Ansatz liegen
dort, wo Daten-Schwerkraft und Regulierung die eigent-
lichen Kosten treiben: sicherheitskritische Umgebungen,
qualitatskritische Prozesse, Nachweispflichten, hohe
Stillstandskosten, komplexe Lieferketten, harte Integra-

afft eine Kette vom Sensor bis z2ur strategischen Kommandosbene.

Inkrafttreten des NIS-2-Umsetzungsgesetzes und den
Aufbau zentraler Melde- und Portalstrukturen. Und die
Plattform Industrie 4.0 arbeitet seit 2025 in Task Forces
explizit an rechtlichen Rahmenbedingungen industriel-
ler KI — ein Hinweis darauf, dass ,Regulatorik” nicht mehr
Randnotiz, sondern Produktionsbedingung ist.

Was folgt daraus?

Erstens: Ohne ,New Lean” wird KI im Mittelstand haufig
nur ein Beschleuniger der bestehenden Unordnung. Wer
Prozesse nicht beherrscht, automatisiert das Durcheinan-
der - nur schneller. In der Fabrik bedeutet das: saubere
Prozessverantwortung, klare Definitionen, stabile Daten-
quellen, ein Rechte- und Freigabemodell, das nicht auf
Zuruf lebt.

Zweitens: Der Shopfloor braucht nicht ,mehr KI*, sondern
eine belastbare Betriebsarchitektur. Wenn ein Modell
ausfallt, muss die Linie weiterlaufen; wenn ein Agent ent-
scheidet, muss klar sein, wer daftr haftet; wenn Daten
flieBen, muss klar sein, wer sie sehen darf.

Drittens: Resilienz ist das unterschatzte KI-Thema. Die
Frage ist nicht nur, ob Kl Effizienz bringt, sondern ob sie
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Ausfdlle, Qualitatsabweichungen, Materialengpdasse und
Lieferkettenstorungen friiher sichtbar macht — und ob
das Unternehmen handlungsféhig bleibt, wenn die digi-
tale Kette unterbrochen ist. Das ist Produktionserhaltung
im modernen Sinn: nicht nostalgische Instandhaltung,
sondern die Fahigkeit, Wertschépfung trotz Stérung fort-
zusetzen.

Genau hier kann ein ,embedded” Ansatz helfen — aber
nur als Gertst. Ein guter Anbieter wird Ihnen nicht erzah-
len, er baue ,alles mal3geschneidert”, sondern im Gegen-
teil klar markieren, wo Konfiguration endet und kunden-
spezifischer Code beginnt, und wie schnell diese Grenze
Richtung Standard wandert. Ein guter Anbieter wird nicht
versprechen, dauerhaft bei Ihnen zu wohnen, sondern
die eigene Prasenz Uberfliissig zu machen: durch Tem-
plates, wiederverwendbare Integrationsmuster, Doku-
mentation, Betriebsiibergabe, Schulung. Dass die Rolle
,FDE” in Europa gerade so stark nachgefragt wird, wird
oft als Zeichen technischer Reife gelesen; man kann es
auch anders interpretieren: als Zeichen, dass viele Orga-
nisationen die Strecke zwischen Tool-Kauf und produkti-
vem Betrieb noch nicht als eigene Kernkompetenz auf-
gebaut haben.

KI-Wirkung — und am Ende einen Stapel Rechnungen von
Menschen, die das Chaos flir einen Moment beherrschen,
ohne es dauerhaft zu beseitigen.

Kosten und Budgets

Im deutschen Mittelstand wei3 man meist sehr genau,
was eine neue Maschine kostet. Bei ,Forward Deploy-
ment” - also der Idee, dass ein Anbieter seine techni-
schen Spezialisten liber Monate in das Unternehmen
entsendet, um Daten-, Plattform- oder KI-Losungen in
den Betrieb zu bringen - ist diese Klarheit erstaunlich oft
nicht vorhanden. Nicht, weil die Kosten klein waren, son-
dern weil sie sich schlecht benehmen: Sie treten nicht als
sauberer Preis pro Lizenz auf, sondern als Mischung aus
externen Tagen, internen Stunden, Organisationsanpas-
sung und betrieblicher Reibung. Der Mittelstand spiirt
den Aufwand, er sieht die Rechnungen - aber er kennt
selten die Vollkosten der ,Einsatztruppe”.

Das liegt zundchst an der Verpackung. Anbieter und Inte-
grationspartner prasentieren Forward Deployment gern
als Teil eines Gesamtpakets aus Plattform, Einfliihrungs-
phase, Enablement und Betrieb. In der Praxis wird damit

Palantir: Beschiitzer oder Uberwacher?

Palantir, mitgegriindet von Peter Thiel, ist ein geheimnisumwitterter Tech-Gigant. Seine Kl-Software analysiert riesige
Datenmengen fiir Geheimdienste, Polizei und Konzeme und steht damit im Zentrum der Debatte um Sicherheit versus Freiheit.
Die Technologie verspricht, komplexe Probleme zu lésen, birgt aber gleichzeitig erhebliche Risiken fiir die Biirgerrechte.

Das Versprechen: Sicherheit & Effizienz

Einsatz gegen
Terror und im Krieg
Die Software hilft, fesndliche

Metzwerke aufzudecken und
erstelit digitale Schlachtplane,

Beschleunigung
polizeilicher Ermittiungen
Analysiert Daten aus diversen

Quellen schneller als Dutzende
Ermittler manuell kénnten,

Die Gefahr: Uberwachung & Machtmissbrauch

Risiko des
“Glésernen Biirgers”

Kann offentliche und private
Draten zu umfassenden
Personenprofilen verknlpfen

Intransparente
“Black Box"

Saftware und der Datenzugriff
durch die Firma sind unklar.

Die genaue Funklionsweise der

5 Optimierung in Llnr:;sél;iﬁqpt: Kunden
Wirtschaft und Logistik ui nsitze
Hilft bel Impfstoffverteilung, Einsalz bei kontroversen
thennug ICE-Abschiebungen wnd zur
S u|l-|ll|:|'.I Eﬁ:ﬂi?:::{ Uberwachung von Mitarbaitemn,
R atenoskd M

Wenn man das ernst nimmt, ergibt sich fiir den deutschen
Mittelstand eine nilichterne, aber hoffnungsvolle Diagno-
se: KI-Fahigkeit ist keine Frage des nachsten Tools, son-
dern der nachsten drei Disziplinen — Governance, Daten,
Betrieb. Wer diese drei ordnet, braucht weniger Palan-
tir-Mythos und bekommt mehr Wertschopfung. Wer sie
nicht ordnet, wird zwar ,KI-Projekte” haben, aber wenig

eine alte Gewohnheit des Enterprise-Geschéfts fortge-
schrieben: Man verkauft Wirkung, nicht Stiicklisten. Auch
in offentlich zuganglichen Wirkungsstudien wird diese
Biindelung sichtbar; die von Palantir beauftragte Forres-
ter-TEI-Studie beschreibt beispielsweise jahrliche Kosten,
die Foundry-Nutzung, Cloud-Kosten und Professional
Services enthalten und kundenspezifisch zugeschnitten
werden. Fiir groBe Organisationen mag das eine sinn-



volle Vereinfachung sein. Fiir mittelstandische Unterneh-
men ist es gefahrlich, weil es den Eindruck verstarkt, man
kaufe ,Software”, wahrend man in Wahrheit in erhebli-
chem Umfang Menschenzeit einkauft — extern wie intern.

Der zweite Grund ist interner Natur. Forward Deploy-
ment frisst sich quer durch Kostenstellen: Einkauf und
Supply-Chain-Management, Produktion, IT, OT, Qualitat,
Sicherheit, manchmal der Betriebsrat. Jede Einheit inves-
tiert Zeit — Datenklarung, Tests, Prozessabstimmungen,
Schulungen, Abnahmen - aber kaum jemand verbucht
diese Zeit als Teil der Projektokonomie. Das macht die
Rechnung politisch bequem: Jeder zahlt ein bisschen,
niemand sieht das Ganze. Das Ergebnis ist eine bekannte
Schieflage: Der CFO erkennt den externen Rechnungsbe-
trag, aber nicht den internen Ressourcenverbrauch, der
oft die eigentliche Engstelle ist — die besten Leute sitzen
im Projekt statt im Tagesgeschaft.

Drittens unterschatzt der Mittelstand den Anteil, der
nicht technisch, sondern organisatorisch ist. Lieferketten-
und Produktions-KI verdandert Entscheidungen. Sie ver-
schiebt Prioritaten, setzt neue Transparenz durch, macht
implizites Wissen explizit. Das ist Change-Management,
aber nicht in der Form von Workshops, sondern als Um-
stellung von Routinen: Wer darf bei Materialengpdssen
umpriorisieren? Welche Substitutionen sind zuldssig?
Welche Freigaben gelten? Wie werden Ausnahmen do-
kumentiert? Wer entscheidet im Storfall, und wie schnell?
Solche Fragen kosten Zeit, auch wenn keine Zeile Code
geschrieben wird. In der Kostenrechnung tauchen sie sel-
ten auf — und genau deshalb werden sie spater als ,un-
erwartete Komplexitat” wiederentdeckt.

Die wirtschaftliche Pointe ist dabei unerquicklich. For-
ward Deployment wirkt am Anfang oft wie eine Abkur-
zung: Man bekommt in Wochen das, woflir man intern
Monate brauchte. Aber die Kostenkurve entscheidet sich
nicht im ersten Sprint, sondern in der Frage, ob der Auf-
wand pro zusatzlichem Werk, pro weiterer Warengruppe,
pro neuem Workflow splrbar sinkt. Wer diesen Riickgang
nicht erreicht, hat keinen Plattform-Effekt, sondern eine
Dauerleistung eingekauft. Dann wird die vermeintliche
,Palanti-Methode” im Mittelstand zum modernen Sys-
temhausmodell: immer wieder neue Sonderfalle, immer
wieder neue Abhdngigkeiten — und am Ende ein hoher
Fixkostenblock, der nicht als Fixkostenblock geplant war.
Gerade deshalb ist die wichtigste Controlling-Frage fir
mittelstandische Unternehmen nicht, ob der Anbieter
+Forward Deployed Engineers” schickt, sondern ob das
Unternehmen den Forward-Deployment-Aufwand Uber-
haupt als eigene GroB3e steuert. Dazu reichen drei Kenn-
zahlen, die erstaunlich selten sauber gefiihrt werden. Ers-
tens: externe Einsatz-Tage pro Monat, denn hier liegt der
sichtbare Cash-Abfluss. Zweitens: die interne FTE-Quote
des Programms, also die Summe der gebundenen Schlis-
selrollen Uber IT, OT und Fachbereiche hinweg. Drittens
- und entscheidend - die Zahl der Engineer-Monate pro
zusatzlichem Workflow oder pro zusatzlichem Werk. Die-

se Kennzahl zeigt sofort, ob ein Template-Effekt entsteht
oder ob man in einem Unikat-Geschaft festhangt. Sinkt
der Aufwand, entsteht Skalierung. Bleibt er gleich, ist das
Modell strukturell nicht produktivierbar.

Viele Mittelstandler stellen diese Fragen zu spat, weil sie
sich im ersten Erfolg einrichten: Ein Dashboard lauft, ein
Storfall wird friher erkannt, ein Engpass wird besser be-
waltigt. Das ist wertvoll. Aber Resilienz heif3t nicht, ein-
mal etwas zu sehen, sondern dauerhaft handlungsfahig
zu sein — auch dann, wenn der Anbieter nicht im Haus ist.
Genau deshalb muss die wirtschaftliche Logik von An-
fang an klar sein: Forward Deployment kann ein Gerist
sein, das schnelle Wirksamkeit ermdglicht. Es darf nur
nicht das Gebaude werden, in dem das Unternehmen
fortan wohnt.

Wer im Mittelstand Forward Deployment einkauft, sollte
es nicht als ,Projekt” behandeln, sondern als Ubergang
in Betriebsfahigkeit — und diesen Ubergang im Vertrag
und im Controlling erzwingen. Nicht ,wir productizen
spater”, sondern: Ab wann sinkt die Vor-Ort-Quote? Was
wird standardisiert? Welche Ubergabe erfolgt? Welche
Dokumentation bleibt? Wie sieht die Exit-Fahigkeit aus?
Je praziser diese Antworten, desto geringer die Gefahr,
dass ein gutes technisches Versprechen in eine teure or-
ganisatorische Dauerschleife kippt. Und desto groBer die
Chance, dass der Mittelstand am Ende nicht nur eine Kl-
Losung besitzt, sondern etwas, das in Deutschland noch
knapper ist als Rechenleistung: verldssliche operative
Entscheidungsfahigkeit.
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Forward Deployment: Mehr als nur Softwa

Forward Deployment: Ein Geschaftemodell, bei dem Software- und Ki-Anbieter eigene Spezia
einsetzen. Statt Technologie nur zu verkaufen, wird sie gemeinsam im operativen Alltag verar
erzielen. Dies erfordert hohe Investitionen, reduziert aber Implementierungsrisiken und steic

DAS MODELL: WIRKUNG STATT NUR LIZENZ
Der Unterschied: KI im Be

Ohne Forward Deployment

KI-Plattform
g

KI-Plattform wird gekauft,
aber kaum genutzt; geringer
wirtschaftlicher Effekt,

Technologie mitverantworten,
statt nur iibergeben

Hoher Preis fiil

Das Modell ist
teuer und schwer
skalierbar,
minimiert aber
Fehlinvestitionen
und Akzeptanz-
probleme.

Ansatz: Ohne Forward Deployment

Spezialisten arbeiten direkt beim Kunden, Ergebnis: KI-Plattform wird gekauft,

um Losungen im Betriebsalitag zu verankern. aber kaum genutzt; geringer
wirtscheftlicher Effekt.



re verkaufen

listen direkt beim Kunden
kert, um messbare Wirkung zu
jert die Akzeptanz.

trieb vs. Kl in der Ablage

Mit Forward Deployment

Engineers arbaiten vor Ort,
assen Modelie an, bauen
Dashboards; K| wird Teil des Betriebs.

' hohe Wirkung

Hohe Wirkung:
Minimiert
Fehlinvest-
titionen und
Akzep-
tanzprobleme.

Ansatz: Mit Forward Deployment

Ergebnis: Engineers arbeiten vor Ort,
passen Modelle an, bauen Dashboards;
KI wird Teil des Betriebs.

DIE MENSCHEN: WER DIE WIRKUNG SCHAFFT

Der Bauplan:
Forward Deployed
Software Engineer (FDSE)

Bettet talentierte Ingenieure direkt
beim Kunden ein, um deren
dréngendste Probleme zu losen.

Der Stratege:
Deployment Strategist

Ubersetzt komplexe
Kundenanforderungen in
datengetriebene, operative
Handlungsstrauge.

Der Multiplikator:
Forward Deployed
Enablement Engineer

Hilft Kunden zentral dabei, die
Plattform optimal zu mutzen und
eigene Losungen zu bauen.

et 116.000 € - 172.000 €
Software Engineer -00k J
(Beispiel New York) (Polantir, p.a.)
Vergleich TN 2 1!
(8 Senior Backeﬁ¢ DE) @ L_ .............. N ca. 87.300 €

Veranschaulicht die hohen Personalkosten des Modells am Beispiel von
US- Gehaltern im Vergleich zum deutschen Markt.
£ NotebooklLM
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DAS GROSSE VERSPRECHEN

Was der Mittelstand wissen sollte, wenn es am Werkstor klopt

Berater prasentieren Palantir nicht als bessere Kiinstliche Intelligenz, sondern als Weg, Kl in den Betrieb zu zwingen.
Der Nutzen liegt in weniger Reibung zwischen Daten, Zustéandigkeiten und Prozessen — und genau dort beginnt auch
die Abhangigkeit. Fiir Unternehmen wird entscheidend, ob sie das Entscheidungsmodell wirklich besitzen oder nur
benutzen. Accenture, Deloitte, Bain und PwC bauen ihre KI-Versprechen zunehmend auf einer gemeinsamen Vor-
aussetzung auf: einer Plattform, die Daten integriert und Entscheidungen operationalisiert. Palantir wird dabei zum
Bindeglied zwischen Beratung und Betrieb — mit Tempogewinn, aber auch neuen Abhangigkeiten. Fiir Unternehmen
entscheidet sich die Souveranitat kiinftig weniger an Folien, sondern am Datenmodell.

Wer heute in der Beratung das Wort ,KI* verwendet,
meint haufig weniger ein Modell als ein Versprechen:
Wirkung, schnell, im Betrieb, ohne Umwege. In dieser
Logik erscheint Palantir nicht als Zauberkasten fir bes-
sere Algorithmen, sondern als eine Art Betriebsform der
Kunstlichen Intelligenz. Die Berater behaupten damit
nicht, die Maschine denke klliger; sie behaupten, das
Unternehmen entscheide endlich so, als hatte es seine
eigenen Daten verstanden. Das ist eine charmante Erzah-
lung - und eine, die den Nerv vieler Vorstande trifft, weil
sie an einer alten Erkenntnis andockt: Nicht die Analyse
ist knapp, sondern die Umsetzung.

In Beratungsprojekten wird Palantir vor allem als Ant-

‘E’h}f is he hringi;:q

Qe

are like Palantir for your hu:-‘.ine@

wort auf ein sehr banales Problem vorgefiihrt. Unterneh-
men besitzen Daten, aber sie besitzen sie verstreut, wi-
derspriichlich, historisch gewachsen, politisch vermint.
Jeder Bereich hat seine Definitionen, seine Kennzahlen,
seine Ausnahmen. Was im Meeting als ,Transparenz”
eingefordert wird, endet in der Praxis oft als Streit tiber
die Frage, welche Zahl Uberhaupt stimmt. Genau hier
setzen Berater an, wenn sie Palantir ins Spiel bringen.
Sie sprechen nicht zuerst tiber Modelle, sondern Giber
das Zusammenfihren heterogener Quellen, tber ein ge-
meinsames Abbild von Auftrdgen, Bestéanden, Risiken,
Kunden - und Uber die Disziplin, aus dieser Sicht eine
verbindliche Grundlage fiir Entscheidungen zu machen.
Der Nutzen, so lautet die These, bestehe weniger in mehr
Erkenntnis als in weniger
Reibung: weniger Excel-
Zwischenwelten, weniger
Ubersetzungsfehler  zwi-
schen IT und Fachseite,

up Tolkien?

| have

What'’s a

Palantir? no idea.

S z7) .
We turn your data into
operational decision-

—. weniger Parallelberichte,
die zwar jeden beruhigen,
aber niemanden entschei-
den lassen.

_m uklng capabilit ies.

Der zweite, wichtigere
Schritt ist die Einbettung
von Kl in den Betrieb. Be-
rater argumentieren seit
Jahren, dass Organisatio-
nen nicht am Algorithmus
scheitern, sondern an Ver-
antwortung und Ablauf:
Wer darf handeln, wann
wird freigegeben, wie wird
Uberwacht, wie wird zu-
riickgerollt, wenn eine An-



nahme falsch war? Palantir wird in dieser Erzahlung zur
Schicht, die Vorhersagen und Regeln mit Prozessen ver-
bindet. Es geht also um eine Verwandlung: aus Analyse
wird Handlung, aus Experiment wird Routine, aus dem Pi-
loten wird Betrieb. Wer das glaubhaft darstellen kann, hat
in der aktuellen KI-Konjunktur einen Vorteil, weil die Ge-
duld mit Pilotprojekten nachweislich begrenzt ist — nicht
moralisch, sondern finanziell.

Dazu kommt ein drittes Versprechen, das besonders im
Top-Management gut verfdangt: die Rickkehr einer ge-
meinsamen Wirklichkeit. Wenn Berater von einem ein-
heitlichen Lagebild sprechen, ist das weniger Technik als
Organisationspolitik. Ein gemeinsames Modell, das Defi-
nitionen und Beziehungen festlegt, kann Abstimmungs-
kosten senken, weil nicht jede Sitzung bei Null beginnt.
Es kann aber auch Macht verschieben, weil es entschei-
det, welche Perspektiven sichtbar sind und welche nicht.
Die Plattform wird damit zum Ort, an dem sich eine Or-
ganisation normiert — leise, aber wirksam. Die Beratung
liefert dabei nicht nur Werkzeug, sondern Deutung: Was
gemessen wird, gilt als wichtig; was wichtig ist, wird ge-
steuert.

Die Benefits, die Berater vortragen, sind daher in ihrem
Kern plausibel. Geschwindigkeit entsteht, wenn Daten-
anbindung, Rollenmodell, Auswertung und Prozess nicht
in getrennten Projekten verhandelt werden. Skalierung
entsteht, wenn wiederverwendbare Muster eingesetzt
werden und nicht jede Datenquelle wie ein Unikat be-
handelt wird. Und Akzeptanz entsteht, wenn Governan-
ce — also Zugriffe, Nachvollziehbarkeit, Freigaben — nicht
als nachtragliche Kontrollinstanz erscheint, sondern als
Bestandteil der Architektur. Gerade in regulierten Um-
feldern ist dieses Argument stark, weil es die tibliche Blo-
ckade auflost: Kl ja, aber bitte auditierbar.

Nur verschweigt diese Nutzenrechnung oft den Preis,
der nicht in der Lizenz steht, sondern in der Bindung.
Eine Plattform, die Daten, Semantik und Prozesse zu-
sammenfihrt, ist schwer zu ersetzen, weil sie nicht nur
Informationen liefert, sondern die Entscheidungslogik
einer Organisation mitpragt. Wer Berater und Plattform
einkauft, kauft damit auch eine Ordnung, in der die Or-
ganisation kiinftig denkt und handelt. Das kann sinnvoll
sein, wenn die Ordnung sauber gestaltet, dokumentiert
und beherrscht wird. Es wird riskant, wenn sie lediglich
Ubernommen wird, weil es schnell geht. Der Unterschied
zwischen Produktivitatshebel und Abhangigkeit entsteht
nicht durch Ideologie, sondern durch Handwerk: durch
Ownership, durch klare Modellpflege, durch Exit-Fahig-
keit, durch die Fahigkeit, kritische Prozesse auch dann
noch zu verstehen, wenn der Dienstleister nicht mehr im
Raum ist.

Die nilichterne Konsequenz lautet daher: Wer Palantir als
KI-Beschleuniger einsetzen lasst, sollte den Berater nicht
nur nach dem Use-Case fragen, sondern nach der Be-
triebslogik, die damit eingefiihrt wird. Welche Entschei-

dungen sollen automatisiert werden, welche bleiben
bewusst menschlich? Wer verandert das Modell, wenn
sich das Geschaft andert? Und wer tragt Verantwortung,
wenn die Plattform im Alltag nicht nur zeigt, was ist, son-
dern vorgibt, was zu tun sei? Die beste Kl ist am Ende die,
deren Entscheidungsmodell dem Unternehmen gehort -
nicht als juristische Formel, sondern als gelebte Fahigkeit,
es selbst zu betreiben.

Die Frage, wem in einer Palantir-Architektur das ,Ent-
scheidungsmodell” gehort, wirkt auf den ersten Blick wie
ein juristisches Nebenfach. In Wahrheit ist sie die operati-
ve Hauptsache. Denn wahrend sich die Debatte gern an
Begriffen wie ,KI”, ,Plattform” oder ,Souveranitat” ent-
zlindet, entscheidet sich der Alltag eines Unternehmens
an etwas Prosaischerem: an der Fahigkeit, ein System zu
betreiben, zu reparieren und im Zweifel ohne den Her-
steller weiterzufithren. Wer das nicht kann, besitzt keine

Entscheidungsarchitektur, sondern mietet sie.

Palantir-Projekte sind daflir ein besonders lehrreicher
Fall, weil sie die klassische Arbeitsteilung zwischen Soft-
wareanbieter, Integrator und Kunde verschieben. Palantir
liefert nicht einfach ein Produkt, das man installiert und
dann wie eine Maschine betreibt. Es liefert eine Platt-
form, auf der Datenfliisse, Berechtigungen, semantische
Modelle und Anwendungen zu einer operativen Logik
zusammenwachsen. Palantir selbst betont in seinen Ver-
trags- und Sicherheitsdokumenten, dass Kundendaten
beim Kunden verbleiben und dass Verantwortlichkeiten
geteilt sind: Der Anbieter stellt die Plattform bereit, der
Kunde verantwortet unter anderem Zugange, Konfigura-
tionen und die Nutzung. Zugleich ist die Garantie auf ,Er-
gebnisse” ausdriicklich nicht Teil des Versprechens — und
auch ein fehlerfreier, unterbrechungsfreier Betrieb wird
nicht zugesichert. Das ist juristisch verstandlich, 6kono-
misch konsequent — und im Betrieb die Quelle jener Un-
sicherheit, die in der Euphorie Gber ,Operationalisierung”
gern Ubersehen wird.

An dieser Stelle wird der Unterschied zwischen Daten-
besitz und Modellbesitz sichtbar. Die Rohdaten gehdren
meist eindeutig dem Kunden. Das Entscheidungsmodell
jedoch - also das, was aus Daten Handlung macht - ist
selten ein einzelnes Artefakt. Es besteht aus der seman-
tischen Struktur, mit der das Unternehmen sich selbst
abbildet, aus Regeln, Workflows, Schwellenwerten, Rol-
lenmodellen, Datenpipelines und Anwendungen. In Pa-
lantirs Welt ist dafiir die Ontology der zentrale Begriff: Sie
Ubersetzt die Organisation in Objekte und Beziehungen
und macht sie fiir Systeme handlungsfahig. Genau diese
Ubersetzung ist der Ort, an dem sich Souveranitat mate-
rialisiert: Wer definiert, was ein ,Kunde”, ein ,Auftrag”, ein
4Risiko” oder ein ,Stopp” im System bedeutet, definiert
zugleich, welche Entscheidungen das System nahelegt -
und welche es unsichtbar macht. Was passiert nun, wenn
Palantir den Support einstellt — sei es, weil ein Support-
vertrag auslduft, eine Version abgekiindigt wird oder ein
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Vertragsverhaltnis endet? Hier trennt sich die strategi-
sche Rhetorik vom operativen Risiko. Ein Supportende
bedeutet zunachst, dass die Plattform nicht automatisch
aufhort zu laufen. Sie kann weiter funktionieren, manch-
mal erstaunlich lange. Aber sie verliert den Herstellerka-
nal fur Patch- und Bugfix-Zyklen, fir tiefere Root-Cause-
Analysen und flr Eskalation bei Plattformproblemen. In
den Vertragswerken ist Support typischerweise an ge-
sonderte Policies und Service-Level geknlipft; zugleich
ist der Anspruch auf kiinftige Updates oder Upgrades oft
ausdriicklich begrenzt. Wer den Support verliert, verliert
damit weniger die Gegenwart als die Zukunftsfahigkeit.
Das Risiko wachst nicht linear, sondern kumulativ: Jede
Verdanderung in der IT-Umgebung, jede neue Datenquel-
le, jede regulatorische Anpassung kann zum Testfall wer-
den, den man ohne Herstellerwissen nur mit Glick be-
steht.

Ubernehmen dann die Beratungsunternehmen? Sie kén-
nen vieles Gbernehmen - aber nicht alles. In der Praxis
sind es oft Integratoren und Partner, die den Betriebsteil
tragen: Monitoring, Incident-Management, die Pflege
der Datenpipelines, die Weiterentwicklung kundenspezi-
fischer Apps, die Modellierung in der Ontology, Schulung
und Rollout. Deloitte und andere haben in ihrem Umfeld
inzwischen sogar Rollenprofile und Delivery-Modelle
etabliert, die explizit auf Palantir-Implementierung und
-Betrieb zielen. Doch eine Beratung ersetzt den Herstel-
ler nicht. Sie kann Stabilitat organisieren, Prozesse diszip-
linieren, Know-how aufbauen und die ,letzte Meile” be-
treiben. Sie kann nicht ohne weiteres in den proprietaren
Kern der Plattform eingreifen, wenn dort ein Fehler liegt
oder ein Security-Fix notwendig wird. Und sie kann erst
recht nicht die Lizenzfrage tberstimmen, falls ein Ver-
tragsende auch ein Nutzungsende bedeutet. Beratungs-
fahigkeit ist Betriebskompetenz — aber keine Produktver-
antwortung.

Damit stellt sich die zweite Frage: Wer tragt final die Ver-
antwortung, wenn Fehler auftreten? Auch hier ist die
unbequeme Antwort dreigeteilt. Operativ und regulato-
risch liegt die Verantwortung fast immer beim Kunden,
weil er der Betreiber ist und weil er Entscheidungen in
der Welt auslost — ob in Produktion, Kredit, Einkauf oder
Mobilitat. Vertraglich ist Verantwortung verteilt und oft
haftungsbegrenzt: Palantir grenzt Ergebnis- und Verflg-
barkeitsversprechen ein; Integratoren haften nach ihren
Werk- und Dienstleistungsvertragen fiir Implementie-
rungsqualitat und Sorgfalt; der Kunde bleibt fiir Rollen,
Zugange und Governance zustandig. Technisch ist die
Jletzte Meile” entscheidend: Viele Fehler entstehen nicht
im Modell, sondern in Datenqualitat, Semantik, Berech-
tigungen, Schwellenwerten und Change-Prozessen.
Genau deshalb betont Palantir ein Modell geteilter Si-
cherheitsverantwortung. Im Klartext: Wenn niemand im
Haus die Modelllogik versteht, ist ,Support” kein Service,
sondern eine Kriicke — und Kriicken sind bekanntlich am
wichtigsten, wenn man sie gerade nicht bekommt.

Der niichterne Schluss fallt damit weniger spektakular
aus, als es die Debatte Uber ,,Okosysteme” vermuten
lasst. Palantirs Plattformlogik ist fur viele Unternehmen
attraktiv, weil sie Tempo schafft: weniger Pilotitis, mehr
Wirkung, schnellere Entscheidungen. Aber sie zwingt
zugleich zu einer Managementdisziplin, die man in
Deutschland gern auf spater verschiebt: Ownership, Do-
kumentation, Exit-Fahigkeit, Betriebsorganisation. Wer
Palantir Uiber Beratung einkauft, kauft nicht nur Soft-
ware, sondern eine Entscheidungsarchitektur. Ob diese
Architektur dem Unternehmen gehért oder dem Oko-
system, entscheidet sich nicht an der Unterschrift unter
dem Vertrag, sondern an der Fahigkeit, sie zu pflegen -
und notfalls ohne den Hersteller weiterzufiihren.

Wie Palantir die Beratungsbranche auf Plattformlogik
umstellt

Die groBBen Beratungen risten ihr Transformationsver-
sprechen technisch auf. Wer Kiinstliche Intelligenz nicht
nur empfehlen, sondern tatsachlich in den Betrieb brin-
gen will, braucht eine Datenplattform, die mehr kann als
Berichte auswerfen: Sie muss heterogene Datenquellen
verbinden, sie in eine konsistente Logik Uibersetzen und
sie so verfligbar machen, dass daraus Handeln wird. Pa-
lantir positioniert sich zunehmend als Infrastruktur fur
genau diesen Schritt. Dass ein Unternehmen, das lange
vor allem aus dem Regierungs- und Sicherheitsumfeld
bekannt war, nun in den Partnerlandschaften der Be-
ratungshauser auftaucht, ist weniger eine ideologische
Volte als ein betriebswirtschaftliches Symptom. Die KI-
Mode ist vorbei, sobald sie Budgets bindet. Dann zahlt
nicht, ob ein Modell beeindruckt, sondern ob Entschei-
dungen schneller, robuster und nachvollziehbarer wer-
den.

Die aktuelle Welle der Allianzen ist in ihrer Tonlage auf-
fallend einheitlich. Accenture hat Ende 2025 seine glo-
bale Zusammenarbeit mit Palantir ausgebaut und daftr
eine eigene Business Group etabliert. Die Botschaft da-
hinter ist klar: Kl soll in Unternehmen skaliert werden,
operative Entscheidungen sollen sich verbessern, in-
dem ,siloed data” zusammengefiihrt wird. Deloitte wie-
derum spricht seit Juli 2025 nicht blo3 von Kooperation,
sondern von einem gemeinsam entwickelten ,Enterpri-
se Operating System”, das Palantirs Foundry und AIP mit
Deloitte-IP und Domdanenwissen verbinden soll — aus-
driicklich fir staatliche wie kommerzielle Kunden. Bain
& Company kiindigte im Mai 2025 eine globale Partner-
schaft an, die ,end-to-end Al transformations” ermdg-
lichen soll, mit dem Anspruch, in kurzer Zeit messbaren
Effekt zu erzielen. Und PwC UK meldete im November
2025 eine mehrjahrige, multimillionenschwere Verein-
barung als ,preferred partners” im britischen Markt -
ebenfalls mit dem erklarten Ziel, KI-Transformation zu
beschleunigen. Wer diese Satze nebeneinanderlegt,
sieht weniger Marketing als eine strategische Anglei-
chung: Die Beratungen wollen nicht Ianger nur den Weg
zeigen, sondern die technische Bedingung schaffen,
unter der der Weg tiberhaupt begehbar ist.



Dahinter steckt ein Muster, das die Branche seit Jahren
beschaftigt und nun von der generativen Kl brutal be-
schleunigt wird. Die klassische Trennung zwischen Stra-
tegie, IT und Umsetzung wird zur teuren Fiktion, weil KI
ihren Nutzen nicht in der PowerPoint entfaltet, sondern
in Prozessen. Und Prozesse hdangen an Datenmodellen,
Zugriffsrechten, Qualitdtsroutinen, Verantwortlichkeiten
—an all dem, was in vielen Organisationen ungeliebt ist,
aber Uber Wirkung entscheidet. Deshalb ist die Platt-
formfrage keine technische FulBnote mehr, sondern Or-
ganisationsdesign. Wenn heute von ,Operating System”
die Rede ist, meint das weniger Software im engeren
Sinn als eine Entscheidungsarchitektur: eine Schicht, die
Daten, Regeln und operative Ablaufe so verbindet, dass
Handeln aus Analyse wird — und nicht aus Hoffnung oder
aus dem Bauchgefiihl eines Meetings, das zufallig am
Dienstag stattfindet.

Genau an dieser Stelle beginnt der Teil, den Pressemit-
teilungen der Beratungen gern auslassen und den viele

als Wahrheit gilt; tiber die Regeln, die entscheiden, wel-
che Daten zdhlen; Gber die Workflows, die aus Analyse
Handlung machen; tber das Wissen, das im Betrieb ent-
steht und nur miithsam zu exportieren ist. Je tiefer eine
Plattform in Steuerung und Entscheidungswege hinein-
wdchst, desto teurer wird der Ausstieg — unabhdngig
davon, ob ein Anbieter das als Ziel formuliert oder als
Nebenwirkung in Kauf nimmt. In der Sprache der IT ware
das ein Integrationsgrad. In der Sprache der Unterneh-
mensfiihrung ist es eine Machtfrage.

Teilen die Beratungsunternehmen diese Bedenken? Sie
kennen sie, aber sie behandeln sie meist als Architek-
tur- und Vertragsrisiko, nicht als Grundsatzfrage. In der
Praxis heilt das: Man spricht intern Gber Portabilitat,
Schnittstellen, Exit-Szenarien, Ownership und Rechte-
verwaltung - und verkauft nach auf3en weiterhin das,
was Kunden hoéren wollen: Geschwindigkeit, Outcomes,
weniger Silos, mehr Skalierung. Das ist 6konomisch ver-
standlich und sogar konsequent. Wer Wirkung verspricht,
kann schlecht mit der Warnung eréffnen, dass Wirkung

@ hat das mit der Abhdngigkeit angefangen?

Schneller,
besser,

wostengunstiger.

=]

—————

Digitale |Gl
Abhédngigheit [ 7

Experten umso hartnackiger betonen. Wer die Plattform
setzt, setzt Standards — und Standards erzeugen Tragheit
beim Wechsel. Die Sorge vor Lock-in, vor einer bewusst
geformten Oko-Allianz und wachsenden Abhingigkei-
ten ist nicht abseitig, sondern eine niichterne Folge der
Architektur. Bindung entsteht in diesen Projekten selten
Uber Lizenzkonditionen, sondern Uber Semantik: Uber
das Datenmodell, das festlegt, was im Unternehmen

Bindung erzeugt. Das Resultat ist eine Verschiebung des
Diskurses. Aus dem politischen Streit um ,,Uberwachung”
wird im Unternehmenskontext eine niichterne Gover-
nance-Frage: Wem gehort die Entscheidungslogik - dem
Unternehmen oder dem Okosystem aus Plattform und
Implementierer?

Dass diese Logik langst tiber klassische IT- und Industrie-
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projekte hinausgeht, zeigen die thematisch fokussierten
Allianzen. AlixPartners und Palantir haben ihre Zusam-
menarbeit schon 2021 aufgesetzt, um Wert aus Daten
Lunlock” zu kdnnen - eine Formulierung, die im Restruk-
turierungs- und Performance-Kontext besonders ehrlich
wirkt. Wo Liquiditat, Lieferfahigkeit und Vertrauen an
Transparenz hangen, wird Datenintegration zur Krisen-
pravention. Im EY-Umfeld illustriert die dreijahrige Part-
nerschaft von EYSA mit Palantir, dass der Mechanismus
in infrastrukturellen Branchen angekommen ist - und
dort rasch politisch wird. Nicht das globale EY-Netzwerk
hat eine breit angelegte Palantir-Allianz ausgerufen,
sondern eine spezifische Einheit im EY-Umfeld, die den
Schulterschluss operativ begriindet. Der Zweck ist un-
missverstandlich technisch und politisch zugleich: hoch-
heterogene Mobilitatsdaten aus offentlichen und priva-
ten Systemen sollen schneller integrierbar, in Echtzeit
auswertbar und Uber Palantirs AIP-Plattform unmittelbar
in Entscheidungen und Anwendungen Ubersetzbar wer-
den. Als Beispiele werden eine Echtzeit-StraBensicher-
heitsplattform, dynamische Preisgestaltung etwa fir
Parken und StraBen sowie Pay-per-Use-Modelle genannt.
Das klingt nach Smart City, ist aber in Wahrheit Steue-
rung. Und es zeigt zugleich, wie Palantir in Europa nicht
primdr Uber ein einziges ,Masterabkommen” vorgeht,
sondern Uber sektorspezifische Ankerpartnerschaften,
die sich bei Erfolg in weitere Regionen und Branchen ver-
langern lassen.

Was folgt daraus fiir Unternehmen, die sich beraten las-
sen? Zundchst eine niichterne Entlastung. Wer Plattform,
Datenintegration und Kl-Operationalisierung in einem
Ansatz bekommt, kann schneller vom Pilot zur Wirkung
gelangen, weil weniger Ubergaben, weniger Uberset-
zungsfehler und weniger Parallelwelten entstehen. Viele
Organisationen scheitern nicht am Algorithmus, sondern
an der Tatsache, dass Daten und Prozesse nicht zusam-
menfinden, Zustandigkeiten verschwimmen und jeder
Bereich sein eigenes ,Wahrheitsdashboard” pflegt. Eine
zentrale Plattform kann das biindeln, disziplinieren und
damit tatsachlich produktiver machen. Genau darin liegt
die Attraktivitat dieses neuen Beratungsmodells: Es lie-
fert nicht nur Argumente, sondern eine Betriebsfahigkeit,
die sich in Kennzahlen tbersetzen l3sst.

Zugleich wachst aber die strategische Abhdngigkeit.
Denn wer die Plattformlogik definiert, definiert auch, was
als ,Wahrheit” im Unternehmen gilt: Welche Daten zah-
len, welche Regeln greifen, welche Kennzahlen entschei-
den - und wer Anderungen freigibt. Die alte Frage ,Make
or buy?” verschiebt sich damit in eine heiklere Variante:
+Wer besitzt das Entscheidungsmodell?” Das ist nicht nur
eine technische, sondern eine organisatorische Frage.
Wenn Entscheidungen kiinftig aus einem gemeinsamen
Daten- und Regelwerk gespeist werden, dann wird Ow-
nership zur Quelle von Souveranitat. Wer Ownership ab-
gibt, gewinnt Geschwindigkeit — und muss dafiir bezah-
len, wenn er die Richtung spater andern will.

Die eigentliche Managementaufgabe liegt deshalb nicht
darin, den nachsten KI-Use-Case zu finden. Sie liegt darin,
die eigene Entscheidungsarchitektur zu schiitzen, bevor
man sie automatisiert. Plattformprojekte sind Investi-
tionen in Governance: in klare Zustéandigkeiten, nachvoll-
ziehbare Modellpflege, robuste Berechtigungsstruk-
turen, dokumentierte Semantik — und in die Fahigkeit,
notfalls aus einem Okosystem herauszukommen, ohne
den Betrieb zu verlieren. Das klingt nach Juristerei und
IT-Detailarbeit, ist aber in Wahrheit Strategie, weil es iber
Freiheitsgrade in den kommenden Jahren entscheidet.

Die Beratungen werden weiter Plattformen einklinken —
weil es 6konomisch sinnvoll ist und weil Kunden Wirkung
verlangen. Die Frage ist nur, wie Unternehmen diese Ent-
wicklung gestalten. Sie kénnen sie als Abkiirzung ver-
stehen, um aus der Pilotitis herauszukommen, und dabei
bewusst eine Betriebslogik einkaufen. Oder sie lassen
sich von der Geschwindigkeit verfiihren und merken erst
spat, dass sie zwar schneller handeln, aber in einer Logik
handeln, die andere definiert haben. Der Unterschied ist
nicht akademisch. Er ist der Unterschied zwischen digita-
ler Modernisierung und digitaler Abhangigkeit — und er
wird sich kiinftig nicht am Organigramm zeigen, sondern
am Datenmodell.

Was sagt die Presse dazu?

Wahrend das Handelsblatt die deutsche Palantir-Debatte
im Dezember 2025 als Mischung aus Leistungsverspre-
chen und Souveranitatsrisiko zuspitzt, fallt die Tonlage in
anderen Wirtschaftsmedien je nach Blickrichtung deut-
lich unterschiedlich aus. Die Wirtschaftswoche bleibt in
der Logik des Verwaltungs- und Standortalltags: Sie be-
richtet Uber den politischen Vorstol3, Palantir breiter zu
priifen, und dokumentiert zugleich die Gegenargumente
des Unternehmens - etwa die Behauptung, ein Daten-
abfluss in die USA sei ,technisch ausgeschlossen”, weil
die Systeme auf behordlicher Infrastruktur betrieben
wiurden. Der Subtext ist typisch deutsch: Nicht Ideologie,
sondern Betriebsrisiko — doch genau dieses Betriebsrisiko
wird politisch, sobald Abhangigkeit zum Thema wird.

Der Economist ist weniger emp0rt als interessiert an der
Mechanik hinter dem Erfolg: Palantir sei keine gewohn-
liche SaaS-Firma, und gerade das ,eingebettete” Modell
- Forward-Deployed Engineers als operative Durchset-
zungseinheit - erklare, warum die Firma Wirkung in Or-
ganisationen schneller realisiert als viele Wettbewerber.
Das ist eine Anerkennung der Umsetzungskraft, aber zu-
gleich eine Warnung zwischen den Zeilen: Wer seine Wir-
kung Uber Einbettung skaliert, baut zwangslaufig hohe
Wechselkosten und strukturelle Bindung auf.

Die Financial Times behandelt Palantir typischerweise
als Doppelwesen: als Wachstums- und Vertragsmaschine
- und als politischen Infrastrukturplayer. In der Bericht-
erstattung dominiert der Hinweis, dass kommerzielle



Want to buy a platform?

Erlose stark wachsen, staatliche Geschéafte aber weiter
eine zentrale Saule bleiben. Parallel beschreibt die FT
das Rollenprofil ,forward-deployed engineers” als neuen
Standardjob der KI-Okonomie: Kl funktioniert nicht, weil
sie existiert, sondern weil Menschen sie in Prozesse hin-
eintragen.

The Times rahmt Palantir starker Gber die Person Alex
Karp und den geopolitischen Stellenwert: Palantir als
strategisches Werkzeug fiir Logistik, Sicherheit und gro-
Be Organisationen, mit sichtbarer Prasenz auch bei nam-
haften kommerziellen Nutzern. Das ist weniger die deut-
sche Datenschutz-Feuilletondebatte, mehr die These:
Software wird Staats- und Wettbewerbsinstrument.
Manager Magazin: In frei auffindbaren, eindeutig passen-
den Stlicken zur deutschen Behorden-Debatte ist mir im
schnellen Abgleich kein Pendant zur Handelsblatt-Serie
aufgefallen; sichtbar sind eher Borsen-/Markt-Beziige
und einzelne Verweise. Wenn du mir einen konkreten
MM-Artikel (Link/Screenshot) gibst, integriere ich ihn
sauber.

Kommt das Thema bei Beratungsunternehmen an? Ja -
und zwar als ,Delivery-Maschine” fiir Unternehmen

Fir den Unternehmens-Einsatz ist die spannendste Ent-
wicklung nicht die Medienkritik, sondern der Schulter-
schluss mit den groBen Professional-Services-Hausern.
Palantir wird zunehmend (ber Beratungspartner skaliert
- also genau liber jene Organisationen, die in Konzernen
ohnehinin Transformationsprogramme eingebettet sind.
Deloitte und Palantir haben 2025 eine strategische Alli-
anz offentlich gemacht, ausdriicklich mit dem Anspruch,
Uber klassische Implementierung hinauszugehen und
kombinierte Lésungen fir kommerzielle Kunden zu bau-
en. Accenture und Palantir haben im Dezember 2025 eine

Benefits of the Platform:
@ Governance

@& Visibility

(y Traceability

@ Cost efficiency

b |
T

= Consulting [

Erweiterung der Partnerschaft kommuniziert, inklusive
einer eigenen ,Accenture Palantir Business Group”, die
Unternehmen helfen soll, KI zu skalieren und operative
Entscheidungen zu verbessern — wiederum Uber Integ-
ration und Umsetzungsleistung, nicht tber reine Soft-
warebereitstellung. Und auch die PwC-UK-Kooperation

wird als mehrjahriges, substanzielles Delivery-Biindnis
beschrieben.

Das ist der Punkt, an dem das ,Ritter”-Bild in der Unter-
nehmenswelt real wird: Der Ritter kommt nicht mehr
nur aus Denver, er kommt im Zweifel im Wappen der Big
Four. Fir Unternehmen heif3t das: schnellerer Roll-out,
mehr Integrationskapazitdt, mehr Prozessndhe - aber
auch: noch hohere Pfadabhangigkeit, weil Plattform +
Beratungs-Operating-Model gemeinsam einrasten. Dass
Palantir in der Debatte langst mehr ist als ein Anbieter,
zeigt sich selbst in der Start-up-Szene. In Pitch-Decks kur-
siert inzwischen eine neue Selbstbeschreibung: Man sei
,im Grunde Palantir — nur fiir Branche X". Der Satz ist we-
niger Prahlerei als Programm. Er behauptet nicht primar
eine liberlegene Analyse, sondern die Fahigkeit, Daten,
Prozesse und Entscheidungen so eng zu verschalten,
dass aus IT wieder Betrieb wird. Und er verrdt zugleich,
warum die Abhdngigkeitsfrage so hartnackig ist: Wer
LPalantir fir X” verspricht, verspricht nicht Software, son-
dern organisatorische Durchdringung - also genau jene
Bindung, die im Alltag Wirkung schafft, politisch aber zur
Hypothek werden kann.

Im Handelsblatt hat Christian Rickens das deutsche Pa-
lantir-Unbehagen am 12. Dezember 2025 in eine Pointe
gegossen, die lange als pragmatische Beruhigungspille
taugte: ,Mir doch egal, ob die Katze schwarz oder weil3
ist, Hauptsache, sie fangt Mduse.” Der Staat sei informati-
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onstechnisch so weit zurtick, dass er sich Autarkietraume
kaum leisten kdnne, schreibt Rickens - bis ihn ausgerech-
net das 6ffentliche Auftreten von Palantir-Chef Alex Karp
ins Grubeln bringt.

Diese Verschiebung ist der Kern des Problems, das man,
etwas zugespitzt, als ,Ritter-These” formulieren kann:
Wenn die Kl bockt, kommt der Ritter — ein Anbieter schickt
hochqualifizierte, eingebettete Teams, die Daten, Prozes-
se und Software im Betrieb so lange zurechtriicken, bis
es funktioniert. Das Modell ist operativ verfiihrerisch,
weil es dort hilft, wo Projekte typischerweise scheitern:
an Schnittstellen, Zustandigkeiten, Prozessrealitat. Nur ist
dieser Ritter nie nur Techniker. Er bringt Herkunft, Rechts-
raum, Interessen und - im Fall hochpolitischer Sicher-
heits- und Migrationsanwendungen - ein Weltbild mit.

Aus amerikanischer Perspektive wird dieser Zusammen-
hang gerade besonders sichtbar. Palantir ist seit Jahren
eng in US-Behordenprojekte eingebunden; jiingere Be-
richte kreisen um Plattformen und Anwendungen im
Umfeld der Einwanderungs- und Sicherheitsbehorden.
Gleichzeitig pflegt Karp eine demonstrativ politische
Tonlage, die in Europa nicht als Folklore gelesen wird,
sondern als Risikoindikator: Wer die Legitimitdt einer
Technologie Uber Kulturkampf begriindet, macht ihre
Beschaffung zur Weltanschauungsfrage. Hinzu kommt
eine zweite, nlichternere Entwicklung: Europa organisiert
gerade sichtbar Souveranitats-Architekturen, weil man
den transatlantischen Rechts- und Vertrauensraum nicht
mehr als stabilen Normalzustand behandelt. Dass aus-
gerechnet AWS eine ,European Sovereign Cloud” auflegt
— physisch und rechtlich getrennt und mit EU-Aufsichts-
konstruktionen - ist weniger Marketing als Symptom
einer neuen Lageeinschatzung. Wenn schon Cloud-Infra-
struktur unter Souveranitatsvorbehalt gestellt wird, gilt
das erst recht fiir Software, die Ermittlungs-, Lage- oder
Migrationsprozesse beschleunigt.

Quellen:

Handelsblatt Morning Briefing (Christian Rickens), ,Das
Palantir-Dilemma - kénnen wir uns auf die USA verlas-
sen?” (12.12.2025). Handelsblatt-Interview ,Palantir-Chef
Alex Karp: ,Niemand spricht mehr tber Deutschland”
(Jahn/Holtermann, 22.12.2025).

Reuters zur AWS European Sovereign Cloud (15.01.2026).
Erganzend: Berichte zu Palantir und US-Behérdenprojek-
ten sowie Karps politischer Positionierung.

WirtschaftsWoche (30.07.2025): Palantir: Dobrindt pruft
Einsatz von umstrittener US-Sicherheitssoftware
https://www.wiwo.de/politik/deutschland/palantir-do-
brindt-prueft-einsatz-von-umstrittener-us-sicherheits-
software/100145043.html

WirtschaftsWoche (10.12.2025): Palantir: Festhalten an US-
Uberwachungssoftware irritiert ...
https://www.wiwo.de/politik/deutschland/palantir-fest-
halten-an-us-ueberwachungssoftware-irritiert-verfas-
sungspraesident-und-politik/100182412.html

WirtschaftsWoche (10.08.2025): Palantir wehrt sich: Da-
tenabfluss ,technisch ausgeschlossen”
https://www.wiwo.de/unternehmen/it/nach-kritik-pa-
lantir-wehrt-sich-datenabfluss-technisch-ausgeschlos-
sen/100147433.html

The Economist (05.11.2025): Why Palantir’'s success will
outlast Al exuberance
https://www.economist.com/business/2025/11/05/why-
palantirs-success-will-outlast-ai-exuberance

The Economist (14.12.2025): Job apocalypse? Not yet. Al is
creating brand new occupations
https://www.economist.com/business/2025/12/14/job-
apocalypse-not-yet-ai-is-creating-brand-new-occupati-
ons

Financial Times (01.11.2025): The new hot job in Al: for-
ward-deployed engineers
https://www.ft.com/content/91002071-7874-4cb7-9245-
08ca0571c408

Financial Times (05.08.2025): Palantir lifts outlook as Al
boom sends quarterly revenue to $1bn
https://www.ft.com/content/d2f8e180-2b27-48ef-9d70-
2d156733d25f

The Times (Paywall; 2025): Alex Karp was a pariah. Now he
has the ear of presidents and PMs
https://www.thetimes.co.uk/article/palantir-ceo-alex-
karp-london-ai-talent-00bzpgrc5

Deloitte (21.07.2025): Newly Launched Deloitte and Palan-
tir Strategic Alliance ...



https://www.deloitte.com/us/en/about/press-room/delo-
itte-palantir-strategic-alliance.html

Accenture/Palantir (16.12.2025; Bizwire via FT Markets):
Accenture and Palantir Expand Global Strategic Partner-
ship ...
https://markets.ft.com/data/announce/detail?do-
ckey=600-202512161604BIZWIRE_USPRX____20251216_
BW150307-1

PwC UK/Palantir (19.11.2025; Bizwire via FT Markets): Pa-
lantir and PwC UK Sign a Multi-Year...
https://markets.ft.com/data/announce/detail?do-
ckey=600-202511190200BIZWIRE_USPRX 20251118_
BW441737-1

Ethicrithm (2025): Closing the Al Adoption Gap: Why For-
ward-Deployed Engineering Matters
- Argumentiert, dass eingebettete Engineering-Teams ein
wirksames organisatorisches Modell zur Uberbriickung
der Kl-,Adoption Gap” sind (Pilot- vs. Produktivphase)
und nennt konkrete Nutzenfaktoren.

Salesforce Blog (Nov. 2025): Today's Hottest Role: Forward
Deployed Engineer

- Fallbeispiel, wie FDE-Teams operative Kl-Projekte wie-
der auf Kurs bringen und Adoption beschleunigen.

Rocketlane (Dez. 2025): Forward-Deployed Engineer
(FDE): The Essential 2026 Guide

- Branchenanalyse mit praktischen Einsatzmustern, Ad-
optionserfahrungen und Argumenten, warum Embed-
ded Teams moderne SaaS/Al-Rollouts beschleunigen.

,The Palantirization of everything”, a16z Technology Re-
view, 20. Dezember 2025, https://a16z.com/the-palantiri-
zation-of-everything/

+Why Forward Deployed Engineers Matter in Al Delivery”,
Pragmatic Engineer Newsletter, 12. August 2025, https://
newsletter.pragmaticengineer.com/p/forward-deployed-
engineers

,Forward Deployed Engineers: Al's Answer to the SaaS
Customization Paradox”, Tao An, 9. Oktober 2025,
https://tao-hpu.medium.com/forward-deployed-engi-
neers-ais-answer-to-the-saas-customization-paradox-
1223e6425b6f
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DIE WERTSCHOPFUNG

WANDERT AB

Dass Europas Wachstum schwach bleibt, obwohl Unternehmen produktiver werden, hat nicht nur konjunkturelle oder
demografische Griinde. Ein wesentlicher Teil des Problems ist strukturell — und er liegt in der Architektur der digitalen
Wertschopfung selbst. Die entscheidende Steuerungsebene moderner Industrie, die Enterprise-KI-Schicht, befindet

sich Uberwiegend auf3erhalb Europas.

Es gehort zu den triigerischen Beruhigungen der digi-
talen Gegenwart, dass Daten inzwischen als nationaler
Rohstoff betrachtet werden. Solange sie im eigenen
Rechenzentrum liegen oder zumindest in europdischen
Cloud-Regionen gespeichert sind, scheint die Welt in
Ordnung. Doch diese Sicht greift zu kurz. Denn die ei-
gentliche Macht moderner Okonomie liegt nicht mehr
im Besitz der Daten, sondern in der Kontrolle {iber jene
Systeme, die aus Daten Entscheidungen, Prioritaten und
Skaleneffekte erzeugen.

In dieser Hinsicht vollzieht sich derzeit eine stille, aber
folgenreiche Verschiebung - insbesondere durch soge-
nannte Enterprise-KI-Plattformen wie Palantir Foundry
oder vergleichbare US-Stacks. Sie werden in immer mehr
europdischen Industrieunternehmen eingesetzt, von
der Automobilproduktion iber Chemie und Energie bis
hin zur Logistik. Die Systeme integrieren Produktions-
daten, Lieferketten, Wartungszyklen und Risikomodelle
und Ubersetzen sie in operative Empfehlungen. Das Ver-
sprechen lautet Effizienz, Resilienz und Geschwindigkeit
- und es wird hdufig eingel0st.

Entgegen einem verbreiteten Missverstandnis bedeutet
das nicht, dass ,alle Daten nach Amerika wandern”. In
den meisten industriellen Anwendungen liegen die ope-
rativen Daten weiterhin vor Ort, in unternehmenseige-
nen Rechenzentren oder in europdischen Cloud-Regio-
nen. Vertrdage, Verschliisselung und Mandantentrennung
sorgen daflir, dass Datenschutzvorgaben formal einge-
halten werden. Juristisch ist diese Konstruktion sauber,
technisch ausgefeilt und politisch akzeptiert.

Doch genau hier beginnt das eigentliche Problem. Denn
wdhrend die Daten in Europa bleiben, liegt die System-
intelligenz woanders. Die Ontologien, also die formalen
Abbildungen von Produktionsprozessen, Lieferketten
und Entscheidungswegen, werden von den Plattform-

anbietern definiert. Die Update-Zyklen, Modellarchi-
tekturen und Optimierungslogiken kommen aus den
Entwicklungszentren der Anbieter. Und vor allem: Die
Lernkurven entstehen auf Plattformebene, nicht beim
einzelnen Nutzer.

Mit jedem Werk, jeder Fabrik und jeder Lieferkette, die
an ein solches Enterprise-KI-System angeschlossen wird,
wachst das implizite Wissen dariiber, welche Entschei-
dungslogiken funktionieren, welche Abweichungen teu-
er sind und welche Muster sich skalieren lassen. Dieses
Wissen lasst sich nicht einfach extrahieren oder nachbau-
en. Es bleibt dort, wo die Plattform kontrolliert wird.

Fur einzelne Unternehmen ist diese Entwicklung rational.
Wer im globalen Wettbewerb steht, kann es sich kaum
leisten, auf bewdhrte Systeme zu verzichten, nur um
abstrakte Souverdnitatsfragen zu klaren. Die Effekte sind
messbar: geringerer Ausschuss, stabilere Lieferketten,
hohere Anlagenverfligbarkeit, schnellere Reaktionsfahig-
keit. In einer Zeit knapper Margen und hoher Unsicher-
heit wiegt das schwerer als geopolitische Erwdgungen.
Fur Europa als Wirtschaftsraum jedoch ist die Bilanz er-
niichternd.

Denn hier zeigt sich eine zweite, unbequeme Wahrheit
des schwachen Wachstums: Wertschopfung wandert
nicht mehr dort ab, wo Fabriken schliefen, sondern
dort, wo Entscheidungslogiken standardisiert werden.
Europdische Unternehmen produzieren weiter, oft hoch
effizient. Doch die strategische Rendite aus Software,
Skaleneffekten und Systemwissen entsteht anderswo. Li-
zenzzahlungen flieBen ab, wahrend die entscheidenden
Lernprozesse in US-Plattformen gebiindelt werden.

Dieses Muster erklart einen Teil des europaischen Wachs-
tumsparadoxons. Investitionen bleiben hoch, Beschafti-
gung stabil, Produktivitat verbessert sich punktuell - und



dennoch fallt das Wachstum im internationalen Vergleich
schwach aus. Der Grund liegt nicht allein in Energieprei-
sen, Demografie oder Regulierung. Er liegt auch darin,
dass die entscheidende digitale Wertschopfungsschicht
nicht in Europa kontrolliert wird.

Bemerkenswert ist, wie selten diese Frage offen disku-
tiert wird. Die politische Debatte konzentriert sich auf
Datenschutz, Cloud-Zertifizierungen und einzelne Ver-
gabeverfahren. Das sind wichtige, aber nachgelagerte
Fragen. Die eigentliche Verschiebung vollzieht sich leise
Uber Vertrage, Schnittstellen und Standards. Wer heute
das operative Betriebssystem der Industrie stellt, defi-
niert morgen, was als effizient, rational und alternativlos

gilt.

Dass viele deutsche Unternehmen diese Systeme ak-
zeptieren, ist kein Ausdruck von Naivitat, sondern von
okonomischem Realismus. Dass Europa bislang keine
Uberzeugende Antwort auf diese Entwicklung gefunden
hat, ist jedoch ein strukturelles Versdumnis. Eine eigene
Enterprise-KI-Schicht aufzubauen ware teuer, langwierig
und riskant. Doch sie nicht einmal strategisch zu adres-
sieren, ist der sichere Weg in eine digitale Abhangigkeit
ohne politische Debatte.

Europa wird seine industrielle Basis nicht verlieren. Aber
es lauft Gefahr, ihre digitale Rendite aus der Hand zu ge-
ben. Die Daten bleiben hier — die Logik, die aus ihnen
Macht macht, zieht weiter.

I'll be off

Europa steht an einem Punkt, an dem industriepolitische
Entscheidungen nicht mehr an Fabriktoren, sondern an
Software-Architekturen getroffen werden. Die entschei-
dende Frage lautet nicht langer, wo produziert wird, son-
dern wer definiert, nach welchen Logiken Produktion,
Logistik und Investitionen kiinftig gesteuert werden.
Enterprise-Kl ist keine Zusatztechnologie, sie ist die neue
Steuerungsebene der Wertschopfung.

Dass deutsche und europdische Unternehmen heute
auf leistungsfahige US-Plattformen zurlickgreifen, ist
betriebswirtschaftlich rational. Es ware weltfremd, von
Konzernen im globalen Wettbewerb zu verlangen, auf
Effizienzgewinne zu verzichten, nur um ein industriepoli-
tisches Ideal zu verteidigen, das bislang keine funktiona-
le Alternative bietet. Industriepolitik darf Unternehmen
nicht zu Symboltrdgern politischer Versaumnisse ma-
chen.

Gerade deshalb ist der Staat gefordert. Nicht mit Verbo-
ten, nicht mit Appellen, sondern mit Strukturpolitik. Wer
digitale Souveranitat ernst meint, muss dort investieren,
wo Wertschopfung heute entsteht: in eigene Daten- und
Entscheidungsplattformen fiir Industrie, Energie, Logis-
tik und Sicherheit. Nicht als nationale Inselldsungen, son-
dern europadisch skaliert, anschlussfahig an bestehende
industrielle Realitaten und offen fiir private Investitionen.
Das bedeutet auch, sich von einer bequemen lllusion
zu verabschieden: Datenschutz ersetzt keine Technolo-
giepolitik. Cloud-Zertifikate schaffen keine Alternativen.
Und Forderprogramme ohne industriellen Anker erzeu-
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gen keine Okosysteme. Was fehlt, ist ein europaischer
Anspruch auf Systemkompetenz - die Fahigkeit, komple-
xe industrielle Entscheidungsarchitekturen selbst zu ent-
werfen, zu betreiben und weiterzuentwickeln.

Die Vereinigten Staaten haben diesen Zusammenhang
erkannt. Dort werden Enterprise-KI-Plattformen offen als
strategische Infrastruktur behandelt — wirtschaftlich, si-
cherheitspolitisch und industriepolitisch zugleich. Euro-
pa hingegen diskutiert noch, ob es sich um ein IT-Thema
oder ein Regulierungsproblem handelt. Diese Verzdge-
rung hat ihren Preis, und er zeigt sich nicht in Schlagzei-
len, sondern in dauerhaft schwachem Wachstum.

Noch ist nichts verloren. Europas industrielle Basis ist
stark, seine Datenbasis reich, seine Ingenieurskultur un-
gebrochen. Aber ohne eine eigene Kontrolle tGber die
digitale Steuerungsebene droht diese Starke zur verlan-
gerten Werkbank fremder Systeme zu werden. Produ-
ziert wird hier. Gesteuert wird anderswo. Und die Rendite
folgt der Steuerung.

Industriepolitik im 21. Jahrhundert beginnt nicht bei
Subventionen, sondern bei Architekturen. Wer diese Ar-
chitekturen nicht selbst baut, wird sie nutzen - zu frem-
den Bedingungen. Das ist keine Frage der Ideologie. Es
ist eine Frage wirtschaftlicher Vernunft.

Enterprise-Kl ist nicht einfach ein weiteres IT-Werkzeug.
Sie bildet eine neue operative Ebene zwischen Manage-
ment, Produktion und Markt. Plattformen wie Palantir
Foundry, aber auch integrierte Kl-Stacks der gro3en US-
Hyperscaler, biindeln operative Daten aus Werken, Lie-
ferketten, Energieversorgung, Wartung, Finanzen und
Personal. Auf dieser Basis definieren sie Entscheidungs-
logiken: Welche Produktionslinie wird priorisiert? Welche
Lieferanten gelten als risikobehaftet? Wo lohnt sich eine
Investition, wo nicht? Welche Bestande werden redu-
ziert, welche hochgefahren?

Wer diese Ebene kontrolliert, kontrolliert nicht nur Pro-
zesse, sondern die Lernfahigkeit der Organisation. Denn
Enterprise-KI ist kein statisches Produkt. Sie verbessert
sich mit jeder Entscheidung, mit jedem Ausnahmefall,
mit jeder Krise. Die Modelle lernen aus realen indust-
riellen Ablaufen — und dieses Lernen ist der eigentliche
Wert.

Genau hier liegt das europdische Dilemma. Viele euro-
paische Industrieunternehmen nutzen diese Systeme
inzwischen flachendeckend. Sie tun dies aus rationalen
Griinden: Die Plattformen funktionieren, sie lassen sich
relativ schnell integrieren, sie liefern messbare Effizienz-
gewinne. Doch sie bleiben Nutzer, nicht Eigentiimer die-
ser Entscheidungsarchitektur.

Die 6konomischen Folgen sind subtil, aber erheblich.
Erstens flieBen kontinuierlich Lizenz-, Wartungs- und Be-
ratungszahlungen ab. Das ist noch der sichtbarste Teil.

Schwerer wiegt zweitens, dass die entscheidenden Lern-
kurven nicht im Unternehmen selbst verbleiben. Opti-
mierungslogiken, Ausnahmeregeln, branchenspezifische
Modelle und implizites Prozesswissen werden auf Platt-
formebene abstrahiert und weiterentwickelt — haufig
Uber mehrere Kunden hinweg. Dieses Systemwissen ak-
kumuliert beim Plattformanbieter, nicht beim Anwender.

Skaleneffekte entstehen dort, wo die Plattform skaliert,
nicht dort, wo produziert wird. Wenn ein US-Anbieter
seine KI-Modelle auf Basis von Daten aus Dutzenden
europaischer Werke weiterentwickelt und diese Modelle
anschlieBend weltweit ausrollt, entsteht Wertschépfung
in Kalifornien oder Denver, nicht in Nordrhein-Westfalen
oder Baden-Wirttemberg. Europdische Industrie wird
damit Teil einer globalen Lernmaschine, deren Rendite
anderswo realisiert wird. Wer die Enterprise-KI betreibt,
definiert implizit Standards: Datenmodelle, Schnittstel-
len, Bewertungsmetriken. Diese Standards setzen sich oft
schneller durch als formale Normen oder politische Re-
gulierung. Unternehmen, die einmal tief integriert sind,
wechseln nicht leicht den Anbieter — nicht aus Bequem-
lichkeit, sondern weil ihre operative Logik bereits auf die-
ser Plattform abgebildet ist. Abhdngigkeit entsteht nicht
durch Zwang, sondern durch Funktionalitat.

Das Resultat ist eine neue Arbeitsteilung. Produziert wird
weiterhin in Europa: Maschinen laufen, Werke sind aus-
gelastet, Beschiftigung bleibt — vorerst - stabil. Doch die
strategische Rendite der Digitalisierung, also jene Wert-
schopfung, die aus Steuerung, Skalierung und Lernfa-
higkeit entsteht, fallt auBerhalb Europas an. Europa wird
effizienter, aber nicht souveraner. Produktiver, aber nicht
gestaltender.

Diese Entwicklung erkldrt, warum Produktivitatsgewin-
ne bislang kaum in Wachstum, Investitionsdynamik oder
steigende Unternehmensbewertungen europadischer
Industrie Ubersetzen. Die operative Exzellenz wird inter-
nalisiert, der strategische Hebel externalisiert. Was bleibt,
ist ein industrielles System, das technisch modernisiert
wird, ohne die neue Wertschopfungsschicht selbst zu be-
sitzen.

Das ist keine Folge falscher Unternehmensentscheidun-
gen, sondern das Ergebnis fehlender Alternativen auf
Systemebene. Der Aufbau eigener europdischer Enterpri-
se-KI-Plattformen ware kapitalintensiv, langwierig und
politisch heikel. Doch ohne diesen Schritt bleibt Europa
in einer strukturellen Position des Anwenders — und An-
wender profitieren in digitalen Okosystemen selten tiber-
proportional.

Die unbequeme Wahrheit lautet daher: Europas Indus-
trie digitalisiert sich erfolgreich — aber auf einer Infra-
struktur, die ihr nicht gehort. Solange das so bleibt, wird
Effizienz nicht zu Wachstum, und Produktivitat nicht zu
strategischem Wohlstand. Die Debatte Uber ,Enterprise-
KI“ wird gern als Wettbewerb der Modelle gefiihrt - als



“Our profits are offshoring.”
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ginge es um Parameterzahlen, Benchmarks und ein biss-
chen Cloud-Skalierung. In der Wirklichkeit entscheidet
sich Macht aber dort, wo Kl in Organisationen landet: in
den Datenpipelines, den Berechtigungen, den Arbeits-
ablaufen und den Interfaces, Uber die Vorstande, Minis-
terien, Einsatzstdabe und Werksleiter Gberhaupt erst zu
ihren ,Optionen” kommen. Wer diese Schicht kontrolliert,
kontrolliert nicht automatisch Entscheidungen - aber er
formt, was als entscheidbar gilt. Palantir ist in dieser Diszi-
plin weniger ein weiterer KI-Anbieter als ein Anbieter von
Entscheidungs-Infrastruktur.

Man kann das an zwei Welten beobachten, die in Euro-
pa gern getrennt gedacht werden, tatsachlich aber tiber
dieselben Technologien zusammenlaufen: Verteidigung
und Wertschopfung. In GroBbritannien etwa wird Palan-
tir im staatlichen Gesundheitswesen zur Daten-Klammer:
Der Zuschlag fiir die ,Federated Data Platform” ging an
Palantir Technologies UK; das britische Vertragsregister
weist daftr ein Gesamtvolumen von rund 182,2 Millio-
nen Pfund aus (Laufzeit bis 2027). contractsfinder.service.
gov.uk Es geht dabei nicht um eine App, sondern um die
Frage, welche Daten wie zusammengefiihrt, zuganglich
gemacht und in Entscheidungsprozesse eingespeist wer-
den - das klassische Terrain, auf dem ,Enterprise-KI” spa-
ter aufsetzt.

Die zweite Welt ist die militarische. Hier ist der Punkt
nicht, ob Kl ,entscheidet”, sondern ob sie in der Lage
ist, Daten vom Sensor bis zur Fiihrungsentscheidung so
zu verarbeiten, dass Streitkrafte Gberhaupt mit Tempo
arbeiten kdnnen. Genau auf diese Architektur zielt das
Konsortium von Palantir und Anduril, das Ende 2024 6f-
fentlich angekiindigt wurde: Palantirs AIP und Maven-Fa-
higkeiten sollen mit Andurils Lattice-Software sowie der
+Menace"-C4-Hardware gekoppelt werden - ausdriick-
lich ,from the edge to the enterprise”. European Commis-
sion Das ist keine technische Fu3note, sondern eine stra-
tegische Setzung: Wenn eine durchgehende Pipeline aus
Erfassung, Datenhaltung, Modelltraining, Inferenz und
Command-Layer einmal als Referenz gilt, wird sie zum
Standard, an den sich Beschaffung, Ausbildung, Interope-
rabilitdt und Industrieanbindung ausrichten.

Damit sind wir bei der europdischen Produktionsfrage —
und beim Wohlstand. Denn ,Enterprise-KI“ ist im indust-
riellen Kern Europas vor allem dies: ein Versuch, knappe
Ressourcen (Energie, Material, Zeit, Fachkrafte) so zu ko-
ordinieren, dass Ausstof3, Qualitdt und Resilienz steigen.
Die harten Daten zeigen, wie diinn die Luft ist: Das Statis-
tische Bundesamt meldete jlingst fiir Oktober 2025 einen
Rickgang der deutschen Industrieproduktion gegentiber
dem Vormonat. DefenseScoop In einem Land, dessen
Geschiftsmodell lange auf industrieller Uberlegenheit
beruhte, sind solche Meldungen nicht nur Konjunktur-
rauschen; sie sind ein Hinweis darauf, dass Produktivitat
und Koordinationsfahigkeit wieder zum Standortthema
werden - und damit die Systeme, die Produktion, Liefer-
ketten und Instandhaltung ,lesbar” machen.

In dieser Schicht operiert Palantir Foundry. Foundry ist
vereinfacht gesagt keine einzelne Kl, sondern eine Platt-
form, die Daten aus vielen Quellen — Maschinen-Teleme-
try, ERP, MES, Qualitatsdaten, Logistik, Einkauf, Complian-
ce - so zusammenfihrt, dass sie in einer gemeinsamen
Semantik (,Ontologie”) abfragbar und operationalisier-
bar werden. Der Wert entsteht nicht erst, wenn ein Mo-
dell lauft, sondern wenn Organisationen akzeptieren,
dass ihre Prozesse in Datenlogiken Ubersetzt werden:
Wer welche Sicht bekommt, welche Kennzahl ,offiziell”
ist, welche Abweichung dokumentationspflichtig wird,
welche MaBnahme als risikoreich gilt. Genau deshalb ist
Foundry in der Praxis hdufig naher an einem Betriebssys-
tem der Organisation als an einem klassischen Analytics-
Werkzeug.

Wie greifbar diese Logik in der Industrie ist, zeigen Bei-
spiele, die nicht auf Gerlichten beruhen, sondern auf
offentlich dokumentierten Partnerschaften. Merck hat
etwa in der Halbleiter- und Prozessdatenwelt rund um
Palantir Foundry wiederholt offentlich referenziert; die
Merck-Kommunikation beschreibt Foundry als Infra-
struktur, Uber die Entwickler und Partner ,real-world va-
lue” aus Daten und Analytics generieren kdnnen. Merck
Group Wer Halbleiter-Lieferketten und Produktionsquali-
tat im Griff hat, hat in Europa nicht nur einen Kostenvor-
teil, sondern strategische Souveranitat — weil moderne
Industrie ohne Chips schlicht nicht stattfindet.

Die industrielle Pointe ist dabei unerquicklich: Je starker
LEnterprise-KI” in diese Prozessschicht eingreift, desto
weniger ist sie austauschbar. Modelle kann man wech-
seln, Datenpipelines und Ontologien nicht ohne Schmer-
zen. Wer einmal eine ,Single Source of Truth” etabliert
hat, verandert Organisationen. Aus Sicht eines CFO ist
das zundchst ein Versprechen: weniger Ausschuss, we-
niger Stillstand, bessere Planbarkeit. Aus Sicht der politi-
schen Okonomie ist es ein Machtfaktor: Wer die Plattform
stellt, definiert implizit Standards, Schnittstellen und Ab-
hangigkeiten — und wird damit zum stillen Mitspieler von
Wertschopfung.

Diese Dynamik wird zusatzlich politisiert — und zwar nicht
nur in Sonntagsreden. In den Vereinigten Staaten hat sich
in den letzten Jahren sichtbar ein neuer Schulterschluss
zwischen Defense-Tech und Regierung gebildet, flankiert
von einer Beschaffungsagenda, die Geschwindigkeit,
Skalierung und ,commercial off-the-shelf” betont. Ein
Indiz ist nicht irgendein Tweet, sondern die wachsende
Institutionalisierung solcher Netzwerke: Konferenzen,
auf denen CEOs groBer Defense-Tech-Firmen mit Regie-
rungs- und Kongressvertretern Beschaffungsreformen
als Kernfrage verhandeln, sind langst Teil des Betriebs. In
diesem Klima steigen die Chancen jener Anbieter, die be-
haupten, nicht nur Technologie zu liefern, sondern Tem-

po.

Flr Europa bedeutet das: Der Wettbewerb um ,Enterpri-
se-KI” wird zum Wettbewerb um Referenzarchitekturen.



Wer in NATO- und Partnerkontexten interoperabel blei-
ben will, wird sich an Daten- und Entscheidungslogiken
orientieren mussen, die faktisch aus den USA kommen
- nicht zwingend aus bdser Absicht, sondern weil die
schnellsten Systeme sich in Krisenlagen durchsetzen.
Die europaische Souveranitatsdebatte bleibt derweil oft
beim Datenschutz stehen, wahrend die eigentliche Verla-
gerung Uber Standards, Schnittstellen und Vertragsbezie-
hungen lauft. Das ist kein Pladoyer gegen Datenschutz,
sondern eine Erinnerung daran, dass Grundrechte nicht
dadurch geschiitzt werden, dass man den Maschinen-
raum ignoriert.

Und was sagen ,andere KI-Unternehmen” dazu - sehen
sie Palantir als Bedrohung? In der belegbaren Welt ist die
Lage weniger dramatisch, aber nicht weniger aufschluss-
reich: Viele grof3e KI- und Cloud-Akteure agieren gegen-
Uber Palantir zugleich als Partner und als Konkurrenten.
So hat Reuters berichtet, dass Palantir einen Deal mit
Google Cloud geschlossen hat, um Palantir-Software fir
Kunden von US-Regierungsbehodrden bereitzustellen —
ein klassischer Fall, in dem ein Hyperscaler nicht ,gegen”
Palantir kimpft, sondern Palantir als vertikale Schicht flr
den Public-Sector nutzt. Merck Group Das ist eine stille
Anerkennung dessen, worin Palantir stark ist: nicht im
Training groBer Basismodelle, sondern in der Operatio-
nalisierung in hochregulierten, sicherheitskritischen Um-
gebungen.

Chinas Gegenstlick? Auch hier sollte man die Frage nicht
als ,wer hat das bessere Modell” formulieren, sondern als
+wer kontrolliert den Stack”. China verfiigt ber machtige
Cloud- und KI-Plattformen (Alibaba Cloud, Huawei Cloud,
Baidu u.a.) und liber einen Staat, der Datenzugang, Stan-

dardsetzung und industrielle Implementierung zentraler
steuern kann als westliche Demokratien. Der Unterschied
liegt weniger im Talent als in der Governance-Form: Wo der
Westen versucht, private Anbieter als ,Hard-Tech-Verteidi-
ger”zu mobilisieren, kann China systemischer koordinieren
- allerdings um den Preis anderer Freiheits- und Kontroll-
verhaltnisse. Wer ,vorn” ist, hangt daher vom Feld ab: In
westlichen Sicherheitsarchitekturen haben Palantir/Anduril
durch reale Programme, Vertrage und Interoperabilitatslo-
giken strukturelle Vorteile; in der Breite der Industrieimple-
mentierung kann China durch staatliche Hebel schnell ska-
lieren. Eine eindeutige Gesamtwertung ware unserios — die
Stacks sind unterschiedlich gebaut, die Ziele auch.

Was folgt daraus fiir Europa und Deutschland, wenn man
Wohlstand nicht als Naturzustand missversteht? Erstens:
Enterprise-KI muss als Infrastrukturpolitik begriffen wer-
den — mit Eigentums-, Standard- und Lock-in-Fragen, nicht
nur als Innovationsnarrativ. Zweitens: Wer in der Produk-
tion produktiver werden will, braucht Datenrdume und
Prozessintegration; wer dabei die Plattformhoheit verliert,
wird zwar kurzfristig effizienter, aber langfristig abhangig.
Drittens: In Verteidigung und innerer Sicherheit sollte In-
teroperabilitat nicht automatisch mit ,Import kompletter
Stacks” verwechselt werden; wo europaische Alternativen
realistisch sind, missen sie politisch und finanziell so aus-
gestattet werden, dass sie nicht aus Prinzip, sondern aus
Leistungsfahigkeit bestehen.

Enterprise-KI ist damit we-
niger der ndachste Mode-
trend als eine neue Schicht
der Wertschopfung - und
der Macht. Wer sie unter-
schatzt, wird sich spater
damit trosten missen, dass
man immerhin friih dariiber
diskutiert hat.
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DAS PALANTIR OKOSYSTEM

Dieser Leitfaden dient der Vertiefung des Verstandnisses eines aufstrebenden Technologie-Okosystems, das um
die Unternehmen Palantir, Anduril und Erebor entstanden ist. Er beleuchtet die zentralen Akteure, die zugrunde
liegenden Ideologien und die strategischen Implikationen, insbesondere flir Deutschland. Die Analyse stiitzt sich
auf die Verflechtungen von Kapital, Personal und politischen Narrativen, die aus einem eng vernetzten Milieu im
Silicon Valley stammen, das oft als ,Palantir-Mafia” bezeichnet wird.

Quiz zur Wissensiiberpriifung Antwortschliissel
Beantworten Sie die folgenden Fragen in jeweils zwei
bis drei Satzen, um lhr Verstandnis der Kernkonzepte zu

Uberprifen.

1. Die drei Bausteine sind Palantir, Anduril und
Erebor. Palantir liefert die Daten- und Entschei-

1. Welche drei komplementaren Bausteine bil-
den das in den Texten beschriebene ,Hard
Tech”-Okosystem und welche Funktion hat jeder
Baustein?

2. Worin unterscheidet sich das Geschaftsmodell
von Anduril Industries von dem klassischer Riis-
tungsunternehmen?

3. Welche spezifische Rolle soll die Finanzinfra-
struktur Erebor innerhalb dieses Okosystems
spielen?

4. Beschreiben Sie die ideologische Haltung, die
Schlisselfiguren wie Peter Thiel zugeschrieben
wird.

5. Auf welche Weise greifen Tech-CEOs wie Alex
Karp und Elon Musk laut den Quellen in den poli-
tischen Diskurs ein?

6. Was definiert die ,Palantir-Mafia” und wodurch
unterscheidet sie sich von frilheren Tech-Alum-
ni-Netzwerken wie der ,PayPal-Mafia“?

7. Welche strategische Funktion hat der Begriff
,Hard Tech” in der 6ffentlichen Debatte?

8. Was ist das System ,Lattice” von Anduril und
welche Metapher wird verwendet, um seine
Funktion zu beschreiben?

9. Woher stammt das urspriingliche Software-
konzept, auf dem die Technologie von Palantir
aufbaut?

10. Was wird als die zentrale Herausforderung
fir Deutschland im Umgang mit diesem neuen
Technologie-Okosystem dargestellt?

dungsplattform, Anduril stellt die autonomen
Waffensysteme zur physischen Durchsetzung
bereit und Erebor bildet die spezialisierte Fi-
nanzinfrastruktur, die diesen Unternehmen Ka-
pital und Bankdienstleistungen zur Verfligung
stellt. Zusammen bilden sie eine Kette von Ent-
scheidung, Durchsetzung und Finanzierung.

2. Anduril setzt im Gegensatz zu traditionellen
Rustungsunternehmen nicht auf langjahrige,
staatlich vorfinanzierte Entwicklungsprogram-
me. Stattdessen nutzt das Unternehmen priva-
te Kapitalrunden fiir eine schnelle Iteration und
bietet dem Pentagon bereits fertige Systeme an.
Dieses Vorgehen ermdglicht eine drastische Ver-
kirzung der Entwicklungszyklen.

3. Erebor wurde initiiert, um als spezialisierte
Bank fiir Hard-Tech-, Verteidigungs- und Infra-
strukturunternehmen zu fungieren. Die Bank
soll Kredite, Zahlungsverkehr und Finanzdienst-
leistungen fir genau jene Firmen bereitstellen,
die von klassischen Banken oft als zu politisch,
riskant oder regulatorisch unbequem eingestuft
werden.

4, Peter Thiel duBert seit Jahren Skepsis gegen-
Uber liberaler Demokratie, Wettbewerbsideolo-
gie und Uberbordender Regulierung. In seinem
Denken gelten Ordnung, Entscheidungskraft
und Durchgriff als Voraussetzungen fiir Fort-
schritt. Er investiert gezielt in ,entscheidende
Technologien” (Verteidigung, Energie, Finan-
zen), die staatliche Handlungsfahigkeit nicht nur
begleiten, sondern aktiv formen sollen.

5. Tech-CEOs wie Alex Karp und Elon Musk nut-
zen ihre Position und die von ihnen kontrollierte
Infrastruktur, um direkte politische Forderungen



zu stellen und Narrative zu pragen. Karp kritisiert
Deutschlands Technologie- und Migrationspoli-
tik scharf, wahrend Musk seine Plattform X (ehe-
mals Twitter) nutzt, um europdische Regulierung
anzugreifen und Sympathien fir politische Positi-
onen wie die der AfD zu duBBern. Sie agieren nicht
mehr als Lobbyisten, sondern als direkte politi-
sche Akteure.

6. Die ,Palantir-Mafia” ist ein Netzwerk ehema-
liger Mitarbeiter, Griinder und Investoren von
Palantir. Im Gegensatz zur ,PayPal-Mafia“, die
sich auf Konsumentenplattformen konzentrierte,
liegt der Fokus des Palantir-Netzwerks auf sicher-
heits-, industrie- und staatlich relevanter Infra-
struktur wie Datenanalyse, Waffensystemen und
Finanzen. Es geht weniger um eine Clique als um
eine Systemarchitektur, in der Ordnung selbst
zum Produkt wird.

7. Der Begriff ,Hard Tech” verschiebt die Debat-
te von Themen wie Riistung, Uberwachung oder
Machtkonzentration hin zu positiver konnotier-
ten Konzepten wie Schutz, Resilienz und west-
lichen Werten. Kritik an diesen Technologien
erscheint dadurch schnell als naiv oder verant-
wortungslos, wahrend Effizienz moralisch aufge-
laden wird.

8. ,Lattice” ist das Kl-gestiitzte Betriebssystem
von Anduril, das Daten von autonomen Drohnen,
Unterwasserfahrzeugen und verteilter Sensorik
zusammenfihrt. Militdranalysten beschreiben
es als das ,Nervensystem des Gefechtsfelds”, das
in die JADC2-Architektur der USA eingebettet ist
und die Logik des Waffeneinsatzes kontrolliert.

9. Das grundlegende Konzept fiir die Software
von Palantir stammte von der Technologie, die
urspriinglich bei PayPal entwickelt wurde. Diese
Technologie diente dazu, betriigerische Aktivi-
taten zu identifizieren und zu bekampfen, insbe-
sondere solche, die von russischen organisierten
Verbrechersyndikaten durchgefiihrt wurden.

10. Die zentrale Herausforderung fiir Deutschland
besteht nicht darin, ob es ,Hard Tech” benétigt,
sondern ob es bereit und fahig ist, die technolo-
gischen, finanziellen und politischen Steuerungs-
schichten selbst zu verantworten. Die Alternative
ware, sich in ein Okosystem einzufliigen, dessen
Ordnungs- und Wertvorstellungen an anderer
Stelle, namlich im Silicon Valley, entworfen wer-
den, und somit nicht nur Systeme, sondern auch
deren Logik zu importieren.

Essayfragen zur Vertiefung

1. Analysieren Sie das Konzept der ,Palantir-Ma-
fia” als eine ,Systemarchitektur” und nicht nur als
ein Alumni-Netzwerk. Diskutieren Sie die spezi-
fischen und sich erganzenden Rollen von Palantir
(Daten/Entscheidung), Anduril (Durchsetzung/
Hardware) und Erebor (Finanzierung) bei der
Schaffung dieses Okosystems.

2. Erortern Sie die ideologischen Grundlagen
der ,Hard Tech”-Bewegung, wie sie in den Tex-
ten dargestellt werden. Konzentrieren Sie sich
dabei auf die Ansichten von Peter Thiel und das
Narrativ, das Effizienz und technologische Durch-
setzung Uiber demokratische Prozesse und Regu-
lierung stellt.

3. Untersuchen Sie die veranderte Rolle von Tech-
nologie-CEOs in der Politik anhand der Beispiele
von Alex Karp, Elon Musk, Mark Zuckerberg und
Sam Altman. Wie nutzen diese Akteure ihre Kon-
trolle Uber zentrale Infrastrukturen (Kommuni-
kation, Daten, Sicherheit), um politische Erzah-
lungen zu liefern und staatliche Souverdnitat
herauszufordern?

4. Bewerten Sie die strategische Herausforde-
rung, die durch das Aufkommen dieses privat fi-
nanzierten Sicherheits- und Industriedkosystems
fur Deutschland entsteht. Welche Schlisselfra-
gen muss Deutschland beantworten, um nicht
nur Technologie, sondern auch deren inhdrente
Logik zu importieren?

5. Beschreiben Sie anhand der bereitgestell-
ten Unternehmensdaten den Umfang und die
Schwerpunkte der von Palantir-Alumni gegriin-
deten Start-ups. Inwiefern spiegeln diese Griin-
dungen die Kernthese wider, dass sich dieses
Netzwerk auf ,sicherheits-, industrie- und staat-
lich relevante Infrastruktur” konzentriert?
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Glossar der Schliisselbegriffe

8VvC

Ein von Joe Lonsdale (Mitgriinder von Palantir) gefiihr-
ter Fonds, der zu den Investoren von Unternehmen aus
dem Palantir-Okosystem gehért.

Alex Karp

Mitgriinder und CEO von Palantir. Er wird als eine Figur
dargestellt, die sich direkt und kritisch in die deutsche
Politik einmischt und argumentiert, Palantir sei ,das
wichtigste deutsche Unternehmen der Welt”.

Anduril Industries

Ein 2017 von Palmer Luckey und ehemaligen Palantir-
Mitarbeitern gegriindetes Verteidigungsunternehmen.
Es entwickelt autonome Waffensysteme, Drohnen und
das Kl-Betriebssystem ,Lattice” und versteht sich als
neuer Typ von Ristungsauftragnehmer.

Erebor

Eine von Palmer Luckey initiierte und von Peter Thiel
und Joe Lonsdale unterstiitzte spezialisierte Bank bzw.
Finanzinfrastruktur. Sie zielt darauf ab, Hard-Tech-, Ver-
teidigungs- und Kl-Unternehmen Finanzdienstleistun-
gen anzubieten.

Founders Fund

Ein von Peter Thiel mitgeflihrter Risikokapitalfonds, der
als zentraler Geldgeber fiir Palantir, Anduril und Erebor
fungiert.

Forward-deployed engineering

Eine bei Palantir gepragte Kultur des ,vor Ort eingesetz-
ten Engineerings”. Sie beschreibt die Praxis, Ingenieure
direkt beim Kunden einzubetten, um in hochkomplexen
und kritischen Umgebungen Probleme zu 16sen.

Hard Tech

Ein Begriff, der Technologien in den Bereichen Vertei-
digung, Energie, Industrie und Finanzen beschreibt. Er
wird strategisch verwendet, um die Debatte von negativ
besetzten Themen wie Riistung und Uberwachung auf
positive Narrative wie Schutz und Resilienz zu lenken.

In-Q-Tel

Der Risikokapitalzweig der US-amerikanischen Central
Intelligence Agency (CIA). In-Q-Tel war einer der ersten
Investoren von Palantir und unterstiitzte das Unterneh-
men mit 2 Millionen US-Dollar.

JADC2-Architektur

(Joint All-Domain Command and Control) Eine Militar-
architektur der USA, die darauf abzielt, Sensoren und
Waffensysteme aller Teilstreitkrédfte in einem einzigen
Netzwerk zu verbinden. Andurils ,Lattice” ist in diese
Architektur eingebettet.

Joe Lonsdale

Einer der funf Mitgriinder von Palantir und Griinder des
Investmentfonds 8VC. Er ist auch am Aufbau von Erebor
beteiligt.

Lattice

Das Kl-gestiitzte Betriebssystem von Anduril. Es fiihrt Da-
ten von Sensoren und autonomen Systemen zusammen,
um Entscheidungszyklen zu verkiirzen, und wird als das
,Nervensystem des Gefechtsfelds” beschrieben.

Palantir

Ein 2003 gegriindetes Softwareunternehmen, das Da-
tenanalyse- und Entscheidungsplattformen fiir Regie-
rungen, Militdr und Industrie bereitstellt. Es bildet den
Ursprungsknoten des als ,Palantir-Mafia” bezeichneten
Netzwerks.

Palantir-Mafia / Palantir Pack

Ein informeller Begriff flir das Netzwerk ehemaliger Mit-
arbeiter, Griinder und Investoren von Palantir. Dieses
Netzwerk hat tber 350 Technologieunternehmen her-
vorgebracht, die sich auf sicherheits- und industrierele-
vante Infrastruktur konzentrieren.

Palmer Luckey

Der Grinder von Oculus, der 2017 Anduril Industries
griindete. Er ist auch der Initiator der Finanzinfrastruktur
Erebor und fungiert als verbindende Figur zwischen An-
duril und Erebor.

Peter Thiel

Mitgriinder von PayPal und Palantir sowie eine zentrale
Figur im Silicon Valley. Er ist bekannt flir seine Skepsis
gegenlber der liberalen Demokratie und investiert tber
seinen Founders Fund gezielt in Technologien, die staat-
liche Handlungsfahigkeit formen.

Alles was man liber Palantir wissen sollte

Palantir Technologies gilt seit Jahren als eines der um-
strittensten Softwareunternehmen der westlichen Welt.
Gegriindet 2003 von Peter Thiel, Alex Karp und weiteren
Partnern, entwickelte sich das Unternehmen zundchst als
Datenanalyseanbieter fiir amerikanische Sicherheitsbe-
horden. Heute arbeitet Palantir fir Militdrs, Geheimdiens-
te, Polizeibehoérden und zunehmend auch fur Industrie-
unternehmen. Die 6ffentliche Debatte konzentriert sich
meist auf Datenschutzfragen und politische Aussagen
des Managements. Weniger beachtet wird dagegen, dass
Palantir zugleich zum Zentrum eines weit verzweigten
Griinder- und Investorenokosystems geworden ist.

In der amerikanischen Wirtschaftspresse hat sich fiir die-
ses Netzwerk der Begriff ,Palantir Mafia” etabliert - in An-
lehnung an die sogenannte PayPal Mafia. Gemeint sind
ehemalige Palantir-Mitarbeiter, die in den vergangenen
Jahren eine gro3e Zahl neuer Unternehmen gegriindet



oder finanziert haben.

Nach Erhebungen aus dem Venture-Capital-Umfeld sind
aus dem Palantir-Alumni-Netzwerk inzwischen mehr als
hundert Start-ups hervorgegangen, die zusammen zwei-
stellige Milliardenbetrage an Risikokapital eingesammelt
haben. Die Bandbreite reicht von Finanz- und Gesund-
heitssoftware Uber Entwicklerwerkzeuge bis hin zu Ver-
teidigungs- und Sicherheitsunternehmen.

Auffallig ist die Haufung bestimmter Rollenprofile. Ein er-
heblicher Teil der spateren Griinder war bei Palantir als
sogenannter Forward Deployed Engineer tétig. Diese
Mitarbeiter arbeiteten direkt bei Kunden, oft in sicher-
heitskritischen oder hochregulierten Umfeldern, und wa-
ren zugleich fiir technische Implementierung und opera-
tive Problemlésung verantwortlich. Diese Kombination
aus Softwarekompetenz und institutioneller Nahe gilt in
der Start-up-Szene als pragende Schule fiir unternehme-
rische Karrieren.

Das bekannteste Unternehmen aus diesem Umfeld ist
Anduril Industries. Der Ristungstechnologieanbieter
wurde 2017 von Palmer Luckey gemeinsam mit ehema-
ligen Palantir-Managern gegriindet und entwickelt auto-
nome Systeme fiir Grenziiberwachung, Drohnenabwehr
und militdrische Aufklarung. Anduril positioniert sich als
schneller, softwarezentrierter Gegenentwurf zu klassi-
schen Rlstungskonzernen und ist inzwischen ein wich-
tiger Auftragnehmer des amerikanischen Verteidigungs-
ministeriums. Finanziert wird das Unternehmen unter
anderem durch den Founders Fund, den Risikokapital-
fonds von Peter Thiel.

Neben Palantir und Anduril entsteht derzeit mit Erebor
ein weiteres Projekt, das in diesem Umfeld Aufmerksam-
keit auf sich zieht. Erebor ist als digitale Bank konzipiert,
die sich auf Unternehmen aus den Bereichen kiinstliche
Intelligenz, Krypto-Technologien, Verteidigung und in-
dustrielle Infrastruktur konzentriert. Zu den Initiatoren
und Investoren zahlen Palmer Luckey sowie Peter Thiel
und Joe Lonsdale, ein weiterer Palantir-Mitgriinder. In der
operativen Fiihrung finden sich Manager mit Hintergrund
in Stablecoin-Systemen und regulatorischer Compliance.
Ziel ist es, eine stark regulierte, technologisch integrier-
te Finanzplattform fiir strategische Wachstumsbranchen
aufzubauen.

Beobachter weisen darauf hin, dass sich hier eine unge-
wohnliche funktionale Ndhe zwischen Datenanalyse, si-
cherheitsrelevanter Technologie und Finanzinfrastruktur
abzeichnet. Palantir liefert Systeme zur Datenintegration
und Entscheidungsunterstiitzung, Anduril setzt auf auto-
nome operative Systeme, Erebor adressiert Zahlungsver-
kehr und Finanzierung. Diese Konstellation unterscheidet
sich von klassischen Tech-Clustern, in denen Software,
Hardware und Finanzierung meist starker getrennt orga-
nisiert sind.

In der amerikanischen Debatte wird dieses Geflecht
unterschiedlich bewertet. Beflirworter sehen darin eine
notwendige Antwort auf geopolitische Spannungen,
fragile Lieferketten und wachsende Sicherheitsanfor-
derungen. Kritiker warnen vor einer zunehmenden
Konzentration technologischer und finanzieller Macht
in privaten Netzwerken, die eng mit staatlichen Auftrag-
gebern verflochten sind. Unstrittig ist jedoch, dass sich
der Charakter von Technologieunternehmen verandert
hat. Sie liefern nicht mehr nur Werkzeuge, sondern zu-
nehmend infrastrukturelle Grundlagen fiir staatliches
und wirtschaftliches Handeln.

Diese Entwicklung bildet auch den Hintergrund fiir die
politische Positionierung einzelner Unternehmenslen-
ker. Wenn Palantir-Chef Alex Karp in Interviews Gber Mi-
gration, Sicherheit oder staatliche Handlungsfahigkeit
spricht, wird dies von vielen Beobachtern nicht mehr als
private MeinungsduBerung gelesen, sondern als Aus-
druck einer breiteren systemischen Perspektive. Techno-
logie erscheint darin weniger als Ergdnzung politischer
Prozesse denn als Mittel, deren Defizite auszugleichen.
Ob sich dieses Modell dauerhaft durchsetzt, bleibt of-
fen. Sicher ist jedoch, dass Palantir langst mehr ist als ein
einzelnes Softwareunternehmen.

Das aus ihm hervorgegangene Netzwerk pragt Investi-
tionsstrome, Griinderbiographien und technologische
Prioritaten in wachsendem Male. Wer die aktuelle De-
batte auf Datenschutz oder einzelne Interviews ver-
kurzt, Gbersieht den strukturellen Wandel, der sich im
Hintergrund vollzieht.
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DIE PALANTIR MAFIA

Wie aus einem Alumni-Netzwerk eine Machtarchitektur aus Daten, Waffen und Kapital wird. Der Begriff klingt
nach Unterwelt, Rauchzimmern und verschwiegenen Absprachen - und ist doch ein Produkt der Tech-Of-
fentlichkeit selbst. Wenn Business- und Venture-Medien heute von der ,Palantir-Mafia“ sprechen, meinen

sie kein kriminelles Syndikat, sondern ein ungewdohnlich dichtes Alumni-Netzwerk aus ehemaligen Palantir-
Mitarbeitern, das binnen weniger Jahre eine ganze Generation kapitalstarker Start-ups hervorgebracht hat.
Verteidigungstechnologie, Kiinstliche Intelligenz, Dateninfrastruktur: Kaum ein strategisches Zukunftsfeld, in
dem diese Akteure nicht auftauchen - oft mit Milliardenbewertungen und bemerkenswerter politischer Nahe.

Je nach Blickwinkel changiert der Begriff dabei zwischen Bewunderung und Skepsis. Fiir die einen ist er ein
GUtesiegel technischer Exzellenz und unternehmerischer Schlagkraft, ein in sich geschlossener Deal- und
Talent-Pool mit enormem Netzwerkeffekt. Fir die anderen steht er fiir ein Machtgeflecht an der sensiblen
Schnittstelle von Staat, Militdr und Datenmacht, dessen Einfluss grofRer ist als seine 6ffentliche Sichtbarkeit.
Genau in dieser Spannung liegt die analytische Brisanz des Phanomens — und der Grund, warum die ,Palan-
ti-Mafia“ [dngst mehrist als ein mediales Schlagwort.

THE PALANTIR MAFIA



Der Begriff ,Palantir-Mafia” kursiert seit einigen Jahren in
der amerikanischen Technologieszene. Er ist halb ironisch
gemeint, aber keineswegs zufallig gewahlt. Gemeint ist
kein geheimes Kartell, sondern ein informelles Netzwerk
ehemaliger Palantir-Mitarbeiter, die heute auffallend hau-
fig Unternehmen griinden oder fiihren, deren Produkte
weit Uber klassische Software hinausgehen. Es sind Fir-
men, die sich in Verteidigung, Industrie-KI, kritischer In-
frastruktur und staatlicher Entscheidungsunterstiitzung
positionieren - also dort, wo technologische Architektur
und politische Macht ineinandergreifen.

Palantir war von Beginn an kein gewdhnliches Technolo-
gieunternehmen. Anders als klassische Softwareanbieter
entwickelte es seine Produkte nicht im luftleeren Raum,
sondern im permanenten Einsatz bei Nachrichtendiens-
ten, Militars, Polizeibehorden und spéater bei grof3en In-
dustrieunternehmen. Die beriihmten ,Forward Deployed
Engineers” arbeiteten direkt in den Organisationen der
Kunden. Sie lernten nicht nur deren Daten kennen, son-
dern deren Entscheidungsprozesse, Machtstrukturen und
institutionellen Zwange. Software war dabei Mittel zum
Zweck: Sie sollte Komplexitat beherrschbar machen und
Handlungsfahigkeit erzeugen.

Diese Pragung wirkt bis heute nach. Ehemalige Palan-
tir-Mitarbeiter griinden selten Start-ups, die auf schnelle
Skalierung im Konsumentenmarkt zielen. Stattdessen
entstehen Unternehmen, die Systeme bauen: Entschei-
dungsplattformen, autonome Verteidigungsarchitektu-
ren, industrielle Steuerungssoftware. Das prominenteste
Beispiel ist Anduril Industries. Das Unternehmen, gegriin-
det von Palantir-Alumni und finanziert von denselben Ri-
sikokapitalgebern, baut autonome Sensorsysteme, Droh-
nen und Gefechtsfeld-Software und ist tief in Programme
des US-Verteidigungsministeriums eingebunden. Anduril
liefert nicht einzelne Produkte, sondern integrierte Archi-
tekturen — von der Sensorik bis zur Einsatzkoordination.

Diese Systemorientierung findet sich auch jenseits des
Verteidigungsbereichs. Palantir-Alumni sind an Unterneh-
men beteiligt, die industrielle Datenrdume, Kl-gestiitzte
Prozesssteuerung oder sicherheitskritische Compliance-
Plattformen entwickeln. Gemeinsam ist ihnen der An-
spruch, Organisationen nicht effizienter, sondern struk-
turierter zu machen. Daten werden nicht nur analysiert,
sondern in Entscheidungslogiken (bersetzt. Prozesse
werden nicht digitalisiert, sondern standardisiert.

Ermdglicht wird diese Entwicklung durch ein enges Ge-
flecht aus Kapital, Staat und Technologie. Fonds wie Foun-
ders Fund oder Andreessen Horowitz investieren gezielt
in sogenannte Hard-Tech-Unternehmen und rahmen
diese Investments offen als sicherheits- und industrie-

politisch relevant. Hinzu kommen staatliche Innovations-
vehikel wie In-Q-Tel, der Wagniskapitalarm der CIA, der
Palantir frih finanzierte und bis heute als Schnittstelle
zwischen Sicherheitsapparat und Start-up-Okosystem
fungiert. Dieses Zusammenspiel sorgt dafirr, dass neue
Unternehmen nicht nur Kapital, sondern auch institu-
tionelle Anschlussfahigkeit erhalten. Politisch tritt dieses
Netzwerk zunehmend selbstbewusst auf. Vertreter von
Palantir, Anduril und verwandten Firmen fordern offen
beschleunigte staatliche Beschaffungsprozesse, grof3ere
Volumina und eine Abkehr von klassischen Riistungs- und
IT-Strukturen. Technologie wird dabei nicht als neutraler
Fortschritt dargestellt, sondern als Voraussetzung staatli-
cher Handlungsfahigkeit. Geschwindigkeit ersetzt Verfah-
ren, Effizienz wird zur moralischen Kategorie. Wer zogert,
gefadhrdet - so lautet die implizite Botschaft — Sicherheit
und Wohlstand.

Flr Europa ist diese Entwicklung von besonderer Brisanz.
Einerseits nutzen europdische Industrieunternehmen,
Energieversorger und Behorden Palantir-Software, weil
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sie kurzfristig leistungsfahig ist. Andererseits entsteht
eine strukturelle Abhangigkeit von Systemen, deren Logi-
ken, Weiterentwicklung und Eigentum auBerhalb Europas
liegen. Wahrend hierzulande Uber Datenschutz, Zustan-
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digkeiten und Einzelfdlle gestritten wird, verlagert sich
die eigentliche Machtfrage auf eine andere Ebene: Wer
definiert die Architekturen, nach denen Organisationen
kiinftig entscheiden?

Die ,Palantir-Mafia” ist daher weniger ein Skandal als
ein Symptom. Sie zeigt, wie sich Macht im Zeitalter von
Enterprise-KI organisiert. Nicht durch formale Kontrolle,
sondern durch Standards, Schnittstellen und Denkmodel-
le. Wer diese setzt, muss keine Anweisungen geben. Die
Systeme sorgen selbst fiir Konformitat.

Der Begriff ,Palantir-Mafia” ist kein offizieller Name,
sondern ein szeneninterner und medialer Kurzschluss.
Er lehnt sich bewusst an die ,PayPal-Mafia” an und be-
schreibt ein reales, eng vernetztes Alumni-Milieu ehe-
maliger Palantir-Mitarbeiter, Griinder und Investoren, das
seit Jahren auffdllig viele einflussreiche Start-ups hervor-
bringt. Inzwischen ist der Begriff so verbreitet, dass er
in Wirtschaftsblogs, Tech-Analysen und Kommentaren
selbstverstandlich verwendet wird - nicht juristisch pra-
zise, aber analytisch brauchbar.

Was die ,Palantir-Mafia” von friiheren Tech-Alumni-Netz-
werken unterscheidet, ist weniger ihre Dichte als ihre
Ausrichtung. Wahrend die PayPal-Generation vor allem
Konsumentenplattformen, Marktplatze und soziale Netz-
werke schuf, konzentriert sich das Palantir-Umfeld auf si-
cherheits-, industrie- und staatlich relevante Infrastruktur:
Datenanalyse, Entscheidungssoftware, autonome Waf-
fensysteme, kritische Lieferketten — und zunehmend auch
die Finanzierung genau dieser Bereiche.

Palantir als Kaderschmiede

Palantir selbst fungiert dabei als Ursprungsknoten. Das
Unternehmen wurde frih zu einer Art Kaderschmiede
flr Ingenieure, Produktmanager und Griinder, die ge-
lernt haben, komplexe Daten in operative Entscheidun-
gen zu Ubersetzen - oft unter Bedingungen staatlicher
Geheimhaltung, politischer Sensibilitdt und hoher Haf-
tungsrisiken. Genau diese Erfahrung wird spater zum
Grindungsnarrativ vieler Alumni-Firmen: Wir wissen, wie
man Systeme baut, die unter Druck funktionieren. Der oft
zitierte Blogbeitrag ,How the Palantir Mafia is Revolutio-
nizing Silicon Valley's Startup Scene with Data-Driven In-
novation” beschreibt dieses Phdnomen fast bewundernd.
Er hebt hervor, dass ehemalige Palantir-Mitarbeiter ihre
Netzwerke nutzen, datengetriebene Entscheidungslo-
gik in neue Branchen tragen und sich gegenseitig beim
Grinden, Finanzieren und Rekrutieren unterstiitzen. Das
ist sachlich korrekt — greift aber zu kurz.

Denn diese Firmen sind nicht nur datengetrieben. Sie sind
ordnungsgetrieben.

Von der Software zur Ordnung

Mit Anduril Industries wird diese Logik sichtbar. Das Un-
ternehmen wurde 2017 von Palmer Luckey gemeinsam
mit mehreren Ex-Palantir-Leuten gegriindet, darunter
Trae Stephens, Brian Schimpf, Matt Grimm und Joe Chen.
Anduril Gbertrdgt das Palantir-Prinzip — Datenfusion, Ent-
scheidungsbeschleunigung, Systemintegration - in die
Welt der autonomen Waffen, Sensoren und Gefechtsfeld-
Netzwerke. Das hauseigene System ,Lattice” wird offen
als eine Art Nervensystem moderner Kriegsfiihrung be-
schrieben.

Finanziert wurde Anduril friih und mal3geblich aus dem
Umfeld von Peter Thiel, insbesondere tiber den Founders
Fund. Hier schlief3t sich der Kreis: Palantir liefert Personal
und Denkmodelle, Thiel liefert Kapital und politisches Ge-
wicht, Anduril liefert die physische Durchsetzung.

Neu hinzu kommt mit Erebor ein weiterer Baustein. Nach
Ubereinstimmenden Medienberichten handelt es sich um
ein Bank- bzw. Finanzplattform-Projekt, initiiert von Pal-
mer Luckey und getragen von Peter Thiel und Joe Lonsda-
le. Erebor soll gezielt KI-, Krypto- und Defense-Start-ups
bedienen - also genau jene Firmen, die fiir klassische Ban-
ken regulatorisch heikel, reputativ riskant oder politisch
sensibel sind. Operativ wird Erebor mit erfahrenen Bank-
und Compliance-Managern besetzt, um die Briicke zur
regulierten Finanzwelt zu schlagen.

Damit entsteht eine vertikale Architektur: Daten und Ent-
scheidungssoftware (Palantir), autonome Durchsetzung
und Hardware (Anduril),Finanzierung und Zahlungsver-
kehr (Erebor). Das ist kein Konzern, aber ein Okosystem
mit klarer Arbeitsteilung.

Kapital, Personal, Narrativ

Der entscheidende Punkt ist nicht, dass diese Akteure mit-
einander bekannt sind - das ist im Silicon Valley normal.
Entscheidend ist, dass sich Kapitalstrome, Personalkreis-
ldufe und politische Narrative gegenseitig verstarken.
Founders Fund und 8VC finanzieren gezielt Firmen, die
unter dem Label ,Hard Tech” laufen: Verteidigung, Indus-
trie, Energie, Infrastruktur. Palantir-Alumni griinden diese
Firmen. Staatliche Auftrage liefern stabile Cashflows. Er-
ebor soll kiinftig genau diesen Kreislauf finanzieren, wenn
andere zogern.

Der Begriff ,Palantir-Mafia” wirkt deshalb weniger wegen
seiner Personalisierung problematisch als wegen dessen,
was er verdeckt: Es geht nicht um eine Clique, sondern
um eine Systemarchitektur, die Sicherheit, Technologie
und Kapital enger verzahnt als in friiheren Tech-Zyklen.

Warum das relevant ist
Kritisch wird dieses Modell dort, wo aus Effizienz ein Ersatz



fur Politik wird. Die zentrale Erzahlung lautet: Die Welt ist
gefahrlich, Verfahren sind zu langsam, Systeme miussen
entscheiden. Das ist keine Verschworung, sondern eine
offen vertretene Denkweise - jlingst auch in Interviews
von Palantir-Chef Alex Karp.

Die Frage ist nicht, ob diese Technologien leistungsfahig
sind. Die Frage ist, wer die Regeln definiert, nach denen
sie eingesetzt werden, und wer Verantwortung tragt,
wenn Systeme irren. Wenn sich Staaten auf Plattformen
stitzen, die als unverzichtbar gerahmt werden, ver-
schiebt sich Macht - leise, technisch, kaum sichtbar.

Der stille Aufstieg eines sicherheitstechnologischen
Systems

Was unter dem Schlagwort der ,Palantir-Mafia” verhan-
delt wird, ist weniger ein Netzwerk von Personen als der
Ausdruck einer neuen Ordnung technologischer Macht.
Sie entsteht nicht im Verborgenen, sondern im offenen
Zusammenspiel von Staat, Kapital und Technologie - le-
gitimiert durch Effizienz, beschleunigt durch Geopolitik
und abgesichert durch Infrastruktur.

Im Zentrum steht eine niichterne industriepolitische
Realitat: Der Staat ist in diesem Modell nicht blof3 Kunde,
sondern Mitarchitekt. In den Vereinigten Staaten hat sich
in den vergangenen Jahren ein Beschaffungsregime eta-
bliert, das bewusst auf private Vorfinanzierung, schnelle
Prototypen und friihe operative Einsédtze setzt. Venture-
finanzierte Unternehmen entwickeln Systeme auf eige-
nes Risiko, der Staat kauft spater — wenn sie funktionieren.
Palantir und Anduril sind keine Abweichung von dieser
Logik, sondern ihr sichtbarstes Produkt.

Diese Konstellation verdndert das Machtgefilige. Klassi-
sche Ristungsunternehmen arbeiteten projektbasiert,
langsam, stark reguliert und mit klarer politischer Kontrol-
le. Die neuen ,Neoprimes” sind softwarezentriert, iterativ,
plattformartig. Sie liefern nicht einzelne Systeme, son-
dern ganze Entscheidungsarchitekturen. Geschwindig-
keit schlagt Kontrolle, Integration schlagt Ausschreibung.
Flr Regierungen ist das attraktiv — gerade in einer Welt
wachsender Bedrohungen.

Doch diese Effizienz hat ihren Preis. Sie verschiebt Verant-
wortung. Die 6konomische Logik hinter dem Hard-Tech-
Narrativ ist dabei ebenso simpel wie wirksam. Sicherheit
gilt als existenzielles Gut. Wer sie liefert, entzieht sich
dem normalen Marktvergleich. Alternativlosigkeit ersetzt
Wettbewerb. Moralische Rahmung - Schutz des Westens,
Verteidigung der Ordnung - senkt Investitionsrisiken und
rechtfertigt langfristige Abhdngigkeiten. Es ist ein Ge-
schaftsmodell, das auf Unkiindbarkeit zielt.

In diesem Kontext wird verstandlich, warum sich um
Palantir ein dichtes Alumni-Netzwerk gebildet hat. Ehe-
malige Mitarbeiter griinden Unternehmen, die diesel-
be Logik weitertragen: Datenfusion, Entscheidungsbe-
schleunigung, Systemdurchgriff. Anduril Gbersetzt diese
Denkweise in autonome Waffen und Sensornetze. Erebor
- die geplante Bank - soll die Finanzierung sichern, wo
klassische Institute zogern. Daten, Durchsetzung und
Geldflisse werden so vertikal verbunden, ohne formell
ein Konzern zu sein.

Kritisch wird dieses Modell nicht durch seine Existenz,
sondern durch seine Konsequenzen. Denn es tragt einen
inneren Widerspruch in sich. Viele seiner Protagonisten
argumentieren freiheitlich, marktglaubig, staatskritisch.
Gleichzeitig bauen sie Infrastrukturen, die zentralisieren,
automatisieren und politische Entscheidungen technisch
vorstrukturieren. Nicht aus autoritarem Impuls, sondern
aus Effizienzdenken. Doch Effizienz ist kein neutraler
Wert. Sie bevorzugt Geschwindigkeit vor Abwagung, Sys-
temlogik vor Kontext.

Damit verschiebt sich der Ort politischer Entscheidung.
Wo Systeme Verdachtige priorisieren, Risiken berechnen
und Handlungsoptionen vorsortieren, wird Politik indi-
rekt, nachgelagert, reaktiv. Verantwortung bleibt formal
beim Staat, operativ aber wandert sie in den Code. Das ist
keine Verschworung, sondern ein Strukturproblem mo-
derner Technologiepolitik.

Besonders heikel ist die Frage der Reversibilitat. Plattfor-
men, die als sicherheitskritisch gelten, lassen sich nicht
einfach abschalten. Abhéngigkeiten entstehen leise, aber
dauerhaft. Wer sich auf ein Entscheidungs-OS verlasst,
verliert mit der Zeit die Fahigkeit, ohne es zu handeln.
Der Exit wird politisch, wirtschaftlich und operativimmer
teurer.

Der Aufstieg dieses Modells ist deshalb keine Randno-
tiz der Tech-Geschichte, sondern eine Grundsatzfrage
moderner Staatlichkeit. Er zwingt Gesellschaften zu ent-
scheiden, ob sie Ordnung primar als Ergebnis politischer
Verfahren begreifen — oder als Produkt technischer Sys-
teme.

Technologie kann Ordnung unterstiitzen. Sie kann sie
aber nicht ersetzen. Wer diese Grenze verwischt, riskiert
nicht weniger als die Verwechslung von Handlungsfahig-
keit mit Herrschaft. Die eigentliche Herausforderung liegt
deshalb nicht darin, Hard Tech zu verhindern, sondern sie
politisch einzuhegen.

Denn Effizienz mag Markte ordnen. Eine Verfassung er-
setzt sie nicht.
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Wie Palantir den Staat durchdringt: Der britische Fall
und die stille Verschiebung staatlicher Macht

Es gehort zu den Eigentiimlichkeiten moderner Staatlich-
keit, dass Macht heute weniger durch Gesetze als durch
Systeme ausgelibt wird. Wer die Register fiihrt, die Daten
ordnet und die Entscheidungslogiken programmiert, be-
stimmt den Handlungsspielraum politischer Institutionen
oft nachhaltiger als jedes Parlament. Der Aufstieg des
amerikanischen Softwareunternehmens Palantir im bri-
tischen Staatsapparat ist dafiir ein Lehrstiick — und weit
mebhr als eine nationale Episode.

Als der britische Premierminister Keir Starmer im Herbst
Plane fur eine verpflichtende digitale Identitdt ankiin-
digte, schien Palantir der natirliche Kandidat fiir die Um-
setzung. Kaum ein anderes Unternehmen verfiigt Gber
vergleichbare Erfahrung im Umgang mit staatlichen Da-
tenbestanden, sicherheitskritischen Systemen und grof3-
skaliger Entscheidungsunterstiitzung. Umso bemerkens-
werter war der Offentliche Rickzug: Palantirs UK-Chef
Louis Mosley erklarte im Rundfunk, man werde sich nicht
um den Auftrag bewerben. Digitale Identitat sei politisch
nicht ausreichend legitimiert, sie gehore an die Wahlurne,
nicht in den Vorstandssaal.

Diese demonstrative Zurlickhaltung wirkte staatsman-
nisch - und war doch irreflihrend. Denn sie fiel just in
dem Moment, in dem die britische Regierung eine ,stra-
tegische Partnerschaft” mit Palantir im Volumen von bis
zu 1,5 Milliarden Pfund bekanntgab. Mosley selbst sprach
davon, man stehe erst am Anfang, die bisherigen Vertra-
ge seien rickblickend ,kleine Deals”. Palantir verzichtete
also nicht auf Einfluss — es wahlte lediglich den strukturell
wirksameren Weg.

Seit mehr als einem Jahrzehnt ist das Unternehmen in
nahezu allen Schlisselinstitutionen des britischen Staates
prasent: im Verteidigungsministerium, im Cabinet Office,
in der Kommunalverwaltung und vor allem im National
Health Service. Wahrend der Pandemie baute Palantir den
zentralen Covid-Datenhub des NHS auf — zunachst kos-
tenlos, spater auf Vertragsbasis. Aus der Nothilfe wurde
eine dauerhafte Infrastruktur. Ende 2023 erhielt ein von
Palantir gefiihrtes Konsortium den Zuschlag fiir die Fede-
rated Data Platform, ein System, das Gesundheitsdaten
landesweit verkniipfen soll. Der geschatzte Vertragswert:
rund 330 Millionen Pfund.

Formell behalt der Staat die Hoheit Gber seine Daten.
Palantir betont dies bei jeder Gelegenheit. Doch die ei-
gentliche Macht liegt nicht im Eigentum, sondern in der
Architektur. Wer definiert, wie Daten zusammengefiihrt
werden, welche Kategorien gelten, welche Abfragen

moglich sind und welche Entscheidungen daraus fol-
gen, pragt das System tiefer als jeder formale Zugriff.
Palantir liefert kein neutrales Werkzeug, sondern ein Be-
triebsmodell fir Organisationen - inklusive eingebau-
ter Prioritaten, Abhangigkeiten und Lernkurven.

Diese Logik ist kein Betriebsunfall, sondern Teil der Un-
ternehmens-DNA. Palantir wurde nach den Anschldagen
vom 11. September gegriindet, finanziert unter ande-
rem vom Wagniskapitalarm der CIA. Ziel war es, ver-
streute staatliche Daten nutzbar zu machen, um Bedro-
hungen friihzeitig zu erkennen. Der Anspruch war stets
groBer als klassische IT: Palantir wollte Entscheidungs-
fahigkeit herstellen. Dass dies ethische Spannungen er-
zeugt, war von Beginn an absehbar. Friihere Projekte,
etwa in der Migrationskontrolle der USA oder in der
voraussagenden Polizeiarbeit, I6sten massive Kritik aus.
Palantir bestritt systematische Missbrauche, verwies auf
Zugriffskontrollen und Protokollierung — und lieferte
weiter.

Im Vereinigten Konigreich traf diese Ambivalenz auf
einen Staat, der in der digitalen Verwaltung strukturell
schwach aufgestellt ist. Jahrzehntelange Fehlschlage
bei IT-Grol3projekten haben eine tiefe Skepsis gegen-
Uber Eigenentwicklungen hinterlassen. In dieser Li-
cke konnte Palantir seine Starke ausspielen: schnelle
Einsatzfahigkeit, enge Begleitung durch eigene Inge-
nieure, sichtbare Effizienzgewinne. Der Preis dafir ist
langfristige Abhdngigkeit. Der friihere britische Chef-
Einkdufer Gareth Rhys Williams warnte riickblickend vor
kostenlosen Einstiegsangeboten: Sie seien verfiihre-
risch — und fihrten fast immer zu spateren Problemen.
Der britische Fall zeigt exemplarisch, wie Enterprise-
Kl zur politischen Infrastruktur wird. Es geht nicht um
Uberwachung im klassischen Sinn, sondern um Steue-
rungsfahigkeit. Palantirs Systeme ermdglichen es, Res-
sourcen zu priorisieren, Risiken zu gewichten, Szenarien
durchzuspielen. Im Gesundheitswesen entscheidet dies
Uber Betten, Personal und Operationen. In der Sicher-
heitspolitik liber Gefahreneinschatzungen. In der Ver-
waltung Uber Anspruchspriifungen. Der Staat handelt
schneller — aber entlang von Logiken, die er nicht selbst
entwickelt hat.

Damit stellt sich eine unbequeme Frage: Wer regiert,
wenn politische Entscheidungen technisch vorstruk-
turiert sind? Palantir selbst verweist auf demokratische
Mandate und betont, man setze lediglich um, was ge-
wahlte Regierungen beschlossen haben. Doch diese Ar-
gumentation greift zu kurz. Denn sie unterschlagt, dass
Technologie nicht nur ausfiihrt, sondern formt. Wenn
ein Unternehmen zum ,Standardbetriebssystem” staat-
licher Daten wird, verschiebt sich Macht von der Gesetz-
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gebung zur Systemarchitektur.

Diese Verschiebung ist nicht auf Grof3britannien be-
schrankt. In den Vereinigten Staaten nutzt das Militar
Palantir-Software fiir Lagebilder, Zielpriorisierung und
Logistik. In Europa arbeiten Polizeibehérden und Indus-
trieunternehmen mit denselben Plattformen. Parallel
propagiert Palantir offen das Ziel, das ,default operating
system” fiir staatliche Daten zu werden. Der Anspruch ist
global, nicht national.

Der britische Diskurs kreist bislang vor allem um Daten-
schutz und Moral. Das greift zu kurz. Die eigentliche Frage
lautet industrie- und staatspolitisch: Wollen Demokratien
ihre digitale Handlungsfahigkeit dauerhaft an externe
Systemanbieter auslagern - oder sind sie bereit, die lang-
same, teure und politisch unbequeme Aufgabe des eige-
nen Systemaufbaus auf sich zu nehmen? Effizienz ist kein

Palantir Manager im Inneren der Unternehmsorganisation

Ersatz fiir Souveranitat. Und wer die Architektur des Staa-
tes definiert, gestaltet seine Zukunft.

Palantir ist dabei kein Sonderfall, sondern Vorbote. Das
Unternehmen zeigt, wie sich Macht im Zeitalter der En-
terprise-Kl organisiert: leise, vertraglich sauber, technisch
Uberzeugend - und politisch tiefgreifend. Wer dartiber
nur im Krisenmodus diskutiert, hat die Entscheidung be-
reits aus der Hand gegeben.

Der britische Fall Palantir ist kein Sonderweg eines daten-

hungrigen Staates, sondern ein Vorzeichen. Was sich in
Ministerien, Gesundheitsbehorden und Polizeiapparaten
vollzieht, wiederholt sich - leiser, aber wirtschaftlich fol-
genreicher —in der industriellen Wertschopfung. Enterpri-
se-Kl ist langst nicht mehr nur ein Werkzeug zur Effizienz-
steigerung einzelner Prozesse. Sie wird zur verbindenden
Schicht zwischen Staat, Infrastruktur und Produktion -
und damit zu einem Machtfaktor, der Gber Wettbewerbs-
fahigkeit, Standortqualitdt und langfristigen Wohlstand
entscheidet.

In der Industrie Gbernimmt Palantirs Foundry-Plattform
eine Rolle, die der im offentlichen Sektor ahnelt: Sie integ-
riert Daten aus bislang getrennten Silos, modelliert Ablau-
fe,legt Entscheidungslogiken fest und ermdéglicht Eingriffe
in Echtzeit. Produktionsplanung, Lieferkettensteuerung,
Wartungszyklen, Qualitatskontrolle, Energieverbrauch
- all das wird nicht mehr isoliert optimiert, sondern in
einem gemein-
samen operati-
ven Modell zu-
sammengefihrt.
Wer dieses Mo-
dell kontrolliert,
kontrolliert nicht
nur Prozesse,
sondern  Lern-
kurven.

Flr europadische
Industrieunter-
nehmen ist das
zunachst ein
Vorteil. Konzer-
ne aus Auto-
mobilbau, Che-
mie,  Luftfahrt
oder Energie
berichten  von
messbaren  Effi-
zienzgewinnen,
geringeren Aus-
fallzeiten, besserer Kapazitatsauslastung. In einer Phase
hoher Energiepreise, fragiler Lieferketten und schrump-
fender Margen wirkt Enterprise-Kl wie ein dringend beno-
tigtes Stabilisierungsinstrument. Produziert wird praziser,
schneller, resilienter.

Doch genau hier beginnt die zweite, unbequeme Ebene
der Debatte. Denn wahrend Fabriken, Raffinerien und
Netze in Europa stehen, liegt die strategische Steuerungs-
schicht haufig auBerhalb Europas. Die Plattformen, auf
denen Produktionsdaten zusammenlaufen, werden von
US-Anbietern betrieben. Die Ontologien, mit denen Ma-
schinen, Materialien und Prozesse beschrieben werden,



entstehen nicht in Wolfsburg, Ludwigshafen oder Tou-
louse, sondern in Denver, Palo Alto oder Seattle. Die da-
raus resultierenden Lerngewinne - welche Produktions-
muster funktionieren, welche Lieferketten robuster sind,
welche Prozessparameter optimal sind - flieBen in globa-
le Softwareprodukte zuriick.

Okonomisch bedeutet das eine stille Verschiebung der
Wertschdpfung. Lizenz- und Servicezahlungen verlassen
den europdischen Wirtschaftsraum. Wichtiger noch: Sys-
temwissen, Skaleneffekte und Produktverbesserungen
entstehen dort, wo die Plattformen entwickelt werden.
Europdische Unternehmen bleiben Nutzer hochentwi-
ckelter Systeme, aber selten deren Eigentlimer oder Ar-
chitekten. Produziert wird hier. Die strategische Rendite
entsteht anderswo.

Diese Entwicklung erkldrt mit, warum Produktivitatsge-
winne durch Digitalisierung in Europa bislang kaum ma-
kro6konomisch sichtbar werden. Enterprise-KI hebt zwar
die Effizienz einzelner Betriebe, verstarkt aber zugleich
die Marktmacht weniger Plattformanbieter. Die Gewinne
aus Standardisierung, Wiederverwendbarkeit und glo-
baler Skalierung schlagen sich vor allem in den Bilanzen
jener Unternehmen nieder, die die Software kontrollieren
- nicht zwingend bei denen, die sie einsetzen. Wachstum
wird moglich, aber asymmetrisch verteilt.

Der Schulterschluss zwischen staatlicher und industrieller
Nutzung verstarkt diesen Effekt. Wenn dieselben Platt-
formen in Ministerien, Streitkraften, Polizeibeh6rden und
GroBBunternehmen eingesetzt werden, entsteht ein de-
facto-Standard. Schnittstellen, Sicherheitsarchitekturen
und Datenmodelle richten sich danach aus. Fir Zuliefe-
rer, Mittelstandler und 6ffentliche Auftraggeber wird An-
schlussfahigkeit wichtiger als Eigenstandigkeit. Technolo-
gische Souverdnitat wird zur nachgeordneten Kategorie.
Die Vereinigten Staaten haben diesen Zusammenhang
friih erkannt. Dort wird Enterprise-Kl offen als strategische
Infrastruktur behandelt - wirtschaftlich, sicherheitspoli-
tisch und industriepolitisch zugleich. Verteidigungspro-
gramme, staatliche Beschaffung und Venture-Kapital wir-
ken zusammen, um Plattformen zu skalieren, die sowohl
militérisch als auch industriell einsetzbar sind. Palantir,
aber auch Hyperscaler und spezialisierte Industrie-Stacks,
profitieren von dieser doppelten Nachfrage. Die Lernkur-
ven aus staatlichen Anwendungen flieBen in kommerziel-
le Produkte zuriick — und umgekehrt.

Europa hingegen diskutiert vor allem regulatorisch. Da-
tenschutz, Haftung, ethische Leitplanken sind wichtig,
beantworten aber nicht die Kernfrage: Wer betreibt kiinf-
tig die Betriebssysteme der industriellen Wertschépfung?
Solange diese Frage offen bleibt, droht ein Szenario, in

dem europdische Industrie zwar wettbewerbsfahig pro-
duziert, aber strukturell abhangig bleibt — von Software,
Standards und Entscheidungslogiken, die andernorts ge-
setzt werden.

Der Palantir-Fall zeigt, dass diese Abhdngigkeit nicht
durch Skandale entsteht, sondern durch Pragmatismus.
Systeme funktionieren. Sie liefern Ergebnisse. Sie werden
gebraucht. Gerade deshalb verschiebt sich Macht nicht
abrupt, sondern schleichend. Wer das ignoriert, verkennt
den Charakter von Enterprise-KI: Sie ist weniger ein Werk-
zeug als eine neue Schicht der Okonomie, auf der sich
entscheidet, wo Wertschopfung langfristig verankert ist.
Flr Europa — und fuir Deutschland als Industrienation - ist
das keine theoretische Debatte. Es ist eine Standortfrage.
Und sie wird nicht durch wohlklingende Digitalstrategien
beantwortet, sondern durch die niichterne Entscheidung,
ob man eigene industrielle Betriebssysteme aufbauen
will - oder bereit ist, dauerhaft auf fremden Architekturen
zu produzieren.
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Q Palantir

Forward Deployed Al Engineer

New York, NY
Dwlta [ Full-Time / Hybrid

A World-Changing Company

Palantir bulids the world's leading software for data-driven decisions and operations. By bringing the right
data to the people who need it our platferms empower our partners to develop lifesaving drugs. forecast
supply chain disruptions, locate missing children, and more.

The Role

Forward Deployed Al Engineers work directly with customers awning Gen Al strategy and implementation
On a daly basis, you will build end-to-end workflows, take them to production, and solve real workd
problems at the largest scale. You will have ample opportunity to contribute leamings from the held back to
the Palantir AIF product sulte,

You will be on the forefront of extending Palantir's existing footprint and strategy into new markets and
problem spaces opened up by Gen Al

Core Responsibilities

Forward Deployed Al Engineers' responsibilities look similar to thase of a hands-on Al startup CTO: you'll
work in small teams to own dellvery of high stakes projects with clients. A day's work may include building
LLM workflows on a large scale, interacting with customers to understand their needs and set their Al
strategy. but the most impact will be driven by implementing solutions into the real world of our pariner's
ofganizations.

Do you aspire to be an entrepreneur or an Applied Al leader? We belleve Falantir is the best place — with
the best colleagues — to learn how!

What We Value

* Engineering mindset, focused on dellvering production solutions with Gen Al, data processing plpelines,
and advanced analytics tools.

+ Solving real business problems. not academic benchmarks.

= Ability to collaborate efficiently in teams of technical and nen-technical individuals.

= Comfiort working in a dynamic emvronment with evolving objectives and direct iteration with users.

What We Require

+ Past experience bullding salutions with LLMs and a deep understanding of overall Gen Al lindscape.
= Strong foundation in Machine Learning basics (Evaluation, Tralning. Problem Decomposition).

= Strong engineering background. Preferred fields include but are not limited to Compauter Sclence,
Mathematics, Saftware Engineering, Physics, and Maching Leamning.

= Strong coder with demonstrated profciency in programming languages such as Python, Java, C++,
TypeScript/JavaScript, or similar,

= Ability and interest In traveling up to 25%. as needed to client sites. but flexible based on personal
preferences.

What We Value

+ Engineering mindset, focused on delivering production sal
and advanced analytics tools,

+ Solving real business problems, not academic benchmarks.
= Ahbility to collaborate efficiently in teams of technlcal and n

* Comfort working ina dynamic erironment with evolving i

What We Require

+ Past experience bullding solutions with LLMs and a deep u
« Strong foundation in Machine Learning basics (Evaluation,

= Strong engineering background. Preferred fields include bu
Mathematies, Saftware Engineering, Physics, and Machine

= Strong coder with demonstrated proficiency in programmis
TypeScript/lavaSeript, or similar.

» Ahility and Interest in traveling up to 25%, as needed to clk
preferences.

Salary

The estimated salary range for this position is estimated to b
compensation far this position may also include Restricted 5t
future incentives. Further note that total compensation for th
individual’s relevant qualifications, work experience, skills, an
value of any potential sign-on banus; the value of any benefit
long-term incentives.

Our benefits aim to promote health and welibeing across all 3
continuously improve our offerings and listen to our comemn
helow detalls our available benefits and some of the peris th;
Technologies.

Benefits

» Employees (and thelr eligible dependents) can anroll in med
voluntary fife insurance

+ Employees are automatically covered by Palantir's hasic fife
» Commuter benefits

= Take what you need pald time off. nat accrual based

s 2 weeks pald time off bullt into the end of each year (subjec
= 10 paid holidays throughout the calendar year

= Supportive leave of absence program Including time off for
= Paid leave Tor new parents and subsidized back-up care for
= Fartility and family building benefits including but not limite
» Stipend to help with expenses that come with a new child
+ Employees can enroll in Palantir's 401k plan
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Life at Palantir

W want every Palantirian to achicve their best outcomes, that's why we celebrate individuals' strengths,
skills, and interests, from your first Interview to your longterm growth, rather than rely on traditional career
ladders. Paying attention to the needs of our community enables us to cptimize our opportunities to grow
and helps ensure many pathways to success at Palantir, Promoting health and well-being across all areas of
Palantirians’ lives is just one of the ways we're investing in our community. Learn more at Life at Palantir and

note that our offerings may vary by region.

In keeping consistent with Palantir's values and culture, we believe employees are “better together” and in-
person work affords the opportunity for more creative outcomes. Therefore, we encourage employees to
work from our offices to foster connectivity and innovation, Many teams do offer hybrid options (WFH a
day or two a week), allowing our emplayees to strike the right trade-off for their personal productivity.
Based on business need, there are a few roles that allow for "Remote” work on an exceptional basks. If you
are applying for one of these roles, you must wark from the state in which you are employed. If the pasting
is specified as Onsite, you are required to work from an office.

In keeping consistent with Palantir's values and culture, we believe employees are "better together” and in-
person work affords the opportunity for more creative outcomes. Therefore, we encourage employees to
work from our offices to foster connectivity and innovation, Many teams do offer hybrid options (WFH a
day or two a week), allowing our emplovees to strike the right trade-off for their personal productivity.
Based on business need, there are a few roles that allow for “Remaote” work on an exceptional basis. If you
are applying for one of these roles, you must work from the state in which you are employed, If the posting
s specified as Onsite, you are required to work from an office.

IF you wiant to empower the world's most important institutions, you befong here, Palantic values excelience
regardless of background. We are proud ta be an Equal Opportunity Employer for all, including but not
limited to Veterans and those with disabilities. Palantir is committed to making the application and hiring
process accessible to everyone and will provide a reasonable accommadation for those living with a
disability. If you need an accommadation for the application or hiring process, please reach out and let us
know how we can help.

If you would like to understand more about how your personal data will be processed by Palantir, please see
our Privacy Policy.
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